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1 IPERVOICE
IN BRIEF

IPervoice is the first digital video door phone system that uses CAT5 cables throughout, both for the
external network between different buildings, and also for riser columns used to interconnect the
apartments. While external network is always fully IP compatible®, in the riser columns either an IP
network is deployed®, or a specifically dedicated protocol is used. In the first case IPervoice will become
a very flexible Full IP system, while in the second case the use of dedicated protocol on CAT5 cables,
allows for cost saving. The IPervoice structure is designed to satisfy the needs of any residential building
even with a large number of users: there are no limits for system extension and number of riser columns
that can be managed.

Describing IPervoice simply as a last-generation digital video door phone system is not enough. The
versatility of the system and its modular features can be exploited not only to manage access control,
but also technological installations, such as video surveillance, intrusion alarms and fire alarms - in
addition to many other functions that are fully integrated.

! The IP network used by IPervoice must be private and isolated from other IP networks present in the building, in order not
to compromise the features and the proper operation of the system.
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IPervoice is a system based on an “open” communication standard. The use of the SIP protocol (Session
Initiation Protocol) allows the connection of third party devices that use the same standard. However, to
ensure the system correct operation, it is advisable to use only URMET certified devices.
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2 DIGITAL AUDIO/VIDEO TRANSMISSION

In IPervoice, audio and video signals are digitally transmitted through the IP network. This means that
sounds and images are converted into numbers, or digits, before they are sent from one device to
another.

To make the videos fluid enough, the system must capture many images, called frames, in one second.
Typically, 25 frames per second at least are needed to allow the human eye to observe images and
perceive movements continuously and fluidly between one frame and the next one. It is also necessary
that the resolution of the captured images is good enough to obtain satisfactory detail. All these
features would require the transfer of a lot of data (the digits) on the IP network, that would soon
overwhelm its capacity to send more data at the same time.

110010111001001001111100001

Call Module Concierge Switchboard

Figure 1 : Digital audio/video transmission

To solve this problem appropriate mathematic algorithms are used, that allow the information to be
“compressed” while it is sent through the network. Once arrived, this information can be
“decompressed” using an inverse process and is then ready for use.

These algorithms are called “CODEC” (code-decode) and are substantially software programs or
hardware devices that digitally encode and/or decode an audio or video signal, in order to save it on a
storage support, from where it can later be recalled for reading or, as in the typical case of IPervoice,
transmitted on the IP communication channel. In encoding/decoding phase, the codecs also perform the
compression (and/or decompression) of the data, reducing the data volume, in order to make the
stream of encoded data easier to be transmitted.
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The compression of the data allows us to use less channel bandwidth for their transmission, leaving
more space for similar transmissions or other data necessary for the system operation. Technological
progress has permitted the development of even more efficient codecs, able to ensure a high quality
level (high resolution of images, number of frames per second), keeping the amount of data needed in
order to send the information on the network very low.

IPervoice uses two different standard codecs; the first one is specific for video information, the second is
for audio data:

H.264: Originally developed by Apple Computers, it is a very efficient codec, used in last-generation
cellular phones (3G) and also for transmitting high definition (HD) films on the Internet. In
fact, this codec is able to ensure the same quality as the MPEG-2 standard used in DVD
supports, reducing from a third to a half the requested speed (data-rate) for sending
information. Using the H.264 codec, IPervoice can manage a high number of simultaneous
conversations, maintaining the high quality and fluidity of the images (640 x 480 pixels with
30 frame/sec).

G.711: It was developed for use in VolP technology; in fact, it is one of the main codecs used in this
field. G.711 allows an excellent audio quality with a rather low data-rate (64 Kbit/sec) and a
minimum processing time is required for the compression/decompression algorithm.
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3 GENERAL CHARACTERISTICS

IPervoice can provide many features that make it possible to create solutions for residential building

complexes of considerable size. The potential and the strong points of IPervoice are illustrated in the

following list, which includes the main characteristics of IPervoice in different areas of competence.

WIRING AND INSTALLATION

IPervoice uses an UTP? CATS cable for both the IP network and the building risers, making the
wiring and the installation of the system easier.

The highly flexible architecture of IPervoice allows to create a fully IP networked system (for
backbones and building risers) or mixed mode (IP network for backbones and CAT5 network for
risers) or hybrid mode (IP for backbones, IP and CATS5 for risers).

All the IPervoice devices present on the IP network, except the concierge switchboard and VolP
telephones, are directly powered through the data cable via PoE (Power Over Ethernet). Also for
this reason the installation is simpler and more economical.

The possibility of using optical fibre to cover long distances means that IPervoice does not have
distance limits between the IP network devices.

AUDIO AND VIDEO QUALITY

As already described, IPervoice uses the H.264 standard as video codec. The result is a high
quality IPervoice digital video, with 30 frame/sec, that gives the images excellent fluidity.
In the same way, the audio streams are dealt at maximum speed, according to G.711 standards.

EXPANDABILITY
The use of the digital technology allows IPervoice to be unlimited with regards to:

IP network extension and distances (the use of optical fibre is supported).

Number of riser columns.

Number of concierge switchboards.

Number of connectable users.

Number of simultaneous conversations: a fundamental requirement in large residential
complexes.

2 UTP: Unshielded Twisted Pair
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If the IP network is also used for riser columns, no limits are imposed on the number of users by the
system addressing capacity, that is virtually unlimited. Notice that when the number of user grows, also
the traffic volume managed by the IP network will increase. So the IP network must be properly
designed3 in order to ensure the features needed for the proper operation.

If a dedicated CAT5 non-IP network has been chosen for the risers, in each building and for each riser
column the system can be expanded up to:

e 900 metres for each riser column.
e 1080 users for each riser column.
e 16 video door phone apartment stations for each apartment.

*The IP network used by IPervoice must be private and isolated from other IP networks present in the building, in order not
to compromise the features and the proper operation of the system.
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4  SYSTEM ARCHITECTURE

Observing the architecture of the IPervoice network, it can be noted that the system is structured on
two levels:

o The “external” level, used to create the framework of the system. The network used for
communication between devices is fully IP-compatible.
o The “internal” level, used to create the building riser columns and the respective apartments. As
already mentioned, IPervoice allows to create this part of the system in two different modes:
» Using an IP network with the same characteristics as the external level.
» Using a CAT5 network. In this case, even if the same cable (CAT5) and the same
connectors (RJ45) type is used to make wiring and installation operations easier, the
communication protocol is dedicated, in order to obtain high performance at low price.

Internal wiring:
IP riser column

Internal wiring:
mixed riser column

Internal wiring:
CATS riser column
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LAN Switch w/PoE Ports LAN Switch w/PoE Ports  Gateway IP/CATS Gateway IP/CATS

External wiring:
IP Network

Figure 2: System architecture — External and internal levels of the building

If CAT5 network solution is used for buildings, the communication between the two “levels” is made by
dedicated devices, called Gateway IP-CAT5, which transfer data and audio/video streams, adapting
them to the respective requirements.
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4.1 THE EXTERNAL LEVEL: THE IP NETWORK

The framework of IPervoice is made by the IP network, used to connect all the digital devices of the
system. On the “external” level of IPervoice devices that perform operations concerning the building
structure instead of the single building are usually present. For the laying of the network, a cable
available on the market can be used, provided that it is CAT5 certified. Urmet provides the installer with
a special CAT5 cable (1039/90), protected by a reinforced black sheath, that allows the coexistence
between the CAT5 cable for IPervoice and 230V cables in the same ducts, allowing also the use in cable
pipes outside the building (typically road pipes).

IP Riser Column CATS Riser Column
e .
(T

Gateway IP/CATS | e .
(1039/50)

Switch 4 + 4 PoE Ports
(1039/44)

FO or POF extension

IP Ca
(1039/14)

> |m|
P Reacm;g Head
(1039/88)

External wiring: IP Network

i sy 4

., STy &
/ e

VolP Telephone

(4501/5) IP System Server

(1039/1)

Concierge Switchboard
(1039/41)

Figure 3: The External Level — the IP network

The topology used is typical for LAN networks, that is star point-to-point. The star centres are
constituted by PoE switches (1039/44 or 1039/45), that also carry out the function of Power Over
Ethernet for many IPervoice devices. The maximum allowed length for each segment is 100m, in
compliance with IEEE 802.3 regulations. To cover longer distances and satisfy the requirements of large
buildings, segments in POF (Plastic Optical Fibre), or FO (Optical Fibre) can also be installed; in the first
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case, the fibre is made of plastic, that is more economical, but does not reach long distances; in the
second case, the fibre is made of glass and allows considerable distances.

4.1.1 THE EXTERNAL LEVEL IP DEVICES

On the External Level IP network of IPervoice there are many devices that have different characteristics
and features. Some of them are optional and depend on the required features, some are fundamental
for the correct operation of the whole system. One of them, for example, is the system server 1039/1
that coordinates and manages many services provided by IPervoice. Other devices are as follows:

e Call modules, made of tempered glass or vandal resistant steel; they incorporate a colour
camera, a 3,5” TFT display and a proximity key reader for access control.

e Video door units (PE) with buttons.

e |P key readers: used to manage access control by proximity keys or wireless remote controls.

e Concierge switchboards (Windows Vista or Windows 7 PC).

e VolIP telephones.

e Video servers to which up to 4 traditional analogue cameras can be connected.

e |P/CATS gateways, used to connect the IP network to the riser column inside a building.

e PoE switches for powering IPervoice devices.

e Special decoders: relay output modules that can be programmed by the system.

The following list includes all the devices with their main characteristics.
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Main technical characteristics

CCD colour camera with wide-angle lens
(108°H x 87°V)

Embedded proximity key reader (compatible
with keys 1125/50).

Infrared proximity detector
detection.

Management of audio repeater device for
the hard of hearing.

3.5” colour graphic display with advanced
Graphical User Interface (GUI).

Simultaneous management of electrical lock
with pulse capacitive discharge (SE+; SE-) a
relay contact (C-NC-NO), 30V @ 3.5 A max.
Second relay for operating an automatic gate
(C-NO), 30V @ 200 mA max.

Input for entrance hall button (exit switch)
Input for open door contact

Alphanumeric keypad with 18 buttons; 3 of
them are multifunction

1 RJ45 Ethernet port for the connection to
the IP network

Power supply: PoE (48V nominal)

Current consumption: 80 mA min — 120 mA
max

Connection for local power supply, if needed.
Operating temperature range: -10° to + 50°C
Dimensions: 130 (W) x 310 (H) x 15 (D) mm
(wall protrusion)

Installation: in plastic flush mounting box
1145/53

Protection degree: IP42

for user

ELEKTA IP Call Module

1039/13

The call module 1039/13 is characterized by a special front
panel made of smoked glass. All the buttons are “soft-touch”
and there are no movable mechanical elements.

It can independently manage two different outputs, the first
one used to open a pedestrian door (both with capacitive
discharge and with relay contacts), the second to control for
example an automatic gate or barrier. The call module has an
embedded proximity key reader for access control.

It is equipped with a colour camera with wide-angle lens and
presence detector for energy saving. The graphic display
allows access with a guided procedure to the different
functions provided by the device, for example:

e Easy access to the name directory
e Reading of absence messages

e Map of access path

e Easy user code entry

The call module allows entry to the building also by entering
a user code on the alphanumeric keypad; in this case it is
also possible to manage a duress function that allows a silent
alarm to be sent to the concierge switchboard at the same
time as the door being opened.

Specific functions for disabled people are also available.
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Main technical characteristics

CCD colour camera with wide-angle lens
(108°H x 87°V)

Embedded proximity key reader (compatible
with keys 1125/50).

Infrared proximity detector
detection.

Management of audio repeater device for
the hard of hearing.

3.5” colour graphic display with advanced
Graphical User Interface (GUI).

Simultaneous management of electrical lock
with pulse capacitive discharge (SE+; SE-) and
a relay contact (C-NC-NO), 30V @ 3.5 A max.
Second relay for operating an automatic gate
(C-NO), 30V @ 200 mA max.

Input for entrance hall button (exit switch)
Input for open door contact

Alphanumeric keypad with 18 buttons; 3 of
them are multifunction

1 RJ45 Ethernet port for the connection to
the IP network

Power supply: PoE (48V nominal)

Current consumption: 80 mA min — 120 mA
max

Connection for local power supply, if needed.
Operating temperature range: -10° to + 50°C
Dimensions: 130 (W) x 310 (H) x 15 (D) mm
(wall protrusion)

Installation: in metal flush mounting box
1158/43

Protection degree and impact resistance:
IP45 — K09

for user

ELEKTA STEEL IP Call Module

1039/18

Provided with a front panel made of vandal-proof stainless
steel, the call module 1039/18 is specifically designed for
IPervoice. independently manage two different
outputs, the first one used to open a pedestrian door (both
with capacitive discharge and with relay contacts), the
second to control for example an automatic gate or barrier.
The call module has an embedded proximity key reader for
access control.

It is equipped with a colour camera with wide-angle lens and
presence detector for energy saving. The graphic display
allows access with a guided procedure to the different
functions provided by the device, for example:

It can

e Easy access to the name directory
e Reading of absence messages

e Map of access path

e Easy user code entry

The call module allows entry to the building also by entering
a user code on the alphanumeric keypad; in this case it is
also possible to manage a duress function that allows a silent
alarm to be sent to the concierge switchboard at the same
time as the door being opened.

Specific functions for disabled people are also available.
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Main technical characteristics

e CCD colour camera

e 2 call buttons

e Button expansion: by means of max 2
1038/17 modules, with 16 buttons each.

e Power supply: PoE (48 V nominal)

e Current consumption: 140 mA min — 180 mA
max

e Operating temperature range: -10° - + 50°C

e Dimensions: 125 (W) x 250 (H) x 13 (D) mm

e |Installation: in flush mounting box 1145/52

e Protection degree: IP42
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Main technical characteristics

e CCD colour camera

e 2 call buttons

e Button expansion: by means of max 2
1038/17 modules, with 16 buttons each.

e Power supply: PoE (48 V nominal)

e Current consumption: 140 mA min — 180 mA
max

e Operating temperature range: -10° - + 50°C

e Dimensions: 125 (W) x 250 (H) x 13 (D) mm

e Installation: in flush mounting box 1145/52

e Protection degree: IP45

IP video 2-button door unit
1039/72

The video door unit 1039/72 is dedicated to the IPervoice
system and is designed on two-module Sinthesi style. It is
equipped with a CCD colour camera and two configurable
call buttons.

If needed, the number of call buttons can be increased by
means of the expansion module 1038/17. The door unit can
manage 2 expansion modules max., to reach a total of 32
buttons.

IP video 2-button door unit
1039/74

The video door unit 1039/72 is dedicated to the IPervoice
system and is designed on two-module Sinthesi style. It is
equipped with a CCD colour camera and two configurable
call buttons.

If needed, the number of call buttons can be increased by
means of the expansion module 1038/17. The door unit can
manage 2 expansion modules max., to reach a total of 32
buttons.

The device can manage Ref. 1158/48 audio repeater module
for hard of hearing people and Ref. 1158/47 voice messages
module.
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Main technical characteristics

e 125kHz proximity key reader, (compatible
with keys 1125/50).

e Management of electrical lock with a clean
contact relay output (C-NC-NO) 30V @ 3,5A
max

e Input for entrance hall button (exit switch)

e Input for open door contact.

Power supply: PoE (48 V nominal)

Current consumption: 100 mA

Operating temperature range: -20° - + 80°C

Dimensions: 125 (W) x 125 (H) x 13 (D) mm

e |Installation: in flush mounting box 1145/51
or wall mounting with enclosure 1145/311

e Protection degree: IP42

Main technical characteristics

e Competence areas management, to
associate the switchboard to a specific group
of users

o (Call forwarding to another switchboard, in
case of operator absence.

e Sending of audio messages for single user,
group of users and all users.

e Management of intrusion, panic and hold-up
alarms

IP Key Reader
1039/88

e The key reader 1039/88 is used to read the proximity
keys 1125/50. The device is equipped with a relay
output able to control an electrical lock and also with an
input available for a door lock release button (exit
switch).

PC Concierge switchboard
1039/41

IPervoice system implements the concierge switchboard
function using a Personal Computer and a specific software
application. The PC must be equipped with an audio card, in
order to perform audio communications with the call
modules, VolP telephones and terminals inside the
apartments. These communications can be carried out by
the door phone provided (connected to the PC USB port and
audio mini-jack connectors) or by a headset with microphone
(in this case, the USB port is not needed). A "touch-screen
PC” can be used to manage the switchboard.

Minimum requirements

e 1 GHz compatible with Windows Vista or Windows 7,
with 1 Gbyte RAM and 250 MByte disk

e Audio card: compatible with Vista Home Premium

e Video card: compatible with Windows Vista or Windows
7 minimum resolution: 1024 x 768 pixel

e Webcam: compatible with Windows Vista or Windows 7

e 1 USB port for the connection of the external door
phone

10/ 100 Mbit/s Ethernet interface

20



Main technical characteristics

1 RJ45 Ethernet port for the connection to the
IP network

1 RJ11 port for the connection to PSTN
network

Power supply: by means of a provided power
supply unit

Operating temperature range: +5° + +40°C
Dimensions: 180(W) x 225 (H) x 90 (D) mm
Installation: table-top and wall mounting

Main technical characteristics

1 RJ45 Ethernet port for the connection to IP
network

1 RJ11 port for the connection of an analog
telephone

1 RJ11 port for the connection to the PSTN
network

Power supply: with provided power supply
unit

Operating temperature range: +5° + +40°C
Dimensions: 180(W) x 225 (H) x 90 (D) mm
Installation: table-top and wall mounting

VoIP Telephone

4501/5

The Domus VolPhone is an IP telephone based on SIP protocol
for Voice over IP (VolP) applications; it is also provided with a
PSTN port for the connection to the traditional telephone line.
Typical installations include common areas, such as bars,
swimming pools, porter’s lodges and so on.

VolP ATA Interface

4501/30

The VolP ATA interface allows to connect to IPervoice IP
network a traditional analog telephone, making it a IP, SIP
based telephone for Voice over IP (VolP) applications. The
interface 4501/30 is also equipped with a PSTN port that can
be used to connect it to a traditional telephone line.
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Main technical characteristics

4 coax video inputs for 1Vpp 75 Q analogue
signals

4 alarm inputs associated to the cameras

1 RJ45 Ethernet port

Power supply: PoE (48 V nominal)

Current consumption: in standby 45 mA — 70
mA max

Operating temperature range: -10° - + 50°C
Dimensions: 50 (W) x 149 (H) x 103 (D) mm
Installation: DIN rail

Main technical characteristics

1 GHz Intel Pentium processor with 512
MByte RAM and 2 GByte Solid State Disk

1 RJ45 Ethernet port for connection to the IP
network

4 USB ports

ON/OFF button and signalling led

Embedded DHCP Server to automatically
assign the IP addresses to the Ethernet
devices
Embedded
configuration
Power supply: by means of a provided power
supply unit (in: 100 + 240 Vac - 50 + 60 Hz
out: 12 Vdc—-5A)

Operating temperature range: -20° - + 70°C
Dimensions: 172 (W) x 55 (H) x 114 (D) mm
Installation: wall mounting

Web Server for system

Video Server
1039/69

The device 1039/69 allows the connection of up to 4
traditional analogue cameras and displays the captured
images on the video door phones or on the concierge
switchboards. The video server acquires the analogue signal
of each camera, converts it to digital and sends it on the IP
network as data stream.

¥ Warning: the cameras must be locally powered.

System IP Server
1039/1

The server 1039/1 is the IPervoice system core. It is housed
in a wall mounting metal box.

All the services provided by the IPervoice system are
managed and controlled by the server. The connection to the
IP network, that is the main facility of IPervoice, is made by
means of an Ethernet port embedded in the server. There
are two other USB ports that can be used to update the
application software or to add expansions.

System programming, configuration and control operations
are fully available through the embedded Web server.

The server is also involved in configuration and periodic
checking of the system devices, signalling tampering or
malfunctioning.

All the information needed for the system configuration is
stored in the IPervoice server. Any system device can be
replaced easily and quickly. A backup of the configuration
data stored in the server can also be performed, in order to
restore the whole system in case of failure.
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Main technical characteristics
1 RJ45 Ethernet port for connection to the IP

1 CAT5 RJ45 port for connection to the
analogue riser

Power supply: PoE (48 V nominal)

Current consumption: in standby 52 mA —-70

Operating temperature range: -5° - + 45°C
Dimensions: 180 (W) x 90 (H) x 80 (D) mm
(10 DIN modules)

Installation: on DIN rail

Main technical characteristics

4 x 10-100 Mbit/s PoE Ethernet ports able to
provide 15,4 W each port, but no more than
a total of 32 W.

4 x 10-100 Mbit/s Ethernet ports

Power supply: by a provided power supply
unit (in: in: 100 + 240 Vac - 50 + 60 Hz out:
48Vdc-0,8A)

Operating temperature range: 0° - + 40°C
Dimensions: 235 (W) x 28 (H) x 100 (D) mm
Installation: table-top or wall mounting

IP CATS Gateway

1039/50

The IP/CAT5 gateway performs the interface function
between the street side (digital section based on Ethernet —
PoE network) and the analogue riser column. The gateway
implements the analogue/digital conversion of audio and
video signals between the two communication buses. On the
device front panel there is a button used to activate a video
signal adjusting phase for the analogue column.

4 PoE ports + 4 Ethernet ports Switch
1039/44

The switch 1039/44 is provided with Power over Ethernet
(PoE) function, has 8 ports and can operate both in 100Mbps
Fast Ethernet and in 10Mbps Ethernet. The ports from 1 to 4
use the PoE standard and automatically detect the presence
of PoE compatible devices.

The switch provides a total of 32W on the 4 PoE ports, that
powers all the IPervoice system devices designed for PoE
standard.

¥ Warning: More than 2 call modules 1039/13 or 1039/18
cannot be connected to one switch.
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4 PoE ports + 2 Ethernet ports Switch
1039/45

The switch 1039/45 is composed by two parts: power supply
and PoE switch.

The PoE switch is provided with Power over Ethernet (PoE)
function, has 6 ports and can operate both in 100Mbps Fast
Ethernet and in 10Mbps Ethernet. The ports from 1 to 4 use
the PoE standard and automatically detect the presence of
PoE compatible devices.

The switch provides a total of 15,4W for each PoE port, that

Main technical characteristics can power all the IPervoice system devices designed for PoE
standard.

Switch

e 4 x 10-100 Mbit/s PoE Ethernet ports able to
provide 15,4 W each port.

e 2 x10-100 Mbit/s Ethernet ports

e Power supply: 48 Vdc

e Operating temperature range: -10° - + 60°C

e Dimensions: 45 (W) x 140 (H) x 95 (P) mm

e |Installation: DIN rail

Power Supply

Input: 100 + 240 Vac - 50 + 60 Hz

e Output:48Vdc @ 1,6 A

e Dimensions: 55 (W) x 125 (H) x 100 (D) mm

e |Installation: DIN rail

Special Decoder
1039/80

The special decoder 1039/80 is used in the IPervoice system
to activate two electric loads with double-pole relays that
can operate in bistable or timed monostable mode.

The device is directly connected to the IP network that
powers it via PoE.

Main technical characteristics

e 2 clean contact relay outputs (C-NC-NO) 230
V @ 5 A max resistive load

e 2 inputs for external control buttons

e Power supply: PoE (48 V nominal)

e Current consumption: 50 mA

e Operating temperature range: -20° - + 80°C

e Dimensions: 108 (W) x 142 (H) x 37 (D) mm

e Installation: wall mounting or in flush
mounting box
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4.2  THE INTERNAL LEVEL: THE IP RISER COLUMNS

IPervoice has been designed as IP based digital video door phone system, so, besides the system part
that forms the “External level”, also the building riser structure can follow the same principle. This is not
the only option; as described below, the “Internal level” can be realized with the dedicated IPervoice
CATS bus.

Figure 4 e Figure 5 show two typical IP riser structures. In the first one, in the riser base, there is an
Ethernet switch?, where the risers for the floors start; branches to apartments are made by switches
with PoE ports, as for example the model 1039/45. PoE ports are necessary to provide power supply to
iModo video door phone terminal installed in apartments.

Internal wiring: IP riser network

Legend

e— |P Network (External wiring) Switch 2 + 4 PoE Ports
IP Network (Internal wiring) (1039/45)

TolP
apartments

TolIP / .m a1 ' |-

apartments Z e " ‘__: -

/m opn g EL

E Jm o R
E ToIP d- T -
® apartments / = LI | L=
g /m nn R
= /vm nn P
2 Ll L] ¥ -
g TolP - T E
% apartments "‘:

Switch 4 + 4 PoE Ports
(1039/44)
to IP Network
(External wiring)

Figure 4: The internal level — building IP riser — typical solution

“ltis possible to connect other Ethernet switches to the first one, if the number of switch ports is not sufficient.

25



I Pe r
voice

In the second case, the figure shows a minimal solution, that can be used when the number of
apartments is limited. In this way, the number of devices is lower, allowing to reduce system costs and
consumption.

Internal wiring: minimal IP riser network

| Legend

o |P Network (External wiring)
e |P PoE Network (Internal wiring)

Switch 2 + 4 PoE Ports

(1039/45)
;= "EG >3
g = To single IP apartment==
-t
g _i To single IP apartment==
E ,E, To single IP apartments=
-
a £ To single IP apartment==

to IP Network
(External wiring)

= = = = == — = —— = ——————— = ———————————

Figure 5: The internal level — building IP riser — reduced solution
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Main technical characteristics

e 4 x 10-100 Mbit/s PoE Ethernet ports able to
provide 15,4 W each port, but no more than
a total of 32 W.

e 4 x10-100 Mbit/s Ethernet ports

e Power supply: by a provided power supply
unit (in: in: 100 + 240 Vac - 50 + 60 Hz out:
48Vdc—-0,8 A)

e Operating temperature range: 0° - + 40°C

e Dimensions: 235 (W) x 28 (H) x 100 (D) mm

e Installation: table-top or wall mounting

Main technical characteristics

Switch

e 4 x 10-100 Mbit/s PoE Ethernet ports able to
provide 15,4 W each port.

e 2 x10-100 Mbit/s Ethernet ports

e Power supply: 48 Vdc

e Operating temperature range: -10° - + 60°C

e Dimensions: 45 (W) x 140 (H) x 95 (P) mm

e Installation: DIN rail

Power Supply

Input: 100 + 240 Vac - 50 + 60 Hz

e Qutput:48Vdc @ 1,6 A

e Dimensions: 55 (W) x 125 (H) x 100 (D) mm

Installation: DIN rail

4 PoE ports + 4 Ethernet ports Switch
1039/44

The switch 1039/44 is provided with Power over Ethernet
(PoE) function, has 8 ports and can operate both in 100Mbps
Fast Ethernet and in 10Mbps Ethernet. The ports from 1 to 4
use the PoE standard and automatically detect the presence
of PoE compatible devices.

The switch provides a total of 32W on the 4 PoE ports, that
powers all the IPervoice system devices designed for PoE
standard.

¥ Warning: More than 2 call modules 1039/13 or 1039/18
cannot be connected to one switch.

4 PoE ports + 2 Ethernet ports Switch
1039/45

The switch 1039/45 is composed by two parts: power supply
and PoE switch.

The PoE switch is provided with Power over Ethernet (PoE)
function, has 6 ports and can operate both in 100Mbps Fast
Ethernet and in 10Mbps Ethernet. The ports from 1 to 4 use
the PoE standard and automatically detect the presence of
PoE compatible devices.

The switch provides a total of 15,4W for each PoE port, that
can power all the IPervoice system devices designed for PoE
standard.
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4.3 THE INTERNAL LEVEL: THE DEDICATED CATb RISER COLUMNS

At the base of every building, or of each stair, if inside the building there is more than one stair, an IP
Gateway is located, from which the riser starts. This column is used to perform the signal distribution
inside the apartments. The topology used for wiring is “BUS” type, to make the laying of cables easier
and reduce installation time. The whole system, both in riser columns and in apartments, uses a CAT5
cable. Also in this case, Urmet provides a specific cable, with a blue sheath (1069/91), suitable for laying
it in ducts with 230V cables inside. The flexibility of IPervoice is unlimited regarding the number of riser
columns in a system, so it is possible to make installations with a large number of users. On the riser
column a second audio channel can be present by adding a twisted pair cable (e.g. another CAT5 cable).

- - . - Ift rr
Internal wiring: CAT5 riser column LI e s

Legend

— |P Network
CATS riser column

v‘ To Lift control unit

2nd audio channel Four-user distributor
- (1039/34) y

To / .y 1

apartments z 2
R |
/ m ua
; /= ua
o / m ua
apartments g - LI}
i = _] |

To
apartments

Gateway IP/CATS Power supply unit
(1039/50) (1039/20) !

Figure 6: The internal level — the dedicated CATS riser columns
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Internal wiring: multiple risers

SINNSSNNNNNNNNNSN

Gateway IP/CATS  Power supply unit
(1039/50)

Riser distributor
(1039/54)

Figure 7: The internal level — distribution on multiple CAT5 risers

With the riser distributor 1039/54, it is possible to install more than one riser column for the apartments. The

103954 can provide a maximum of four riser columns making installation in larger building more flexible.

¥ Warning:

the riser distributor allows the wiring of several riser columns instead of a single riser.
The maximum distance between one device and another, and the logic characteristics,
that is the number of devices that the system can address in the column, are the same
with a single riser column.
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Main technical characteristics

2 x CATS5 RJ45 ports for the connection to the
analogue riser (BUS IN, BUS OUT)

Button to activate video adjusting phase
Input: 100 + 240 Vac - 50 + 60 Hz

Output: 54 Vdc @ 0,6 A with electronic
protection against overloads

Operating temperature range: -5° - + 45°C
Dimensions: 180 (W) x 80 (H) x 90 (D) mm
(10 DIN modules)

Installation: DIN rail

Main technical characteristics

1 x CAT5 RJ45 input port for the connection
to the incoming riser column (BUS IN)

4 x CAT5 RIJ45 output ports for the
distribution of the outgoing riser columns
(OUT1...0UT4)

Power supply: BUS CATS5

Current consumption: max 25 mA

Operating temperature range: -5° - + 45°C
Dimensions: 108 (W) x 64 (H) x 90 (D) mm (6
DIN modules)

Installation: DIN rail

Column power supply unit for CAT5

1039/20

The power supply unit 1039/20 is used to power the devices
of the riser column and the apartment devices.

The power supply is directly injected on the communication
BUS.

¥ Warning: to extend the CAT5 BUS up to the maximum
distance of 900 metres, a power supply unit
must be installed every 100 metres.

CAT5 Riser distributor

1039/54

The riser distributor 1039/54 is connected to the column BUS
and allows the distribution of up to 4 riser columns. The
device is a passive splitter.

The following devices can be connected to its outputs:

e 4-user decoders (1039/34)
e Liftinterfaces (1039/37)
e Column power supply units (1039/20)

Note: The riser distributor 1039/54 distributes a

staircase on four columns (it does not create four
stairs).
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Main technical characteristics

2 x CAT5 RJ45 ports for the connection to the
analogue riser column (BUS IN, BUS OUT)

4 x CATS5 RJ45 ports for the distribution in the
apartments

4 floor call inputs (FC1...FC4)

1 output for auxiliary alarm signalling (AL)

1 optional audio channel (A2 IN, A2 OUT)

1 connector dedicated for the Bluetooth
programming interface 1039/56

Power supply: BUS CATS5

Current consumption: in standby 1 mA — 35
mA max.

Operating temperature range: -5° - + 45°C
Dimensions: 108 (W) x 142 (H) x 37 (D) mm
Installation: wall mounting or in flush
mounting box

Main technical characteristics

2 x CAT5 RJ45 ports for the connection to the
analogue riser column (BUS IN, BUS OUT)

24 relay outputs max (C—NC-NO)30V@ 1 A
1 connector dedicated for the Bluetooth
programming interface 1039/56

Power supply: BUS CATS5

Current consumption: in standby 1 mA — 10
mA max

Operating temperature range: -5° - + 45°C
Dimensions: 216 (W) x 80 (H) x 90 (D) mm
(12 DIN modules)

Installation: DIN rail

4-user decoder for CATH5

1039/34

The decoder 1039/34 allows the connection of up to 4
apartments max., where 4 apartment stations max. or up to
apartment stations can be daisy-chain
connected, using the intercom interface 1039/36.

The decoder provides a floor call function for each

16 intercom

apartment, an auxiliary alarm signal — one per decoder; it
can also manage an optional second audio channel to allow
an additional door phone conversation in the riser column.

Lift Interface for CAT5

1039/37

The Lift Interface is directly connected to the riser column
and is provided with a matrix of 24 relays that can be
individually activated. It is directly managed by the system
server; the relays activate the lift control unit after user
actions on different devices. It cannot be directly accessed by
the user. The operating parameters are programmed with
the Bluetooth programming interface 1039/56. It is also
provided with a RS485 serial line, fully isolated, which can be
used for future expansions.
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4.4  THE INTERNAL LEVEL: THE IP APARTMENTS

Figure 8 shows the wiring inside the apartments connected to IPervoice IP network. From the IP switch,
that must be provided with PoE Ethernet ports (e.g. the 1039/45), it is possible to reach apartments (up
to 4, in this case). Now it is possible to connect the iModo device (1717/2) as advanced apartment
terminal, used to access all IPervoice basic and advanced functions. At the same time, using apartment
“Home network”, iModo can manage Urmet “IPerHome” domotic system.
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Figure 8: The internal level — IP apartments
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Figure 9 shows some typical features of iModo terminal.
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Carichi
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&
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Figure 9: iModo Terminal — main features

¥ Note: Besides iModo terminal, in a short time other IP terminals will be available: they will
complete the line dedicated to IP apartments and allow to extend and integrate IP
system features.
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Main technical characteristics

7” colour graphic display with resistive
touch-screen

Resolution: 800H x 480V (RGB)

Horizontal viewing angle: +50° + -50°

Vertical viewing angle: +50° + -50°

1 RJ45 Ethernet port for the connection to
IPervoice IP network

1 additional RJ45 Ethernet port for the
connection to the apartment Local Area
Network for IPerHome management

1 additional WiFi connection for the
connection to the apartment Local Area
Network for IPerHome management

Power supply: by PoE (48 V nominal)
Operating temperature range: -5° + +45°C
Dimensions: 225(L) x 134 (H) x 36 (W) mm
Installation: wall mounting with provided
bracket

IMODO touch-screen IP Terminal
1717/2

The apartment terminal 1717/2 is provided with a wide 7”
colour touch-screen display. The advanced user interface,
fully graphic, can be directly accessed by the touch-screen
display and allows to manage all device functions.

iMODO is not only a sophisticated video door phone unit
which allows to manage, besides traditional video door
phone features, also other functions offered by IPervoice
system.

With additional LAN or WiFi connections it is possible to
connect to the apartment local network; this one can be
used, e.g., to manage Urmet IPerHome local domotic system.
To operate, the terminal 1717/2 does not need any local
power supply, because this is provided by PoE means directly
of IPervoice IP network
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45 THE INTERNAL LEVEL: THE DISTRIBUTION IN TRADITIONAL APARTMENTS

If the traditional CAT5 dedicated solution has been chosen, IPervoice offers two options for installing
devices inside an apartment. In the first case, as shown in the upper area of Figure 10 each device is
connected in series to the next one, starting from the 4-user decoder. When the “intercom” function is
not required inside the apartments, a configuration with up to four terminals can be used. If more than
four terminals must be installed, or the “intercom” function is required, the wiring configuration must
be as shown in the lower area of Figure 10. In this case, up to four derived buses are connected to an
intercom interface (1039/36), which, through a column power supply unit (1039/20), is connected to the
respective 4-user decoder. If required, up to 4 interfaces 1039/36 can be installed, allowing each
apartment to have up to 16 derived buses.

It is important to note that an intercom conversation between two derived buses does not use the
building riser column.
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Figure 10: The internal level — distribution inside the apartments
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Main technical characteristics

4.3” TFT LCD colour graphic display
Resolution: 480H x 272V (RGB dot)
Horizontal viewing angle: +75° + -75°

Vertical viewing angle: +60° +-70°

2 x CAT5 RJ45 ports for the connection to the
decoder 1039/34 (BUS IN, BUS OUT)

Power supply: BUS CATS5

Current consumption: standby 1 mA, 160 mA max
Operating temperature range: -5° - +45°C
Dimensions: 130(W) x 160 (H) x 29.7 (D) mm
Installation: wall, flush-mounted with box
1716/80 and table-mounted with stand 1716/50
Accessories: set of coloured front panels
1716/51

C )|

Main technical characteristics

3.5” TFT LCD colour graphic display
Resolution: 960H x 240V (RGB dot)
Horizontal viewing angle: +60° + -60°

Vertical viewing angle: +55° +-55°

2 x CAT5 RJ45 ports for the connection to
the decoder 1039/34 (BUS IN, BUS OUT)
Power supply: BUS CATS5

Current consumption: standby 1 mA, 160 mA max
Operating temperature range: -5° - +45°C
Dimensions: 148(W) x 170 (H) x 54 (D) mm
Installation: flush-mounted with box 1706/60 on
plasterboard with kit 1706/61

AIKO hands-free video door phone
1716/3 (black) 1716/4 (white)

The video door phone 1716/3 (or /4) is equipped with a 4.3”
LCD.

The user interface is simple and user-friendly. Soft-touch
capacitance button are used for access.

The device implements various other functions in addition to
traditional video door phone features. The most important
are:

e Address book containing up to 32 users

e Intercom call to any user of the same column

e Intercom call to any apartment door phones (using
intercom interface 1039/36)

e Call to any of the switchboards (1039/41) or VolP
telephones (4501/5) present in the system

e Activating commands for any special decoder (1039/80)
present on the IP network

The AIKO hands-free video door phone requires firmware
version 3.0 or higher on 4-user decoder 1039/34

FOLIO hands-free video door phone
1706/7 (black) 1706/8 (white)

FOLIO is a colour video door phone. Two versions are
available: white (1706/8) and black (1706/7). It has a 3.5"
LCD allowing installation with minimal protrusion from the
wall. The user interface is simple and user-friendly. Backlit
soft-touch capacitance button are used for access. The
device implements various other functions in addition to
traditional video door phone features. The most important
are:

e Address book containing up to 32 users

e Intercom call to any user of the same column

e Intercom call to any apartment door phones (using
intercom interface 1039/36)

e Call to any of the switchboards (1039/41) or VolP
telephones (4501/5) present in the system

e Activating commands for any special decoder (1039/80)
present on the IP network

The FOLIO hands-free video door phone requires firmware
version 3.0 or higher on 4-user decoder 1039/34
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Main technical characteristics

2 x CAT5 RJ45 ports for the connection to the
decoder 1039/34 (BUS IN, BUS OUT)

Power supply: BUS CAT5

Current consumption: in standby 1 mA — 200

Operating temperature range: -5° - +45°C
Dimensions: 218(W) x 123 (H) x 38 (D) mm
Installation: with bracket

1707/95 or flush mounting with kit 1707/60

Main technical characteristics

7” TFT colour graphic display with advanced
Graphical User Interface (GUI)

Resolution: 480H x 234V (RGB dot)
Horizontal viewing angle: +60° + -60°

Vertical viewing angle: +60° + -60°

2 x CAT5 RJ45 ports for the connection to
the decoder 1039/34 (BUS IN, BUS OUT)
Power supply: BUS CAT5

Current consumption: in standby 40 mA -
130 mA max

Operating temperature range: -5° - +45°C
Dimensions: 225(W) x 134 (H) x 36 (D) mm

Installation: mounting with bracket

IMAGO hands-free video door phone

1707/1

The device 1701/1 is a colour hands-free video door phone
with 4” display. IMAGO can manage not only the functions of
a standard video door phone system (call, audio and door
opening), but also other additional services provided by
IPervoice system, such as: differentiated floor call, signalling
of entrance door opened, or other functions, by means of its
configurable buttons.

MODO touch-screen video door phone
1717/11

The video door phone 1717/11 is provided with a large,
touch-screen, 7” display. The GUI is user-friendly and can be
directly accessed from the touch-screen display.

In addition to the traditional video door phone functions,
other features offered by the IPervoice system are available;
among these the most relevant ones are the following:

e Intercom call to any user of the same column

e Intercom call to any apartment door phones (using
intercom interface 1039/36)

e Call to any of the switchboards (1039/41) or VolP
telephones (4501/5) present in the system

e Activating commands for any special decoder (1039/80)
present on the IP network

If there are one or more video door phones MODO 1717/11,
a power supply 1039/20 must always be installed inside the
apartment.
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Main technical characteristics

2 x CAT5 RJ45 ports for the connection to
the decoder 1039/34 (BUS IN, BUS OUT)
Power supply: BUS CATS5

Current consumption: in standby 1 mA -
1740/1: 200 mA max, 1740/40: 120 mA
Operating temperature range: -5° - +45°C
Dimensions: 205(W) x 225 (H) x 50 (D) mm
Installation: wall mounting with bracket
1740/95

Main technical characteristics

1 x CAT5 RJ45 port for the connection to the
decoder 1039/34

Power supply: BUS CAT5

Current consumption: in standby 1 mA — 35
mA max

Operating temperature range: -5° - +45°C
Dimensions: 100 (W) x 225 (H) x 50 (D) mm
Installation: wall mounting

SIGNO video door phone
1740/1 (b/w monitor) - 1740/40
(colour monitor)

The video door phone SIGNO is designed to have a minimal
extra-slim style. In fact, it is the slimmest on the market. In
the version with black and white monitor (1740/1), it is
provided with a 4” display, in the colour version (1740/40)
with a 4” % display.

In addition to the door lock release button, SIGNO is
equipped with 3 auxiliary buttons which can be programmed
by the system.

Features for the hard of hearing are embedded in the device.

Door phone for CAT5
1139/2

The door phone for CAT5 1139/2 is dedicated exclusively for
use in the analogue columns of the IPervoice system.

It is provided with a door lock release button and 3 buttons
for optional functions.

It has the same extra-slim style as SIGNO series
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Main technical characteristics

2 x CAT5 RJ45 ports for the daisy-chain
connection to the decoder 1039/34 (BUS IN,

4 x CAT5 ports for the connection of 4
apartment stations (DER1...DER4)

Power supply: BUS CATS5

Current consumption: in standby 1 mA — 35

Operating temperature range: -5° - + 45°C
Dimensions: 108 (W) x 64 (H) x 90 (D) mm (6
DIN modules)

Installation: DIN rail

Main technical characteristics

2 x CAT5 RJ45 ports for the connection to
the decoder 1039/34 (BUS IN, BUS OUT)

1 connector used for control panels 1061
connection

Power supply: BUS CAT5

Current consumption: 1.5 mA

Operating temperature range: -5° - + 45°C
Dimensions: 108 (W) x 142 (H) x 37 (D) mm
Installation: inside the control panels 1061

Intercom interface for CAT5
1039/36

This device allows the intercom function among different
stations of the same apartment, so an intercom
communication can be made without using the riser column.
The device can be exclusively connected to the derived bus
of the 4-user decoder 1039/34, through a power supply
1039/20.

To increase the apartment stations number, up to 4
interfaces 1039/36 can be daisy-chain connected.

Alarm interface for CAT5
1039/61

This device allows the alarm signals generated by the alarm
control panel 1061 to be sent to the concierge switchboard
of IPervoice system.

¥ Warning: The interface works only if used with the

control panel 1061/4 or 1061/6 and not with
other intruder alarm systems.
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4.6  MULTI-SERVER ARCHITECTURE

In large systems where high reliability is required, a special solution can be implemented. This solution is
called Multi-Server Architecture. The block diagram of Figure 11 shows a possible deployment.

Building Block 1

Figure 11: Multi-Server architecture — Block diagram
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In this example, several IPervoice systems are connected together in the same location. Each IPervoice
system (identified as a Building Block inside the picture), implements separately from the others it’s
communication infrastructure. In this way, any maintenance or extension operation or a possible failure
will not compromise the proper operation of other IPervoice systems.

MULTI-SERVER MODE CHARACTERISTICS

Several buildings in the same residential area, can compose a global IPervoice system. This one thus can
reach considerable dimension; such big residential areas, comprising several Buildings, must sometimes
be managed in a centralized mode, keeping every group of Buildings controlled by its own server
independent, in order to ensure a high reliability level of the whole system.

IPervoice can meet this requirement with “Multi-Server” mode, with these characteristics:

e High reliability level: each Building Block is locally managed by its server and can operate fully
independently.

e Absolute independence: if connection among servers is lost, each system keeps working
properly.

e Centralized management: the switchboards can manage all the Servers for which they are
enabled and can send and receive calls from any device, receive alarms, checks doors and so on.

e Extended features: the management of a local distributed system needs that some functions, as
event log and user search and management, work coherently and are aligned among the
Buildings. IPervoice Multi-Server mode allows to extend these functions in order to manage
them from a central unit.
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4.6.1 SWITCHBOARD INSTALLATION

In a Multi-Server system, switchboards are used to manage the system, so it is important to properly
define where they must be connected to system IP network. There are two valid solutions:

1) Inside the IP network of a single IPervoice system (in the example, the switchboard #1 and #3)

2) To the infrastructure network level (the switchboard #2)

In case of malfunction or maintenance of the network infrastructure level, the first solution allows the
operation of a switchboard, only for the system where the switchboard is connected. Select this option
when, in emergency situations, a minimal reduction of features is admitted for one or more
switchboards (or when the service must be kept active also in critical conditions).

The second solution provides more features: the audio/video stream coming from a door unit and
directed to the associated switchboard, passes through less network devices in order to reach its
destination. If a server cannot be reached, this configuration allows to manage all the others (unlike the
first case, the switchboard is connected to the infrastructure level and is not affected by malfunction
inside a specific system).

Both options can be used, according to requirements, as shown in the diagram of Figure 11.

4.6.2 |IP ADDRESSING INSIDE A MULTI-SERVER SYSTEM

In Multi-Server mode it is important to correctly define the IP address range used in the whole system. A
good design allows to address correctly data among systems, reducing traffic in the whole network; at
the same time, it implements a clever address assignment performed by the servers and, in case of
maintenance, allows a fast identification of the device server.

In IPervoice system, IP address assignment to all the devices is performed by the system server with a
specific software module, called DHCP®. In Multi-Server mode, this operation must be carefully
executed, because each server must provide the address only to the devices belonging to its system.
IPervoice DHCP module can be configured in a special mode, called Blocked (for further information, see
12.8 - “Server Configuration” on page 251), which allows to assign addresses only to a pre-defined list of
devices. By defining a specific address range for each server, an easier management is allowed: for
example, if 4 Systems must be installed in the Multi-Server system and there are 3 switchboards, a good
solution could be the following:

> DHCP: Acronym of Dynamic Host Configuration Protocol, protocol that allows to manage, in centralized and automatic
mode, the IP address assighment of each device (that must be unique) connected to a network.
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Building Block 1

Building Block 2

> Server IP:
> Net Mask:

» DCHP Range:

10.1.1.1
255.255.0.0
10.1.1.2-10.1.1.254

> Server IP:
> Net Mask:

» DCHP Range:

10.1.2.1
255.255.0.0
10.1.2.2-10.1.2.254

Building Block 3

Building Block 4

> Server IP:
> Net Mask:

» DCHP Range:

10.1.3.1
255.255.0.0
10.1.3.2-10.1.3.254

> Server IP:
> Net Mask:

» DCHP Range:

10.1.4.1
255.255.0.0
10.1.4.2-10.1.4.254

Switchboard #1

Switchboard #2

Switchboard #3

Static IP:

10.1.100.101

Static IP:

10.1.100.102

Static IP:

10.1.100.103

As shown above, servers dynamically assign the addresses to the devices in their subnet; the

Switchboards, which have an address statically assigned by the installer, can be identified because they

are in a different subnet.

Other solutions can be implemented, according to network devices configuration and system structure

constraints.

¥ Warning:

reboot, in order to make new values active.

IP devices connected to the server where IP or DHCP settings are changed must
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5 |PERVOICE SERVICES

IPervoice features are provided as services. Each service has its specific function, but at the same time it
also interacts, if necessary, with the other services active in the system; for example, the CCTV service
manages the cameras and interacts with the Video door phone service during user activity.

The platform of IPervoice services is modular and expandable: new functions can be added afterwards
to improve the system features; new versions of already existent functions can also be updated to make
the system more robust or efficient.

At present the following services are managed:

» Video door phone » VolP telephony

» Concierge switchboard » Lift control

» Panic » Video door phone answering service
» Room Monitor » Voice and Text messages

» Local activations > Alarms

» CCTV » Hold-up

>

Access control

5.1 THE VIDEO DOOR PHONE SERVICE

It is the main service of IPervoice system; other functions can be added thanks to the interaction with
the other services. However, using the typical characteristics of the service, the system can be
developed also with various installation models, that make it possible to satisfy different requirements.
For example, a typical model as shown in Figure 12 can be implemented, in which there are one or more
call modules (1039/13 or /18), an IP/CATS5 gateway (1039/50) for every riser column, the 4-user
decoders (1039/34) and finally the apartment stations, as 1707/1.
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Figure 12: Video door phone service — Basic diagram

Alternative options are possible: a configuration in which the system is fully implemented on the IP
network and the apartment stations are VolP telephones (4501/5) (Figure 13), or another configuration,
where there are no apartment stations, but only concierge switchboards 1039/41 and, if necessary,
door units based on the module 1039/72 (Figure 14). In practice, the basic configurations described
above can be combined to create mixed installations.

VolP Telephones
(4501/5)

IP Call Module
(1039/14)

IP System Server
(1039/1)

Figure 13: Video door phone service —VolP “Apartment stations”
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Figure 14: Video door phone service — “Configuration with concierge switchboards”
5.1.1 SERVICES FUNCTIONS
The main functions provided by the video door phone service are the following:
e Call code configuration (topologic or logic). e Ringer and call source management
e Call priority, off-hook waiting time and assured e Audio channel management on the riser column
communication time (choice methods)
e Call module lock management e Communications to the IP network
e Call forwarding
e Intercom function between the apartments e Intercom function inside the apartment

e Floor call management

CALL CODE CONFIGURATION

To “call” an apartment, a concierge switchboard, a VolP telephone or simply a system user, these
devices must be uniquely identified; this identifier is named “call code”. IPervoice provides the installer
with two modes for assigning the call codes. The first one is based on the system topologic diagram, and
it is also the system internal logic; the second one, used as an alternative method, makes it possible to
associate every topologic code to an arbitrary name which has a clear meaning for the user. Letters and
numbers can be used to create the code; both the codes can contain 8 digits max.
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In the model based on the topologic code, the eight digits are divided into 4 pairs; each pair is used to
identify a hierarchical portion of the system, as shown in Figure 15.

In the example, the first pair identifies the building or block (B1), the second the stair (S2), the third the
floor (F4) and the fourth and last the apartment (Al). If the system is properly structured and the
apartment position inside the system is known, the code for calling an apartment is easy to find.

N\

Figure 15: Call code — Topologic diagram

The “logic” model is totally independent from the system structure; in this case, the diagram is totally
free and can be adapted to any requirement.

¥  Warning: the system accepts the call codes only in the selected mode. Nevertheless, by changing
the mode, the codes defined in the mode not being used are not deleted from the
system and can be used again by restoring the previous mode.

RINGER MANAGEMENT AND CALL SOURCE

Every door phone or video door phone has a set of 5 different ring tones, which can be freely selected
by the user®. For example, the first ring tone can be associated to the incoming door phone call and one
of the other four ring tones to the floor call. In this case, the floor call will ring using the selected tone
for three consecutive seconds. For the door phone call, in order to identify its source, i.e. from the main
or secondary call module, from the switchboard or another apartment station, the selected ring tone is
emitted by inserting a series of pauses, according to the diagram shown in the next Table 1. This table
contains the tone and pause times and a graphic scheme, useful to identify the call ring tone according
to its source.

®The procedure used to select the tone is described in the user manual provided with each device.
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Source Audio/video call Audio call

Main Call Module _ Addition of a “beep-beep” at the end of
the ring tone sequence

Selected door phone ring tone for

3 consecutive seconds

Secondary Call ._“_“_ Addition of a “beep-beep” at the end of
Module the ring tone sequence

0,4 sec ON 0,2 sec OFF repeated
for 5 times

Addition of a “beep-beep” at the end of
the ring tone sequence

Switchboard

HFHHHHHH-

0,1 sec ON 0,5 sec OFF for 3 times,
pause 0,2 sec repeated for 5 times

Addition of a “beep-beep” at the end of
the ring tone sequence

Intercom apartment H -
station

0,5 sec ON 0,5 sec OFF for 3 times

Table 1: Door phone call source

RING DELAY

When more than one derived station is installed inside the apartment, after receiving a call, the system
does not make the derived stations ring at the same time, but in sequence, by inserting a 1 second
pause between a station and the next.

If there are one or more intercom interfaces 1039/36 (as shown in Figure 10 at page 35), another
variation is introduced: the derived stations ring in sequence according to the interface to which they
are connected, and in parallel on different interfaces. In a condition of maximum expansion, there are
16 derived stations connected to 4 interfaces 1039/36, according to the following diagram, that contains
the number of the station to be connected to the different ports of the interfaces.

Intercom Interface 1039/36 Der. 1 Der. 2 Der. 3 Der. 4
Port Port Port Port
First interface 1 2 3 4
Second interface 5 6 7 8
Third interface 9 10 11 12
Fourth interface 13 14 15 16

Table 2: Assignment of derived stations to the intercom interfaces

After a call, the derived stations 1, 5, 9, 13 will ring at the same time, then the stations 2, 6, 10, 14, then
the 3, 7, 11, 15 and finally the 4, 8, 12, 16.
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CALL PRIORITY, CALL PICKUP TIME AND GUARANTEED CONVERSATION TIME

IPervoice system manages 7 call priority levels, as shown in Table 3. A higher number means that the call
is more important and has higher priority.

Priority Type of communication with the apartment station
7 Switchboard during “Room monitor”
6 IP call module or IP video door unit
5 Switchboard during standard communication, VolP telephone
4 Apartment station (outside the apartment)
3 Apartment station (inside the apartment)
2 Auto-on, CCTV Cyclic
1 Video door phone answering machine

Table 3: Call priority

To define the logic implemented in the priority table, it is necessary to consider the different phases of a
call during its life cycle. These three phases are the following:

Call pickup time The call has been forwarded to the apartment station, which has emitted

(Time T1) the ringer tone selected by the user; the system is waiting for the user to
answer. This time can be configured by the installer via web frontend
resident on the IPervoice server. By default its value is 60 seconds. Starting
from this moment, the communication is “UNINTERRUPTIBLE”, i.e. it
cannot be interrupted by a communication with the same or lower
priority.

Guaranteed conversation If the user answers, the call enters in this state for a time that can be

time configured, By default 30 seconds. When this time is elapsed, the

(Time T2) communication is defined as “INTERRUPTIBLE”, i.e. it can be interrupted by
a communication with the same or higher priority.

Maximum When the user answers, a “timeout” timer starts, after which the
communication length communication is always closed by the system. This time is fixed and is
(Time T3) equal to 10 minutes.

Guaranteed conversation time (T2)
(default: 30 sec)

Call pickup time (T1) |
(default: 60 sec)

|
‘\ User Answer

“Busy” Time

¥ Note: the sum of time T1 (call pickup time) and time T2 (Guaranteed conversation time) is
the “Busy time”.
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The Table 4 shows the call management according to priority, call state and related timeout.

Priority Type of communication with the Call pickup time Guaranteed Maximum communication
apartment station (T1) conversation time (T2) length (T3)

7 Switchboard during “Room 0 10 min’ 10 min
monitor”

6 IP call module or IP video door Max: programmed T1 Max: programmed T2 10 min
unit

5 Switchboard during standard Max: programmed T1 Max: programmed T2 10 min
communication, VolP telephone

4 Apartment station (outside the Max: programmed T1 | Max: programmed T2 / 2 10 min
apartment)

3 Apartment station (inside the Max: programmed T1 0 10 min
apartment)

2 Auto-on, CCTV cyclic Not available Max: programmed T1 10 min

1 Video door phone answering 0 0 10 min

machine

Table 4: Priority and call state diagram

During Call pickup time (T1) and Guaranteed conversation time (T2):

e A priority 7 communication cannot be interrupted
e A priority 5 or 6 communication can only be interrupted by a priority 7 communication
e Apriority 1, 2, 3, 4 communication can only be interrupted by a priority 5 or higher communication

After the Guaranteed conversation Time (T2) is elapsed:

e apriority 7 communication cannot be interrupted
e a priority 6 communication can only be interrupted by a priority 5 communication or higher
e apriority 5 communication can only be interrupted by a priority 5 communication or higher
e a priority 4 communication can only be interrupted by a priority 4 communication or higher
e a priority 3 communication can only be interrupted by a priority 3 communication or higher
e apriority 2 communication can only be interrupted by a priority 3 communication or higher
e a priority 1 communication can always be interrupted

AUDIO CHANNEL MANAGEMENT ON THE RISER COLUMN (CHOICE METHODS)

IPervoice allows a second audio channel to be wired on each riser column. This optional function is

useful in order to increase the number of simultaneous communications in the same riser column

(Figure 6 at page 28), in particular when a video door phone call and an apartment station call for the

switchboard occur at the same time.

¥ Warning:

to make the second audio channel available, a telephone cable twisted pair or a pair of

a CATS5 cable must be installed in the riser column, starting from the IP/CAT5 riser

column gateway to the first 4-user decoder, from which the pair restarts to the next

decoder and so on.

T2 and T3 times are reduced to 45 seconds in case of room monitor on an apartment station of a CAT5 analogue riser.
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In any case, the use of the second audio channel, if present, or the closing of a communication on the
main channel in case of a new incoming call, is managed by the system using a series of choice methods.
There are two application diagrams: the first is used if the incoming call is a video door phone call (audio
and video), the second if the call is a door phone call (audio only).

The Table 5 e la Table 6, indicate the application of the choice methods for the two conditions described
above. Typically, the system tries to establish the new communication with the same required
characteristics, i.e. if the incoming call is a video door phone type, the system will try to establish an
audio/video communication, closing, if possible, another communication in progress on the channel 1. If
this is not possible, the system will degrade the incoming call to an audio only call and will use the
second audio channel, if present. Only if this method cannot be applied, the system will notify to the
user the busy state.

Diagram 1: Video door phone incoming call (audio/video)

Channel 2 ] Uninterruptible
Channel 1 TDBEeL IESUSPURIS Not available
In standby Channel 1 Channel 1 Channel 1
Interruptible Channel 1 Channel 1 Channel 1
Uninterruptible Channel 2 (audio) Channel 2 (audio) Busy

Diagram 2: Door phone incoming call (audio only)

Table 5: Choice method in case of video door phone call

Channel 2 In standb Interruptible Uninterruptible
Channel 1 y P Not available
In standby Channel 2 Channel 2 Channel 1
Interruptible Channel 2 Channel 2 Channel 1
Uninterruptible Channel 2 Channel 2 Busy

Table 6: Choice method in case of door phone call
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MANAGEMENT OF CALL MODULE LOCKS AND DOOR LOCK RELEASE CODES

The call modules 1039/13 and 1039/18 have two separate lock outputs. The first output can be used to
directly activate a fail locked type electric release. The second output is via a relay contact and can be
used to control for example an automatic gate or barrier.

On the call modules, two door lock release modes are available:

Free In this case, by pressing the “door lock release” button on the apartment
station, all the doors of the associated call modules are opened, even if
there are no calls in progress with that apartment station.

¥ Note: if the call module is a secondary one, the door is opened only
if the command comes from an apartment station of the
same riser, but the “main” call modules always open the
door.

Secret The door lock release function can only be activated by the apartment
station which has received a call; only the door managed by the call
module from which the call comes will be opened.

¥ Note: thisis the default and suggested system configuration

¥ Warning: in installations with main and secondary call modules, or if there is more than one
main call module, the main modules door lock release function must be configured in
“secret” mode.

The opening of the call module door can also be performed by a door lock release numeric code, or
“Door Code”. For each user enabled for this function, a unique code can be defined that must be
associated to the passages to be opened® on the relevant call modules.

®A code can be programmed to allow the opening of the pedestrian door only, of the driveway gate only or both.
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AUTOMATIC DOOR LOCK RELEASE

This function is managed by the user from his apartment station % and allows to automatically open the
door of the call module that issued the call; the communication is active for the call pickup time, after
which it is interrupted, if the user has not answered.

DOOR OPEN SIGNALLING

Some apartment stations, such as 1707/1 (IMAGO) or 1717/11 (MODOQ), are able to signal to the user
that the door is open. This information is sent from the door unit through a suitable input, that can be
connected to a magnetic micro-contact installed on the entrance door. When the visitor opens the door
and comes in, the micro-contact is opened, and the call module immediately sends the state
information to the apartment station in communication. On the apartment station, the led that signals
the open door is on until the door is closed.

COMMUNICATIONS TO THE IP NETWORK

The audio and video door phone calls are mainly originated by the call modules installed on the IP
network, such as the 1039/18, and reach the selected apartment station such as the 1740/40 on the
CATS riser. An inverse communication can also be performed, i.e. from a device installed on the CAT5
riser column to a device of the IP network. For example, the user can call a concierge switchboard or a
VolP telephone.

CALL FORWARDING

Video door phone calls from a call module to an apartment station, can be forwarded to a mobile
device, such as a smartphone or tablet. The IPerVoice system must be permanently connected to the
Internet via a broadband™ to use this function. Install the Urmet app available free of charge for iPhone,
iPad and Android devices on your smartphone to use the call forwarding function. See paragraphs
11.3.1, 11.7.1 and Errore. L'origine riferimento non é stata trovata. on pages 194, 221 and Errore. Il
segnalibro non é definito. for how to configure the system.

*The configuration modes can be different according to the model of the installed apartment station. Please refer to the
booklets provided with the device-
1% A broadband connection (ADSL or VDSL) is needed to ensure good audio-video transmission quality.
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INTERCOM FUNCTION BETWEEN THE APARTMENTS

Besides communications to the IP network, a communication between two apartments of the same riser
column can be established™. The call is managed according to the priority diagram of Table 4 on page
50; since it is a door phone call (audio only), the second audio channel will be used, if available.

INTERCOM FUNCTION INSIDE THE APARTMENT

In this case, the call is established inside the apartment, and so the intercom door phone
communication does not use the riser column, leaving it available for other communications. This
function is available using the intercom interface modules 1039/36. (See the diagram on Figure 10 on
page 35). Each interface can manage 4 derived stations and up to 4 interfaces for each apartment can be
installed, allowing 16 derived stations. The intercom function is available between derived stations
connected to the same interface 1039/36 or also between derived stations connected to different
interfaces.

FLOOR CALL

On the 4-user decoder 1039/34, 4 inputs are available, used for the floor call function for the four
apartments. When a visitor presses the doorbell button outside the apartment (connected to the
related floor call input), the apartment station emits the dedicated ring tone™?.

5.2 THE SWITCHBOARD SERVICE

In the IPervoice system, the service that makes it possible to manage the Concierge Switchboard is
performed by a software application called “Switchboard”, developed for Windows Vista and Windows
7" operating systems (Figure 16).

YAl the apartments connected to the decoders which are connected to the same IP/CATS5 gateway belong to the same
column.

“The floor call does not change the audio channel state, which remains in the same condition as before the call.

3 Windows Vista Home Premium version — Windows 7 Home Premium, Professional e Ultimate version
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Figure 16: "Switchboard" application

IPervoice is unlimited regarding the number of switchboards that can be present in the system, so, if
required by operative requirements, the concierge service can be distributed to more units, according
to competence areas.

The personal computer minimum requirements are described in the product list at page 20; for the
configuration of the optional devices, two solutions are available. The first one, described in Figure 17,
uses the provided USB door phone; the second one, described in Figure 18, uses a traditional “handset”,
composed by headset and embedded microphone. In both cases a common webcam is also used, that
must be compatible with Windows Vista, in order to send also the video signal during the conversation.
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USB Door phone

USB and Audio

Concierge Switchboard
1039/41

Second Configuration

Handset

Audio only

Concierge Switchboard
1039/41

Figure 18: Concierge switchboard — use of handset (headset + microphone)
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5.2.1 SERVICE FUNCTIONS

CALLS TO THE SWITCHBOARD

The concierge switchboard is identified by a “topologic code” or a “logic code”, so it can be reached by
the devices installed on the IP network, such as call modules, VolP telephones and other switchboards,
or by the stations installed inside the apartments. In case of IP devices, the call is directly performed by
entering the identifier code from the keypad, or searching in the address directory. If the call comes
from an apartment station, a call button must be configured to associate it to the selected
switchboard™.

“This operation is performed by the installer via the configuration web frontend, present on the IPervoice server
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CALLS FROM THE SWITCHBOARD

The switchboard can call any other system user, a resident, a VolP telephone or also another
switchboard. The call is performed by entering the code or using the address directory, that can be read
by the switchboard software. By using the “auto-on” function, the switchboard can at any time establish
an audio/video communication with a call module.

COMPETENCE AREAS

For each switchboard a competence area can be defined, in which can be added a group of call modules,
and/or VolP telephones logically combined with a group of apartment stations. In this way, the
switchboard will have “competence” over the calls coming from the call modules or VoIP telephones
addressed to an apartment station in the previously defined zone, or also over the call coming from an
apartment station included in the same zone. The switchboard attendant can activate the concierge
service and the management of the competence area, by enabling the switchboard “Day” mode, or can
deactivate it by enabling the switchboard “Night” mode.

If a switchboard in “Day” mode receives a call that meets the competence requirements, the call is not
sent to the user, but managed by the switchboard. The attendant can speak to the visitor and decide to
directly forward the call to the called user, or act as an “intermediary” and speak to both of them.

By enabling the switchboard “Night” mode, the attendant can also transfer its competence area to
another switchboard; the competence area will be returned to the first switchboard, when it goes back
in “Day” mode.

CONCIERGE SERVICE

The switchboard can perform the concierge service in the three different modes, as follows:
» DAY
» NIGHT
» STAND BY

The switchboard attendant can activate, as needed, the concierge service by selecting one of the above
mentioned modes; the switchboard competence area will be managed according to the area
configurations.

In DAY mode, all the calls addressed to apartment stations, coming from main and secondary call
stations, VolP telephones or other apartment stations, are routed to the switchboard which has
competence on that apartment station area. In this way, each call is not sent to the user, but it is
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intercepted by the switchboard. The attendant can speak with the visitor and transfer the
communication to the user or act as an intermediary, speaking with the user and the visitor.

In NIGHT mode, the switchboard does not perform the concierge service for main call stations, that will
directly send the call to the desired apartment station™. Calls coming from apartment stations are
normally forwarded. Alternatively the attendant, after selecting NIGHT mode, can transfer its
competence area to another switchboard present in the system. By selecting DAY mode, the transferred
competence area will be automatically restored on the first switchboard.

In STANDBY mode, the concierge service is disabled and calls directed to apartment stations are not
intercepted. Calls coming from apartment stations are not forwarded to the switchboard (an alert tone
on the apartment station notifies the user that the call has not been sent). Nevertheless it is possible to
directly call the switchboard using its logic or topological code. The switchboard can call apartment
stations, VolP phones or other switchboards. In this mode, the switchboard acts as an apartment
station.

CALLS LOG

Storage of calls performed by apartment stations, VolP telephones and other switchboards is another
available system function. All the switchboard unanswered calls are saved in a list, containing the call
date and time, the device identifier code (i.e. the topologic or logic code), and the name, if the call
comes from an apartment. The switchboard attendant can read this list and recall the users.

f “Concierge Call in Night Mode” has been selected in site configuration (for further details, see paragraph “Site
Configuration” on page 98), the Switchboard will receive anyway the competence call.
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9.3  PANIC SERVICE (PANIC ALARM)

The Panic Service present in IPervoice system allows to send a rescue request from apartment stations
to their competence area switchboards. This alarm has no effects on audio/video communications
active in the column from which it comes; the alarm sent to the switchboard is stored in the system log,
in order to allow the attendant to manage it according to the system configuration. The alarm log is
available for future browsing. The alarm activates the local alarm output on the 4-user decoder
(1039/34) associated to the apartment.

%4 | Switchboard

R
%ﬁ (@) oo IE

Ready CDSVSBC1 Ready

CodeType  Name
2410212010 15:49  B2S1F1A1  Apartment1

Figure 19: Panic Service — Alarm displaying on the Concierge Switchboard

The operations performed by the switchboard attendant to “reset” the panic alarm indication depend
on the mode selected during the system configuration (“Site Configuration” on page 100). These
operations can be:

> Unconditional reset
> Conditional reset
» Conditional reset with timeout

In the first case, to reset the indication, the attendant must only press the button “reset” in the alarm
window (as shown in Figure 19); in the second case he must first pressing “pre-reset” button and then
complete the procedure by pressing the reset button present on the decoder of the apartment from
which the alarm comes (keep the reset button pressed for at least 5 seconds). Therefore the attendant
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can perform the reset operation only after going to the alarmed apartment. In the last case, all the
procedure must be completed within the time specified in configuration. If this time is not respected,
the alarm will be activated again and the attendant must repeat all the reset procedure.

¥ Note: All URMET door phone or video door phone apartment stations are provided with an
input dedicated to panic alarm management. A simple button or a remote control
1033/212 can be connected to this input. The remote control is composed by a radio
transmitter with a button'® and a receiver with an output contact to be connected to
that input.

ROOM MONITOR ACTIVATED BY PANIC ALARM

After a panic alarm, the switchboard attendant can activate the “room monitor” function, that allows to
listen what it is happening inside the apartment from which the alarm has been sent. This service,
described below, can be activated if the corresponding option has been enabled on the apartment
station (“Apartment Stations Configuration” on page 216) and only after an alarm indication. The
attendant cannot deliberately activate the room monitor inside an apartment.

5.4 ROOM MONITOR SERVICE

The room monitor service allows the switchboard attendant to establish an audio communication with
an apartment, in order to listen what happens inside. The attendant can establish an audio
communication with an apartment station only if the following conditions are met:

A panic or intrusion alarm has been sent from the apartment.

Y

In the apartment there is at least one “hands-free” station, as for example the model 1707/1.

Y

The room monitor has been enabled on the apartment station by IPervoice FrontEnd.

A\

The hands-free apartment station, enabled for "room-monitor" feature, must be configured
as "Master" door phone

The audio communication can be mono-directional (from apartment station to switchboard), both in
case of panic alarm and intrusion alarm; in all cases the audio communication is activated with the
hands-free apartment station configured as “Master”.

'® 7o facilitate the use in case of need, the radio transmitter can be hung around the neck of the person that needs help.
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ACTIVATION, DEACTIVATION, PRIORITY, ENGAGE

As above described, room monitor activation'’ is performed by the switchboard attendant; after the
communication has been established, this can be interrupted only by the attendant that has activated it;
the “off-hook” button on the apartment station has not any effect.

Room monitor priority is the highest available in the system, because it must not be interrupted by any
other audio or video communications (for further information “Call priority, Call pickup time and
Guaranteed conversation time“ on page 49).

If more than one Switchboard is defined in the system, the alarm will be sent to all the switchboards
belonging to the same “competence” area. Only the switchboard who will activate room monitor will
take charge of managing the alarm, silencing the acoustic signal on the other switchboards; no one is
entitled to reset or re-activate room monitor for this alarm. Any other alarms received from other
apartments, may be handled by other switchboards.

9.5 LOCAL ACTIVATIONS SERVICE

This service allows to activate relay outputs according to events that can occur in IPervoice system. The
devices with usable relays are the “special decoder” modules 1039/80, that have two independent relay
outputs, also associated to two inputs which allow the local control of outputs. Modules 1039/80 are
directly connected to the IP network and so can be installed in any place of the residential building.

There are many sources that can generate an event to be associated to one or more outputs; the most
important are described in Table 7.

Source or Device Events (Special Functions)

All IP call stations (for example: 1039/13, | Call, Duress, Tampering, Special code, Door Opening

1039/18 or 1039/72) (main and secondary)

Concierge switchboard (1039/41) Call, Special Code

IP key reader (1039/88) Door Opening

Apartment (by apartment stations) Special Buttons, Passage opening (pedestrian and
driveway gate), Auto-on, Absence/Presence Status,
Alarm (Panic or Intrusion)

Table 7: Local Activations Service - Main command events

7 f the room monitor is activated on an indoor station belonging to a CAT5 analog riser, the duration will be limited to 45
seconds, whereafter the system will perform the deactivation in an automatic way. The switchboard operator can still
reactivate it, whenever it deems it necessary.
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5.6 THE CCTV SERVICE

Through the CCTV service, the users can display on their video door phones the images captured by the
system cameras. The cameras can be the call module cameras or those connected via the IP servers. The
displaying is performed in cyclic mode: by pressing the “auto-on” button on the apartment station, the
user can see the images coming from the first camera, then the second one and so on. If the camera is
also provided with a microphone, as in the call modules, the user, by picking the handset up or pressing
the listening button in case of hands-free apartment station, can perform an “environmental listening”
function or also open a bidirectional communication.

West Side |
s am I ;
| /am .
2 | |

I i : |
£ - l I .
| :‘ L I
| :: . East Block I " WestBlock 1
| :'- g User I | User |
| | | |
| | | ;
| East Block l | I
I - | |
| Primary Call Module l Garage Primary Call Module 1
| (East Side) . | . {ies't Sid_e] L I

————————— s |

IP Video Server

(1039/69) |

I N [ |

' Garage Garage entrance |

Camera Camera
L - - —_—— ]

Figure 20: CCTV service
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CAMERA SELECTION

The association among cameras and users or groups of users is configured by the installer with the
configuration web frontend present on the IPervoice server. By pressing the button on his apartment
station, the user will request the system to select the next camera present in the list associated to that
user. Groups of cameras specific for some users and other groups shared among different users can be
defined. The Figure 20 shows a typical example:

East Side The users living in this zone, i.e. in the East building, can see the images
coming from the camera of their main call module and the images coming
from the cameras installed inside the garage and on the garage entrance.

West Side The users living in the West building can see the images coming from the
camera of their main call module and the images coming from the cameras
installed inside the garage and on the garage entrance.

AUTO-0N, CYCLIC, MONO AND BIDIRECTIONAL AUDIO

The CCTV service is activated by pressing the auto-on button; by pressing again the button again, the
user performs the cyclic displaying of the next configured camera. To perform the “environmental
listening” function with a selected camera, the user can activate the mono-directional audio by picking
the handset up or pressing the specific button of a hands-free apartment station. By pressing the auto-
on button for at least 3 seconds (a beep will confirm this operation), the user can activate the
bidirectional audio, in order to speak with the person who is in front of the camera.

¥ Warning: once activated, the audio communication remains active with the selected call module,
even if the user presses the button to proceed with the cyclic display. To explain this
feature, two different examples can be used:
= Avisitor arrives at the main entrance and calls an apartment. The user answers and
speaks to the visitor before opening the door; by pressing repeatedly the auto-on
button on the apartment station, the user activates the cyclic mode to perform a
video control on the other cameras. The audio communication remains locked with
the call module to allow the conversation with the visitor. After the control, the
user can decide whether or not to press the door lock release button to let the
visitor in.
= The user activates the auto-on function to perform a check with the system
cameras. If the user sees somebody, he picks the handset up to activate the mono-
directional audio. Then he presses again the button and proceeds with the cyclic
function, the audio link does not move to the other cameras. By pressing for 3

seconds the auto-on button, he activates the bidirectional audio, the video link is
moved back to the visitor camera and he speaks with him.
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5.7 THE AcCESS CONTROL SERVICE

The IPervoice system is provided with an embedded access control service, used to control the opening
of different passages, such as doors, gates, barriers and so on, after identification of proximity keys
1125/50. To control the way opening, both the call modules 1039/13 and 1039/18 can be used, which
are provided with an embedded proximity reader or the IP key reader 1039/88 can be used.

In Figure 21 a typical example for the reader location is shown: on the left there is a main call module,
placed near the pedestrian gate on the building perimeter and a secondary call module, installed on the
building entrance door. The IP key reader, on the right, is used to open the parking barrier placed in
front of the garage entrance.

IP Call Module .
(1039/14)

IP Call Module
(1039/14)

IP Reading Head
(1039/88)

Figure 21: Control Access Service — Position of controlled passages
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The devices used and their functions are shown in the following Figure 22.
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I 1
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I 1
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| I
I 1
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I 1
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| 1
| 1
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i I
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Figure 22: Control Access Service — Used devices

5.7.1 PRoXIMITY KEY¥ MANAGEMENT

A passage is opened only if the proximity reader (embedded in the call module or stand-alone) identifies
a valid key. A key is valid and enabled to open a passage if its identification code is associated to a
resident or an external person authorized to come into the building (for example a maintenance man or
a supplier); the passages that can be opened must be specified for each key®. In this way, the accesses
can be individually managed, for example allowing the service staff to come in only using a reserved
entrance door.

5.7.2 TIME BANDS

IPervoice makes it possible to define one or more time bands to limit the access to the building. For
example, the maintenance men must not be enabled to enter during the night, weekends or holidays.
Three time profiles can be configured:

®The management operations of keys and associated passages are performed using the web application available through
the system server.
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Door Profile These profiles are used to define the time band in which a passage can be
opened. For every profile more time bands can be defined (for example,
morning, afternoon and evening). Each profile is week based, so different
operating modes can be defined for every day. These profiles can be
associated to one or more doors of the building.

Access Profile With the same methods used for passages, it is possible to define profiles
associated to door lock release codes, proximity keys or both of them.

Holiday Profile These profiles, which are used in the previous profiles, allow defining of
specific dates in which the standard time profile can be changed.

5.7.3 ANTI PASS-BACK

With this feature one or more zones in the system can be created, where “entry” and “exit” passages
will be defined; so, if a user comes into the building using a passage defined as “entry” in an anti pass-
back zone, he will not be able to get through that door again before he has left the zone through an
“exit” door. With this feature, it is not possible to come into a zone using a key, if the user has not left
that zone using the same key.

5.8 THE TELEPHONY SERVICE (VOIP)

In the IPervoice system one or more VolP telephones must be installed, as for example the model
4501/5". These telephones, installed on the IP network, can be called with their logic or topologic code
from the call modules, the apartment stations and the concierge switchboards present on the system,
by associating one of the auxiliary buttons present on the video door phone. The telephones can be
used as IP apartment stations, for example in a bar or swimming pool, or also as a switchboard with
reduced functions, installed in a porter’s lodge for night surveillance.

¥ Warning: The VolIP telephones cannot read the user directory as the call modules (1039/13 and
/18), but, as described later, a local directory can be configured, using the
configuration web application embedded in each telephone 4501/5.

 |pervoice system supports only VolP telephones certified by Urmet; other telephone types could not work or make the
whole system work incorrectly.
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6 TECHNICAL PRESCRIPTIONS

IPervoice system, as already described in the chapter “System Architecture” on page 14, is structured in
two different levels: the external level, where the IP network is implemented, and the internal level,
composed by risers. Even though the two networks are different for topology, max. allowed distance
and extension, in both cases it is suggested to follow the information below, in order to make the
system reliable and assure correct operation also in large buildings.

6.1 PRESCRIPTIONS FOR EXTERNAL LEVEL

IPervoice “Street Side” is composed by a 100 Mb/s Ethernet network, so the topology is star point-to-
point. In each centre there is a PoE switch (1039/44 or 1039/45). Each star centre is the PoE switch
(1039/44 or 1039/45), where all IP IPervoice devices are connected.

External wiring: topology & distances

Switch 4 + 4 PoE Ports Switch 4 + 4 PoE Ports
(1039/44) (1039/44)
switch-to-switch: =
max 100 m
Max: 100 m

Max: 100 m Max: 100 m Max: 100 m

= == ’
IP F;eaéi;g Head IP Call Module Gateway IP/CATS IP System Server Concierge Switchboard
(1039/88) (1039/14) (1039/50) (1039/1) (1039/41)
PoE Ethernet devices Standard Ethernet devices

Figure 23: External level, IP network — topology and distances

In the Figure 23 different kinds of branch are shown:

» PoE devices branch, as the Call module 1039/18 or the IP Gateway 1039/50.

» Standard Ethernet devices branch, as the Concierge switchboard 1039/41 or the IPervoice
Server 1039/1.
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> Switch-to-switch branch, used to connect PoE switches in order to extend the Ethernet
network.

In all cases, the max. allowed distance is that defined by IEEE 802.3 standards for Fast Ethernet networks
(100 Mb/s), connected with UTP CAT5 cable: according to these standards, the distance between two
Ethernet devices must not be longer than 100 m?°.

External wiring: topology & distances
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1 ] L
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1 ] ]
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1 ] 1
1 1 I
[} 1 1
1 L] ]
1 ] I
1 ] 1]
[} 1 '
1 ] L}
I

izt
(1039/50)

i

ﬁ - Switch IP - PoE Gateway
{1039/44) {1039/50)
Max: 100 m

to other IP devices

Switch IP - PoE
(1039/44) (1039/50)

Switch IP - PoE
(1039/44)

switch-to-switch distance: max 100 m

Switch IP - PoE
{1039/44)

Switch IP - PoE

Max: 100 m Switch IP - PoE
{1039/39) to other IP devices {1035/81)
.- -
IP System Server
[ — (1039/1)
IP Reading Head 1P Call Module Concierge Switchboard

(1039/88) (1039/14) (1039/41)

Figure 24: External level, IP network — topology and distances, extension

20 However, as shown in the Figure 24, more Ethernet switches can be daisy-chain connected, in order to connect, for
example, more buildings among them. In this way, long distances can be reached, because from each switch output another
100m segment can start to reach another switch, and so on. It is recommended not to exceed the maximum number of 10
Ethernet switches daisy-chain connected over the entire IP network. For larger network configurations, please contact the
URMET Technical Service.
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6.2 PRESCRIPTIONS FOR INTERNAL LEVEL

As regards the “Riser side”, devices are connected in series: in each device there is one “input” and one
“output” RJ45 socket; the last one is used to connect the next device. This is the mode generally used on
all the riser, except for intercom interfaces (1039/36) used inside the apartments, that use a star
topology for their connected apartment stations.

To correctly perform the riser dimensioning, verify that the constraints concerning the following values
are respected:

» Max Distance it defines the max “length” for a network branch.

» Extension the extension is the sum of all branches lengths that compose a specific
network section. Three extensions are important: the riser extension,
the extension after 4-user decoders (1309/34) and the extension after
intercom interfaces (1039/36).

> Devices number it is the max. allowed number of devices that can be connected to riser
and derived stations.

The Figure 25 shows a typical riser with the main constraints to be respected; the following two figures
highlight relevant details if a decoder 1039/54 is installed at a riser base (Figure 26), or when one or
more intercom interfaces are used (Figure 27).
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Internal wiring: topology & distances

=\

4-user decoder

|
|
|
| (1039/34)

270 4-users decoder)

Max: 4 Door Phones
per Apartment

Power supply unit A
~ & (1039/20)

4 v
¢

Max 9x100m trunks (Max 900m)

Max 9x30 4-users decoder 1039/34

4-user decoder
(1039/34) -

Max estension per 4-users decoder: 200 m

Max: 100m
Max 30 decoders per trunk

4-user decoder
(1039/34)

= . Power supply unit

&'{\‘_"‘ 5 [1039/20)

Figure 25: Internal level, riser — topology and distances

The main rules to be respected that are always valid are the following:

» The max. extension of a riser, except derived stations inside apartments, must not be greater
than 900 m.
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» On the riser, the max. distance between a power supply (1039/20) and the next one must be
shorter or equal to 100 m.

The max. number of power supply units that can be installed in a riser is 9.

The max. number of 4-user decoders (1039/34) that can be installed between a power supply
and the next one (i.e. for each segment) is 30, so the max. number of decoders allowed in
each riser is 270.

» Each power supply unit can power 30 decoders and 120 apartment stations, so this is the
max. number of apartment stations that can be installed in each segment.

Notes concerning segment dimensioning

— If only one apartment station can be connected to each derived branch, the max.
segment extension will be composed by 30 decoders and 120 Apartment Stations (AS).
(120 AS / 4) = 30.

— If 2 video door phone apartment stations are connected to each derived branch, i.e. for
each apartment, the max. number of decoders that can be installed will be:
(120/2)/4=15

— In brief, the main constraint depends on the apartment station number, that cannot be
higher than 120; if the number of AS needed for each apartment is known, it is possible to
define the number of decoders that can be installed on that segment and the number of
apartments.

» The max. number of video door phone apartment stations that can be installed on each 4-
user decoder derived branch is 4.

» The max. number of door phone apartment stations (1139/2) that can be installed on each 4-
user decoder derived branch or intercom interface is 1%

» The max. distance between a column power supply and the last apartment station installed
on the same segment is 100 m. (in case of several video door phone apartment stations
installed in series on the same derived branch, the calculation for distance must be done
starting from the last apartment station of the series).

» The max. distance between a 4-user decoder output and the last of its apartment stations
must be shorter or equal to 50 m.

» The max. extension between all the devices connected to a 4-user decoder derived branch
must not exceed 200 m.

*! Contrary to video door phones 1707/1, 1717/11, 1740/1 and 1740/40, the door phone 1139/2 is not equipped with an
RJ45 output connector, so it is not possible to connect in series another apartment station.
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Internal wiring: topology & distances
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Power supply unit |
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4-user decoder
(1039/34)

Max: 100 m

Riser distributor
(1039/54)

% Power supply unit

q’ (1039/20)

Figure 26: Internal level, riser — topology and distances with riser distributor

If more than one riser is needed, a riser distributor (1039/54) can be installed on the output of the first
power supply. Even though the available risers are four, remember that the distributor, that is a passive

component, does not change riser dimensioning parameters, that remain the same.

For example, the total extension must be calculated by adding all the four risers distances and is always
900 m.; the same for the max. number of 4-user decoders, that is always 270.

Note: The riser distributor 1039/54 distributes a staircase on four columns (it does not create four stairs).
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Internal wiring: topology & distances

Max: 50 m

Power supply unit Intercom Interface
£ (1039/20) o (1039/36)

'

'

4-user decoder :
(1039/34) :
'

'

Max 4 Interfaces

Max 4 Door Phones
Max estension per Intercom interface: 200 m

Max: UL

= . Power supply unit
¥ (1039/20)

Figure 27: Livello interno, colonna montante — topologia e distanze con interfacce intercomunicanti

If in apartments one or more intercom interface 1039/36 is needed, install a power supply 1039/20 on
the derived branch of the 4-user decoder. This in order to power apartment stations and intercom
interfaces. Besides the constraints above described, consider the following specific rules:

» The max. number of apartment stations that can be installed on each intercom interface
derived branch is 4, so the number of apartment stations is extended to 16 max.

The max. distance between an intercom interface output and an apartment station is 50 m.

» The max. extension among all the devices connected on each intercom interface derived
branch must be shorter or equal to 200 m.
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The Table 8 summarizes all the above mentioned constraints.
Riser distances and extensions
Max. distance between two column power supply units (1039/20) 100 m
Max. distance between IP Gateway (1039/50) and the last 4-user decoder (1039/34) 900 m
Max. distance between IP Gateway and the last apartment station 900 m
Riser max. extension, also if a riser distributor 1039/54 is present 900 m
Max. distance between the riser power supply and the last apartment station 100 m
connected without intercom interface (1039/36)
Apartment derived branch distances and extensions
Max. distance between 4-user decoder and apartment station or intercom interface 50 m
Max. distance between intercom interface and apartment station 50m
Max. extension among devices connected on derived branches of a 4-user decoder 200 m
Max. extension among devices connected on derived branches of an intercom 200 m
interface
Max. number of devices on the riser and on the apartment derived branch
Max. number of 4-user decoders 270
Max. number of 4-user decoders installed between two riser power supply units 30
Max. number of apartment stations that can be installed on 30 decoders max. 120
Max. number of video door phone apartment stations for each derived branch 4
without intercom interface
Max. number of door phones (e. g. 1139/2) that can be installed on each derived 1
branch?
Max. number of alarm interfaces 1039/61 for each apartment derived branch, 1
associated to alarm control panel 1061/004 or 1061/006

Table 8: Technical prescriptions — distances, extensions and max. number of devices in a riser
Max. distances of main auxiliary connections®
Description er.e s ection Max Distance
(minimum)

4-user decoder: floor call buttons 0.5 mm? 50 m
4-user decoder: floor alarm signaling device 0.5 mm? 50 m
Call module: pedestrian door electric lock (main passage)®* 1.5 mm? 100 m
Call module: entrance hall button 0.5 mm?’ 100 m
Call module: open door sensor 0.5 mm? 100 m
IP key reader: entrance hall button 0.5 mm? 100 m
IP key reader: open door sensor 0.5 mm? 100 m

Table 9: Technical prescriptions — max. distances of main auxiliary connections

?> This because the door phone is not provided with an RJ45 port used to connect another device in series.
2 For further information, refer to user manuals of each device.
> Referred to capacitive discharge output, with 12Vac electric lock.
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7 INSTALLATION PRESCRIPTIONS

In order to ensure correct operation of IPervoice system, the following installation prescriptions must be
respected; they will be described in this chapter. However, besides this specific information, standard
rules for a “good” installation must be followed, for ensuring a sufficient protection against noise and a
good system reliability. All devices must be correctly installed and wired, according to national
installation standards. Pay special attention to wiring operations and particularly to crimp operations of

RJ45 connectors on CATS5 cable, in order to ensure a correct and reliable electric connection, that is

fundamental for correct operation of the system.

7.1  EXTERNAL LEVEL (STREET SIDE)

IPervoice “External level”, composed by IP network, typically concerns the street side, that is the part of
the system placed outside the building or referred to the external perimeter of the building (chapter
“The External Level: the IP network” on page 15). The cable used for the data is usually laid in conduits
buried under the road surface, so more exposed to humidity and seepage.

It is suggested to use a black Urmet cable 1039/90 protected by a humidity-proof polyurethane sheath,
that provides the strength needed to install it in road pipes. Other cables can be used only if they are
CAT5® certified. Please remember that the standard CAT5 cable normally used (contrary to Urmet cable
1039/90), can NOT be placed inside conduits where other 230V cables are laid. The use of a cable with
characteristics different from those described below is not allowed.

¥ Warning: The cable 1039/90 must always be laid in suitable pipes, it must never be directly

buried.

In the following Table 10 are summarized all the main characteristics of 1039/90 cable:

*®Ora higher category, as for example CAT5e.
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. Cable type

Double sheathed cable with 4 unshielded twisted pairs UTP CAT 5E
External polyurethane sheath
Use allowed also in pipes containing 230 V conductors

Electric and physical characteristics

External sheath diameter and colour: 5,7 + 0,25mm / BLACK
Solid copper wires

Red copper wire diameter: 0,51mm - 24AWG

Min. radius of curvature: 80 mm

Table 10: Technical prescriptions — Cable 1039/90 technical characteristics

Even though the double sheath allows the coexistence with 230V cables, ensuring the correct electric
insulation, it is suggested not to lay the CAT5 cable near 230V and 400V power supply cables, that
generate strong electromagnetic fields. If the above mentioned rules are not respected, the following
problems may occur, typical of all video door phone systems, that cannot be foreseen:

e Errors during data transmission among devices, resulting in impossibility to perform calls

e Poor image quality with loss of details, double image, etc.

e Noisy video image
o Noisy audio signal

7.1.1 WIRING INSTRUCTIONS

To crimp RJ45 connectors on IP 1039/90 black cable, it is necessary to follow some advices, in order to

ensure a correct electric connection for all conductors. Follow the procedure below:

» Crimp the black cable 1039/90 only on RJ45 connectors with “URMET” logo (1039/100).

» Remove the black insulating sheath by pulling the two rip cords in order to crimp the RJ45
connector and easily insert the cable into the flush mounting box.

» Insert the conductor into the wire guide, respecting indicated colours (EIA/TIA-568B

Standard).
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AR hibe Cable | - ble colour | “®'® | cable colour
s No. No.
1 White - Orange 5 White - Blue
2 Orange 6 Green
3 White - Green 7 White - Brown
4 Blue 8 Brown

» Cut the cables, in order they stick out about 5mm. from the wire guide, insert the guide into
the plug and crimp the plug using the suitable tool.

» Verify that the grey sheath is inside the plug.

7.2 INTERNAL LEVEL (RISER SIDE)

The “Internal level” is the IPervoice network referred to building risers or apartments. In this case,
cables are laid in ducts inside the structure, in shaft for the riser and in pipes inside apartments or for
floor distribution. URMET 1069/91 blue cable also allows cables to be laid in ducts with 230V cables
inside. However, it is suggested not to lay data wire with other 230V cables together for long distance, in
order to keep a high level of immunity to electromagnetic noise.

Other cables can be used, only if they are CAT5?® certified. Warning: standard CATS cable in the market
can NOT be laid in ducts with other 230V cables inside. The use of cables with characteristics different

from the following is not allowed.

Main characteristics are described in Table 11:

*Orofa higher category, as for example CAT5e.
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. Cable type
Double sheathed cable with 4 unshielded twisted pairs UTP CAT 5E

L=

R e |,

External PVC sheath

Use allowed also in pipes containing 230 V conductors

Electric and physical characteristics

External sheath diameter and colour: 5,7 £ 0,25mm / RAL 5017

Solid copper wires

Red copper wire diameter: 0,51mm - 24AWG
Min. radius of curvature: 45 mm

Table 11 Technical prescriptions — Cable 1039/91 technical characteristics

7.2.1 WIRING INSTRUCTIONS

The instructions to correctly use the blue CAT5 1069/91 cable are similar to those already described for

IP black cable: also in this case it is suggested to follow them carefully in order to ensure the correct

operation of column devices.

» Crimp the black cable 1039/91 only on RJ45 connectors with “NOLAN” logo (1039/101).

» Insert the conductor into the wire guide, respecting indicated colours (EIA/TIA-568B

Standard).

Cable Cable Colour Cable Cable Colour
No. No.
1 White - Orange 5 White - Blue
2 Orange 6 Green
3 White - Green 7 White - Brown
4 Blue 8 Brown

» Cut the cables, in order they stick out about 5mm. from the wire guide, insert the guide into

the plug and crimp the plug using the suitable tool.

» Verify that the blue sheath is inside the plug.
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7.3  WARNING ABOUT RJ45 CONNECTORS USE

CATS Ethernet cables have 8 conductors inside that can be:

» stranded wire (also named flexible conductors)
» solid plain copper wire

Cables with stranded conductors (flexible) are those normally used for mobile cables that allow a
personal computer to be connected to a wall socket. These cables are flexible, but not suitable for fixed
installations. Cables with solid copper conductors are normally used for installations in raceways or
inside corrugated tubings.

¥ WARNING: 1039/90 and 1069/91 cables, as the other commercial cables, are cables with solid
copper wires

Modular connectors (RJ45 Plug) that are commonly on the market, are suitable only for cable with
stranded wire (flexible) and must not be used for cable with solid plain copper wire because they not
ensure electric contact. The use of male connectors (RJ45 Plug) for cable with stranded wire (flexible) on
cables 1039/90 and 1069/91 or on other cables CATS5 with solid plain copper wire IS NOT ALLOWED and
automatically voids system guarantee.

Urmet provides male connectors (RJ45 Plug) specially designed to be crimped on cable with solid plain
copper wire. These RJ45 Plugs have been tested and certified by Urmet; they are suitable (if properly
used) to ensure the correct operation of electric connection.

This plugs can be easily identified by the customer and Urmet technical service because they are silk-
printed with a non-erasable mark “URMET” — 1039/100 connectors — and “NOLAN” — 1039/101
connectors.
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7.4  ADVICES FOR DEVICES INSTALLATION

As already mentioned, all devices must be correctly wired, according to national standards in force. Also
the position of “command modules”, as for example call modules and apartment stations, is important
for the correct operation, especially for an easy use of IPervoice system.

7.4.1 CALL MODULES AND AcCESS CONTROL INSTALLATION

The Figure 28 shows the correct installation from the ground level of call modules and IP key reader.

1039/14 1039/72 1039/88
i3 1039/13
SIS
3
EDQQ
2
N
SEN
| 1,55-1,60 m 1,55 -1,60 m , 1,55-1,60m
|(1!40 m]see note i “‘40 m)ue note |(1’35 m}s“ note
|

| I
I I I
| I I
1 I I
| | [
1 I I
| I I

Figure 28: Devices Installation — Call modules and access control installation

1039/18 and 1039/13 devices are provided with special functions for helping disabled people (wide-
angle lens, specific audio repeater device for the hard of hearing, simplified call). If these features are
required, for correct installation refer to standards in force in the country where the system?’ will be
installed. When these features are not required, it is suggested to install the modules 1039/18 and /13
at a height of about 1,55 — 1,60 m, as for the other devices shown in the figure.

71,40 m (1039/13 and 1039/18) and 1,35 m (1039/88) from the floor is the measure to be respected according to Directive
for disabled people (for example, in France these norms are included in Law 2005-102 of 11/02/2005, in Decree 2006-555 of
17/05/2006 and following amendments of 1/08/2006, 26/02/2007 and 21/03 2007).
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7.4.2 APARTMENT STATIONS INSTALLATION

As regards installation of wall mounting door phones and video door phones inside apartments, it is
suggested to follow the instructions shown in the Figure 29.

174011 17171 1139/2

1740/40

17011

T Nn 9P

1,55 m 1,55m ; 1,55m 1,55 m

/
/

Figure 29: Devices installation — Apartment stations installation
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7.5 VIDEO SIGNAL ADJUSTMENT

Before riser startup, the video signal must be adjusted. This procedure is used to ensure the correct
signal level of all system devices. To adjust the video signal, the installer must do all necessary electrical
connections; once this operation is completed, he must follow the procedure below:
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3) Put the riser to be adjusted in “Video adjustment” mode: to do this, on the IP Gateway
1039/50 press the button placed on the gateway top, to activate the test signal. The red led
on the button starts blinking to indicate that test mode is active

0Ol ol .

urmg,[‘.h

ooMm

Sch.1039/50

O

e

POWER ON 0
‘VIDEO TEST °

Test
LED

Test
Switch

4) Perform the following adjustment operations, starting from the 1039/20 power supply
nearest to the gateway, up to the most distant

5) Press the bistable button used for adjustment operations on the power supply top to switch
on the bicolour led (red-green) (the button will stay pressed)

~

Button

6) Rotate the adjustment trimmer “Video-Ad;j”, as shown in the following figure, until the
bicolour led becomes green: in this way the output video signal amplified by the power

supply will be correctly adjusted
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Test LED:
Green = OK

‘ \ Trimmer

7) Once the adjustment procedure is completed, release the bistable button on the power
supply to switch the led off

8) Repeat steps 3, 4, 5 for each riser power supply

9) Once the adjustment procedure is completed, press the switch placed on the IP gateway to
exit from “Video adjustment” mode.

¥ Warning: if the system is not in “Video adjustment” mode, after releasing the button on power
supply units, the test led will always turn on red, even if the video signal has been
correctly adjusted. For this reason, during the normal operation, keep the button on
the power supply units pressed, in order to disable the led.

7.6  APARTMENT STATIONS CONFIGURATION

As described in the next chapters, IPervoice system configuration is almost totally performed with a
laptop and a PDA?® Phone or a Netbook, except for apartment stations, that are provided with micro
switches (dip-switches on the video door phone bracket) that must be locally programmed on the
device. Apartment stations are also provided with buttons that can be associated to specific functions;
in some models additional button modules can also be installed to perform other functions.

7.6.1 Dip SWITCH CONFIGURATION

All door phones and video door phones available at the moment for IPervoice® are provided, in their
wall mounting bracket, with two dip-switch groups, that the installer must correctly set, in order to
allow the system to correctly “address” video/door phones.

The first group is composed by two dip-switches, used to set the number of 4-user decoder port to
which the apartment station is connected; the second group, composed by four dip-switches, allows to
assign to the apartment station the identification number inside the apartment (from 0 to 15).

28 .. .
PDA: acronym of Personal Digital Assistant.
*® These models are the following: MODO 1717/11, IMAGO 1701/1, SIGNO 1740/1 and 1740/40 and door phone 1139/2
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In both cases, the numbering follows the binary system: the Figure 30 and the Figure 31 show the
possible configurations concerning decoder and apartment.

ON ON ON ON

di dl] i il
i2 i2 i2 i2
Port 0 (DER1) Port 1 (DER2) Port 2 (DER3) Port 3 (DER4)

Figure 30: Apartment stations configuration — Dip-switch for programming 4-user decoder port number

¥ Warning: if in the apartment there is only one apartment station, its identification number must
always be 0 (zero), because it is the Master station. If there are no intercom interfaces
1039/36, 3 apartment stations max. can be added; their identification number must be
between 1 and 3

Without intercom interfaces 1039/36

e O O
O 0 0 O 1 B
e W E
£t (O R 5

Figure 31: Apartment stations configuration — Dip-switch for programming apartment station number
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7.6.2 BUTTON FUNCTION ASSIGNMENT

In IPervoice system, apartment stations are provided with some buttons, used to perform special
functions. For some buttons, these functions are configured by default and cannot be changed; other
buttons, as described in the chapter “Apartments Configuration”, paragraphs “Call Buttons” on page 198
and “Special Functions” on page 199, can be programmed according to user requirements. If more
buttons are needed, an additional button module (1083/96) can be added to video door phones SIGNO
1740/1 and 1740/40. The Figure 32 shows the position of each function button for the three apartment
stations models in use®°.

s . .
_ O s o) \E p
v ®... [
°
2 -
. -
. -
= . = .
. » A = H A .
2 ht e o -1
2L @r: ; O || - ~
i e B s @-{=
ﬁ irmil

Figure 32: Apartment stations configuration — Main buttons position

Each button can be associated to two different functions, that are activated according to current
operating status. In idle state, when the apartment station is not in communication with other devices,
two different conditions are possible:

» Handset on-hook

> Handset off-hook™!

In this way, the number of possible functions is almost twice as the number of available buttons. The
Table 12 shows the associations available for each apartment station. The highlighted functions can be
changed during system configuration phase, as previously described.

* The video door phone MODO 1717/11 is not included, because all functions can be accessed by touch-screen graphic
interface.
! For hands-free devices, this condition is activated with the dedicated button: “Conversation”.
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Voice
o
<
S~
2 Idle state Audio/Video
5 Idle state e .
- Handset on-hook communication with
od o< o« Handset off-hook
O R > o > o Handset off-hook
SR 88 | &9
-_— (Vo0 | (7o |

Ao

Door lock release 1

Door lock release 1

Door lock release 1

° ° ° Door lock release 2 Call button 7 Door lock release 2
oo o0 (1) Special button 6 Call button 6 Special button 6
Auto-on, next Video answering Bidirectional audio
000 000 .
camera cycle machine on Auto-on
YY) Special button 5 Call button 5 Special button 5
P Ab P A
cone ND ND resence/Absence call button 5 resence/Absence
button button
Floor call ring tone
[O+ee | Diee | [Oiee change™ NA NA
Video door phone call
[O+eee | Oieee | Dieee ring tone change® NA NA

Table 12: Apartment stations configuration — Functions assigned to main buttons

The Table 13 shows the functions available in presence of additional button module 1083/96; as in the previous
case, the highlighted functions are those that can be programmed by the installer.

o
S~
e g
S
B Idle state Audio/Video
2SS Idle state . . .
=S Handset on-hook communication with
T ~ Handset off-hook
S = Handset off-hook
£2
6
< »n
= Automatic door lock | Automatic door lock Automatic door lock
release release release
1 Special button 1 Call button 1 Special button 1
2 Special button 2 Call button 2 Special button 2
3 Special button 3 Call button 3 Special button 3
4 Special button 4 Call button 4 Special button 4
5 Special button 5 Call button 5 Special button 5
6 Presence/Absence Presence/Absence Presence/Absence
button button button

Table 13: Apartment stations configuration — Functions assigned to additional buttons

32 . . . .
For call ring tones programming (floor and video door phone calls), refer to user manuals of each device.
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8 IPERVOICE CONFIGURATION

After describing the IPervoice system installation, it is possible to deal with the system functions
configuration, according to specific customer requirements.

8.1 GENERAL INFORMATION

For IPervoice system set-up, the installer must perform some configurations, to make the system work
as required. In particular, two main steps are needed:

1. Configuration of the devices on the IP network.
2. Configuration of the column devices.

The first phase is performed using a personal computer, which allows all the devices connected to the IP
network to be installed and configured by the same unit; at the same time the configuration data for the
column devices is defined. This data is then downloaded to a PDA or to a SmartPhone provided with a
Bluetooth interface, used to perform the second phase of configuration. This is performed on each
column device that needs configuration parameters for its operation, for example the 4-user decoder
1039/34 or the intercom interface module 1039/36.

¥ Multi-Server:  IPervoice Multi-Server configuration will follow the same diagram used for Mono-
Server standard systems; setup of IP network and column devices will be
performed in a similar way.

IP System Server
(1039/1)

Gateway IP/CATS Intercom Interface
(1039/50) (1039/36)
IP Call Module Four-user ; h =z ‘
(1039/14) IP Network
kY
= ...\\_

nEN

Installer Configuration :
Notebook data eIl See

Smart Phone Smart Phone

1

1

1

1]

]

1]

1]

]

1)

1]

1]

1]

(]

1

1]

1

)

]

1]

1

]

)

1]

]

decoder ; Lift Interface !
(1039/34) (1039/37) ;
/ 1
1)

- L)
1]

o :
1]

1]

1]

]

1)

1]

1]

1]

L)

1

1]

1]

1

1

1]

1]

1]

L]

First config Step == === == w— — — Second config Step

Figure 33: IPervoice configuration steps
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8.2 THE FRONTEND

The fundamental tool used to configure the IPervoice system is a Web based application resident on the
server 1039/1, called “FrontEnd”. To use this application, connect a laptop (Notebook or Netbook)*? to
the IPervoice IP network, and access to the FrontEnd with a browser** commonly used for Internet. The
installation is easy, no additional specific programs are needed on the installer’s computer, and, in case
of server software update, the last system version is always available. If the system includes at least one
concierge switchboard 1039/41, it can also be used for configuring operations.

To access to the IPervoice FrontEnd, enter in the browser address bar the following address:
http://192.168.1.1; as shown in Figure 34, , the login page of the configuration software will be
displayed: by entering username and password >> the user is authorized to access to the main page.

| @ tpeRVOICE 3.0

& @ 101101 e || 29 Goog Pl B =- @

ormel

| pomus

i —————— — 3 ! I;!'!gﬂ

Enter your login by 53 dmn)

Enfter your password LLTTTYTTY
@ | o

| Connect

Immagin 6/ Datc1BkB  Velociti: 2293 kB/s  Tempo: 0,786 LS

Figure 34: Login page of IPervoice Frontend

** The PC used to connect to the FrontEnd must have the network interface configured for IP address automatic assignment,
otherwise the IPervoice server cannot be reached.

*tis suggested to use Microsoft Internet Explorer 7 or greater or Mozilla Firefox 3 or greater.

* Default username and password for a user with installer rights are: installer and dacirrye. Enter them in login and
password fields and press the button “Connect”. To access with different user name and password, see paragraph “Software
Users Configuration” on page 243.
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for the FrontEnd correct operation, the browser must support “javascript” features,

The Frontend web page structure is split into three main areas (see Figure 35). The first area, indicated

by number 1, is dedicated to the application menu, where all the Frontend functions can be called; the

second area, indicated in the figure by number 2, is on the left side of the page. In this zone there is the

functions tree related to the selected menu item or the list of system devices, hierarchically organized;

finally in the centre of the page, indicated by number 3, the contents of the selected function or the

device under configuration are displayed. In login page, shown in the figure, the root element of zone 2

contains the site name; the central area (zone 3) shows the system basic information.
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& -c <o

£ Puivisitati | Come intriare

B & access profiies

B 23 primary cai modute
| =

8

== Primary entry panel
nP Blocks

B e
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o = -
B 2 eyl
pon

Special decoders
B N sumenvoaras
B 5P yoip prones
B @ vigeo servers

n

B R external person groups

= MNew device

B # 2000

Eile Modifica Misuskuza Cronclogia Sggnalibn Strumenti Aiuto

..i,w:- & Cockie 1 CS5

% @ nhitp/19216611/PHPM

set.php PHPSESSID= d065ac0TA225

Site name Technical Guide Syste:

Street Via Bologna
Bum [188c

Postal code 10154

City [ Tunn
Province TO

Company name
Agent name

Company name

Installer name

= ] Moduli= @ Immagini- ) Informazioni* ' Varie . Contorna~ _ | Ridimensiona~ "

-
4 =
---
REFRESH VAZARDS DIAGHOSTIC * MNSTRMAUCE SRV LOG  SEARCH SOFTWARE USER FWWUPGRADE SWITCHTO  UPDATE REBOOT  LOGOUT I
= @ onricuna MOBILE MODE  SYSTEM
i
T Technical Guide System
@
L) vime profites

Fiddler: OFF (autc) & » 1]

Figure 35: Frontend — user interface
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8.2.1 FRONTEND IN MULTI-SERVER MODE

The page shown after login has the above described structure, with different contents when in Multi-
Server mode. As shown in Figure 36, the functions tree indicated by number 2 has a different structure:
the single system is not the first element of the list, but a part of the Multi-Server system. The root is
one of the features extended to all the system and is managed in a centralized mode, regardless of the
server. The central area of the page, indicated by number 3, shows the related detailed content.

."._ 1 _,"""- 'z__\__ @ 10111/PHP/ MainFramieset php PHPSESSID= 2047 d0eB104b1 3bcel S6318b5H4IT3 - || M- Googie 2l O = -
4 — =2 - 2 S e
e o e —~ -’-cug-;‘_tzmu-ﬁ T ) i N e S et e e —
-
REFRESH

¥ - ! SRV LOG SEARCH SOFTWARE PV UPGRADE UPDATE LOGOUT

= G') Time Profile Access
. G’) Time Profie Door
' & G’) Time Profie Access
! - 6 Hokdays
% Gy Access Proties
2 .“"J Door Frofies
)y Smcr;cwf

’ -
A ) Biternai person groaps
~ -

+ B

Figure 36: Multi-Server mode - Frontend — User interface
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8.2.2 THE MAIN MENU
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From the main menu the following functions can be accessed:

REFRESH
WIZARD

DIAGNOSTIC
MAINTENANCE

SRV CONFIGURATION

LOG
SEARCH

SOFTWARE USER

Voice
It forces the update of contents displayed in the page.
It shows the submenu of the following configuration functions:
e Startup wizard: starts the guided configuration of

IPervoice system
o Automatic Key Code wizard: starts the guided configuration of
proximity keys.

¥ Warning: in Multi-Server mode, Startup Wizard is not available
It recalls the system Automatic and Manual diagnostic functions.

It shows the submenu of the functions dedicated to the system
maintenance, i.e.:

e Device change: access to replacement functions for
damaged devices
e Backup and restore: backup and restore of system

configuration data (also available in
FW UPGRADE menu)

e Write to Mobile: download of column devices
configuration data to Netbook or
PDA Phone

e Import Data: activation of data import function
(resident and external)

e Export template: export of data template for resident

and external

Change of IPervoice server date and time and configuration of system
remote management.

It displays the system log.

It activates the search functions available in the IPervoice system, for
example: search of a resident, of a device by topological or logic code, by
key code and so on.

Access to user management functions.
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FW UPGRADE It shows the submenu of the functions dedicated to the update of the
system application software (firmware):

o Check System consistency: checking of firmware versions on the
configured devices

o Upgrade system firmware: update of the IPervoice server
firmware

e Backup and Restore: backup and restore of the system
configuration data (also available in
MAINTENANCE menu).

UPDATE SYSTEM System data update

SWITCH TO MOBILE MODE Switch of FrontEnd operating mode (Mobile and Server)
REBUILD ADDRESS BOOKS  Rebuild of residents address books.

REBOOT IPervoice server reboot.

LOGOUT Exit from Frontend.

In Multi-Server systems, some main menu FrontEnd items will not be enabled if operating outside a
specific system, for instance when the function “Time Profile Access”, “Door Profiles” or “External
person groups” is selected. Disabled items will be the following:

WIZARD
DIAGNOSTIC
MAINTENANCE

YV V VYV V

REBOOT
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8.2.3 DEVICES TREE

On the left side of Frontend user interface, the system hierarchical structure is shown, associated to a
list of system configuration functions. Beside each item there is an icon, to make the identification
easier.

At the top of the list there is the name assigned to the system, in this specific example “Technical Guide
System”, that is the starting root; then the items allowing the access to the respective functions are
displayed. Because the structure is a “tree”, each menu item can contain other items, as in “Blocks”,
shown in the figure on the left. This condition is represented by the icon & beside the item: by clicking
on this icon, the tree will be expanded, showing its contents; to close it, click the icon .

4 : :
-8+ Technical Guide System F vy

H L I - L/I Time Profile Access

5 G/) Time Profie Access

£ C’ Access Profies

+ .’fﬂ Door Profies

% Sa Primary call module
=a

¥ == Primary entry panel

- ]Fv]rlaloc'as
ni=]
3 E}r_lfas! Bilock
+ mfl Main Block

= {= VWest Block
n

3_{'\ iest Star

no Secondary cal module
+ ms Secondary entry panel I
+ @> Gateway West Tower I
% £33 Floors
+ m.—_!’:ormmn Devices I
+ PLift l
% 3] Key readers I
¥ oo Special decoders
1 £}y Swichboards I
# |IP Vol phones
+ &_}5 Video servers I
+ ﬁ:’] External person groups I

= Hew device

+ Ig?_‘ Zones

Figure 37: Devices tree in Mono- and Multi-Server mode

As shown in Figure 37, the contents of the devices tree in Multi-Server mode are the same, but the
hierarchical structure is different: in the upper side of the page there are all the features extended to
system internal level (i.e. they operate across each server limit and are hierarchically higher); on the
bottom there is the list of the single system.
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The first level items, present on the tree structure, are the following:

<
-8
T

© rime pro
Time Profiles

‘47 Access Profiles
Al Door Profiles

=0
=

o .
=o Primary call module

e

=2 Primary entry panel

‘r‘i“- Blocks

IP Lift interface
@' Key readers

“% 1P Modules

o Special decoders
) Switchboards

C® VoIP phones

& Video servers
# External person group

_4 User custom fields

= New device

# Zones

@ time brof
Time Profile Trade

Return to Frontend main page containing identification data.
Functions concerning the time profiles management (Passages and Users).
Functions for access profiles management (doors and users)
Functions concerning door management (Call modules and IP key readers)

Management of Primary Call Modules (1039/13 and 1039/18), present in
the system.

Management of Primary IP video entry panels (1039/72).

Management of the system topologic structure (Buildings, Stairs, Floors),
of associated devices (including the secondary call modules 1039/13 and
1039/18 and the residents).

Configuration of IP lift interface modules.

Management of IP key readers (1039/88).

Module configuration for advanced access control on IP network.
Configuration of Special Decoder Modules (1039/80).
Configuration of concierge switchboards (1039/41).
Management of VolIP telephones (4501/5).

Management of video server devices (1039/69).
Configuration of groups and external people (maintenance men and
suppliers) authorized to access to the residential building.

Configuration of additional fields used in management of users belonging
to the External person group

Access to the search functions for new IP devices to be configured.

Definition of access zones with specific functions (Anti pass back, user
count and so on).

Call module automatic door opener profile configuration.

8.2.4 SYSTEM STRUCTURE

The IPervoice Frontend allows the system information to be entered, according to the system topologic
structure. The result is a hierarchical structure that contains the buildings (Blocks), the stairs inside each
block (Stairs), and the respective Floors (Figure 38). This figure shows the different devices that are
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associated to their position. Knowing the system topological location of a device, it is easy to identify a
gateway, a 4-user decoder or also the single apartments and the devices present inside them.

8 m‘?-lmocks :"- Blocks :"- Blocks
IELTIEastEllock E!‘?-lEasl Block EL—'IEast Block
S| EITAlMam Block S| E!“_-I!.lam Block S| Eh!.lam Block
' Lenstaic B ¥ Lenstair B ¥ Lenstair
i Right Stair 2 Socondan call modiiie % econdsy call modkile
m‘?lwastalock i Secondary entry panel s Secondary entry panel
8 G:: G_|atewa:-f Main Tower &2 Gateway Main Tower
..Oa Decoder interface S| é-!} Floors
Lnnmlerface @Skeel level
& Fioors & Floor 1
?nghi Stair é?Flwr?
E};-IWestBIock égFIwr’.’.
& Fioor 4
QI‘}Flaors

0
&2 Roof Level
N
J"JInghl Stair
ni=1West Block

Figure 38: System structure - Blocks, Stairs, Floors

Other devices, such as main call modules, video servers or IP key readers, are not associated to a specific
building. They are placed on the building perimeter or in areas external to the buildings and they can be
seen on the root, i.e. on the structure first level.

The hierarchical structure defined above is also used to fill in the residents data (i.e. people living in the
apartments), for populating the user directory. In the IPervoice system, the residents are “included” in
the apartments, so the data entry is performed apartment by apartment and is more user-friendly. The
link between the residents and the hierarchical and topologic system structure (block, stair, floor,
apartment) can be used, as shown later, to make visible on the main and secondary call modules, only
the related residents. In this way, when the visitor uses the functions available on the call module to
scroll the residents address book, he will see only the residents associated to that module, so the search
will become easier.

8.2.5 PRELIMINARY CHECKING

Before starting IPervoice system configuration and start-up, make sure that all the system checking
described in chapters “Installation Prescriptions” on page 76 and “Advices for devices installation” on
page 81 have been performed.

The following points must also be checked:
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e To have the MAC address list of IP devices to be configured, specifying their location in the
system (the MAC Address is printed on the device identification label).

e The procedure, described in the paragraph “VolP Telephone Configuration - Preliminary
Operations for VolP 4501/5 telephone registration ” on page 118, has been performed on the
VolP telephones 4501/5 or VOIP-ATA interfaces 4501/30 to be configured. This procedure gets
the telephones IP address, in order to associate it to the telephone location.

e [fin the system there are concierge switchboards, make sure that the “Switchboard” application
that performs the switchboard functions is running on all the PCs dedicated to that service.

8.3 THE “STARTUP WIZARD”

To make the system configuring operations easier, especially for the first system start-up, the IPervoice
system provides a guided procedure that, once activated from the Frontend, helps the user, “step by
step”, to set up the data necessary for the correct operation of the system. This procedure is called
StartUp Wizard and is launched by clicking with the mouse on the respective menu item (Paragraph
“The main menu” on page 92).

¥ Warning: the StartUp Wizard makes it possible to perform the basic configuring operations
of the IPervoice system IP devices, following the best pre-ordered sequence and
leading the user through a series of steps to be performed. To make the system
functions active, it will be necessary, at the end of “Wizard”, to configure the
single devices with additional settings.

¥ Multi-Server:  When the system is in Multi-Server mode, the StartUp Wizard is not available. So
it is suggested, when possible, to use the StartUp Wizard during system
configuration preliminary phase, before activating the Multi-Server support or
before adding the new system into the Multi-Server installation.
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Introduction
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Gateway
Call module

Entry panel

m
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This Wizard aims to create the first configuration tree (only TCP/IP devices).

IP Alarm IF The server at startup automatically detects any TCP/IP devices installed, all
the devices are at root level.
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Video server

IP Lift interface

Key reader

Special decoder

Voip phone

End of wizard
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Figure 39: Startup Wizard — Procedure splash screen

Once launched, the StartUp Wizard will present its main page, where the installer is reminded that the
guided procedure will create the system basic structure only for the system IP devices. As shown in
Figure 39, the user interface displays the list of steps on the left side, following a specific order (the
current step is highlighted); in the centre the detailed information concerning the step in progress is
displayed. By pressing the button “Start Wizard”, the procedure starts.

¥  Warning: If there are VolP telephones 4501/5 in the system, they need some preliminary
settings, in order to be detected by the IPervoice server and be available in the list of
the new devices to be configured. These operations are described in the chapter “VolP
Telephone Configuration - Preliminary Operations for VolP 4501/5 telephone
registration ” on page 118.
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Although the StartUp Wizard is a guided procedure, the user can “move” inside it with a certain
flexibility. At the bottom of each page there are three buttons, that allow you to return to the previous
step (Previous Page), stop the wizard and return to the main page (Back to main page) and finally go to
the next step (Next page) (Figure 40).

F‘;ew;uspage ] [ Backto maﬁipage "' ( _ﬁéﬁpage

Figure 40: Startup Wizard — Command buttons

CONFIGURATION CONSTRAINTS

As described later, the Startup Wizard defines a fixed order for installation and configuration of the
system devices. It is suggested to follow this order, even if the installation is performed without the
Wizard. In particular, there are some devices that cannot be installed if they depend on other ones; this
is the case of devices present in the building riser column and inside the apartments. The following table
can be useful to check the dependencies between the different devices and the system structure.

Device Depends on
IP/CAT5 Gateway (1039/50) Associated Block and Stair
Secondary IP Call Module (1039/13 or 1039/18) IP/CAT5 Gateway
IP secondary video door unit (1039/72) IP/CATS Gateway
4-user decoder (1039/34) IP/CAT5 Gateway and associated
Floor

Apartment devices (door phones, video door phones, alarm | Associated 4-user decoder
interfaces, intercom interfaces)

Concierge switchboard (1039/41) Associated Block, Stair and Floor
Lift interface (1039/37) IP/CAT5 Gateway

Main IP Call Module (1039/13 or 1039/18) None

Main IP video door unit (1039/72) None

VolP Telephone (4501/5) Associated Block, Stair and Floor
Video Server (1039/69) None

IP key reader (1039/88) None

IP Special Decoder (1039/80) None

Table 14: Dependency constraints for IPervoice devices configuration
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8.3.2 SITE CONFIGURATION

Once the wizard has started, the first step to be performed concerns the input of system configuration

parameters.

¥ Note:

be changed later in the Frontend main page.
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the information required by the Startup Wizard during this configuration step can also
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Detected site information
Site name : Technical Guide System
Basic data ;
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Street: .V:a_BoEogna
Hum : 188C
Postal code : 10154
City : | Turin
Province : TO0
Agent Data

Company name :
Agent name :
Phone :

Email :

Installer data
Company name :
Installer name :
Phone :

Email :

Previous page

Completato

Back to main page

Figure 41: Startup Wizard — Configuration of system identification data
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Language : Enqliéh. E
] Adressing Method : [ Topologic mdeé E
Power cycle 50 Hz @
. Call Pick-up Time (T1): (60 | (seconas) =
Guaranteed Conversation Time (T2): :30 (seconds)
' Circular Log Buffer Size 999
ditional Alarm Reset: ® True © False
" Reset time (2500 |(seconds)
. Total Bandwidth for audio and video : 100 Mb/s E
- Max number of concurrent audiolvideo
calls : |
Max number of concurrent audio only | 5
calls : 15
Next page
Fiddler: OFF (auto) #* »

Besides the site name, which is compulsory to go on with the procedure, the required data is split into

two sections: Basic and Advanced Information. The first are optional, but it is suggested to enter them

for maintenance purposes; this data concerns the system location and the business and technical

reference. The second makes it possible to set the function behaviours and some data that affects the

system performance. The Table 15 includes all the data and their default values.
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Parameter

Meaning

Default value

Language

Language used by the system. It can be selected from the
pull-down menu. Refer to Frontend to get the updated list of
supported languages.

English

Addressing method

Method used to determine the devices addressing in the call
codes. It can be selected from the pull-down menu.
Allowed values: Topological codes, Logic codes

Topologic codes

Use a prefix This option is only available when “Numeric Codes” No
addressing is enabled. If set to “Yes”, it allows to assign a
numeric prefix to each system “Block” to speed up the
selection from call module
Allowed values: No, Yes
Concierge Call Call to switchboard is enabled also in night mode *°. Disable
in night mode Allowed values: Enabled, Disabled
Power cycle Frequency (in Hertz) of power supply mains. It can be 50 Hz
selected from the pull-down menu.
Allowed values: 50 Hz, 60 Hz
Call Pickup time (T1) Call Pickup time. 60 seconds
min: 30, max: 540 seconds
Guaranteed Guaranteed conversation time. 30 seconds
conversation time (T2) min: 1, max: 540 seconds
Circular log buffer size Size of circular log buffer. 999 events
min:1, max: 100.000 events
Unconditional Alarm Alarm reset without local actions. True
Reset Allowed values: True, False
Reset time Time available for the switchboard attendant to reset the 2550 seconds
alarm where it is generated. The value is used only if the
previous condition is set to False
Total Bandwidth for IP network bandwidth used for audio and video 100 Mb/s
audio and video communications. It can be selected from the pull-down
menu.
Allowed values: 10 Mb/s, 100 Mb/s, unlimited
Max number of Maximum number of concurrent audio/video 5
concurrent audio/video communications.
calls Allowed values: from 1 to maxV: where “maxV” is calculated by
the system according to the assigned bandwidth on the IP
network
Max number of Maximum number of concurrent audio communications. 15

concurrent audio only
calls

Allowed values: from 1 to maxA: where “maxA” is calculated by
the system according to the assigned bandwidth on the IP
network

Once all the required data has been entered, by clicking the button “Next page” the wizard goes to the

Table 15: “Advanced” parameters for system configuration

IP/CATS Gateways configuration step.

*To change this feature, the user must access the FrontEnd with System Administrator rights. For further details, see
paragraph “Software Users Configuration” on page 246.
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8.3.3 IP/CAT5 GATEWAY CONFIGURATION

With the IP/CATS5 gateways configuration, the Startup Wizard starts the real devices installation. The list
displayed to the installer is shown in Figure 42. Only devices not yet configured are in the list: to
configure them, select the desired device and click the button “Next page”. The system will display in
sequence, for each selected gateway, the detail page where all the required data can be entered.

— I -9 Name Gateway East Tower

|
f . et
(1 )'- r IP address 192.168.2.4 |
N I I
l MAC address 00:1E:E0:00:0C:1C
I FW version 04.2.5 :

| Device status UNKNOWN

Figure 43: Startup Wizard - Configuration of a new Gateway

In the configuration page there are three sections, highlighted in Figure 43 with the areas indicated by
numbers 1, 2 and 3. In the first one there are status and identification data, in the second one the
gateway data related to the system physical structure and in the third one there are the riser column
devices connected to this gateway.
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Block code Stair code Floor code Apt code

¥ & L

N7/

Bl (S2 F4 A1

Figure 44: “Topological code” structure

The “Block code” and the “Stair code” assigned to the gateway specify its block and stair. These codes
are the first part of the system “Topological code”, as shown in Figure 44.

IDENTIFICATION DATA

In this section, the only data required to be entered by the installer is the “name” assigned to the
gateway; this name must be unique in the system. The other information, shown in Table 16, is some
technical data.

Name Gateway identifier, required field.
Max. length: 32 characters

IP address IP address automatically assigned by the system server to the gateway.
MAC address Device unigue physical address. Used to identify each device during the
configuration phase.
FW version Version of gateway application Firmware.
Device status Device status detected by the system. The status can be:
o UNKNOWN: The device is not configured or not yet polled

by the system.
e POLL IN PROGRESS: The server is polling the device to obtain the
status information.

e ALIVE: The device has been configured and operates
correctly.
e DEAD: The device has been configured, but it does

not communicate with the server.

Table 16: IP/CAT5 Gateway — identification data
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GATEWAY - BLOCK AND STAIR ASSIGNMENT

Each gateway is always associated to a building (Block) and to a Stair, so it is necessary to select from
the two pull-down lists the “Block Code” and the “Stair Code”, that identify the block and the stair. If the
block code, the stair code or both of them are not included in the lists, they need to be added and then
selected. If the system is completely new, the first time both lists will be empty, so the block must be
added first and then the stair. By clicking the button “Add a block”, the area “New block” (Figure 45) will
be displayed, where the block name and code can be entered.

Gateway Code Block code : | Add a block
Newblock: Name: 'East Tower | Code: 'B1

Figure 45: Startup Wizard — Block adding

Name Block identifier, required field.
Maximum length: 32 alphanumeric characters

Code Block code, required field. It must be unique in the system. It is the first
two characters for the topological call code. Fixed length: 2 alphanumeric
characters (e.g. B1, 01, 1B, etc.)

Table 17: Identification data of a new building (Block)

By clicking the button “Confirm”, the block is saved and a new stair can be added. The procedure is the
same; by clicking the button “Add a stair”, in the area “New stair” the required information can be
entered. The following Figure 46 and Table 18 show in detail the necessary data.

Gateway Code Block code : B1 ' Add a block
Stair code : Add a stair | (Stair will be added on current block)
New stair: Name : ' Left Stair Code : ' S1

Cancel

Figure 46: Startup Wizard - Aggiunta di una Scala (Stair)
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Name Stair identifier, required field.
Maximum length: 32 alphanumeric characters
Code Stair code, required field. It must be unique for each block. It is the second

pair of characters for the topological call code. Fixed length: 2
alphanumeric characters (for ex. S1, 01, 1S, etc.)

Table 18: Identification data of a new Stair

¥ Warning: To add a new stair, a block, identified by the item “Block code”, must be selected from
the pull-down list.

COLUMN DEVICES DEFINITION

The third last phase needed to completely configure the gateway concerns the column devices that it
manages. The data to be entered concerns many aspects of the column structure.

¥ Warning:  Once saved, all the data concerning the devices installed on the riser columns is not
directly sent to the column devices. The data will be transmitted later with a
SmartPhone, as described in the paragraph “Column ” on page 165.

In this section the riser column structure is defined, composed by:

» Number of 4-user decoders (1039/34), present on the column (for example one decoder for
each floor).

Number of apartments managed by each 4-user decoder (from 1 to 4).
Presence of alarm interface (1039/61) in the apartment.
Number of door phones and/or video door phones in each apartment.

Number of intercom interfaces (1039/36) in the apartment.

vV V V V VY

If in the system there are one or more intercom interfaces, number of door phones and/or
video door phones associated to each interface.

The Figure 47 shows the section 3, concerning the column devices, that is split into three areas identified

as follows:
e A Area dedicated to the definition of 4-user decoders connected to the gateway.
B Area for adding new floors.
e C Area dedicated to the definition of apartments and respective internal devices.
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~ Number of connected Decoders: Apply | |
Decoders List
Number of outputs connected to an
Dec Name Dec Number apartment
| e rEEEEEEE vm 0 ™m0 0 T T i
Decoderl 4 v
R ecocer BN I =
A nt Li 'u‘
Topological code Number of 5
Alarm Number of *,
Apt Name Dec Output _Floor code Aptcode @ oces lntercom oo o s
| Add a Floor interfaces .
________ ‘_-_-__'_____________.I N
B e 'F. New Floor : Name Floor2 Code F2 | “‘
L]
| Confirm Cancel I %
— — — —h—_—_—_—_—_—_—_—_—_—_—_—_—_—_—_—_—_—_—_—_—_—_—_—_—_—J— —— — >
| Apartment1 O(DERY) v F1 » 01 none v 0~ 1)) A
r
|Apartment2 1(DER2) ~ F1 » 02 none - 0~ 1 - : 4
1]
(__', | Apartment3 2(DER3) + F1 ~ 03 none ~JRO ~ 4+ 3
| ._u._ . I 'l'
— S 18 2 ~
i@ 2: 4 : '
: - ’
| Apartmentd 3(DER4) ~ F1 ~ 04 Present v 4 ~ . N
: a3 -/
_________________________________ ral "
___________________________________ i
r Decoder2 2 none - "|
| ol
| B  Decoder3 3 none w ® |
|

Figure 47: Startup Wizard — Configuration of column devices associated to the gateway
In order to configure the column devices, enter the number of 4-user decoders. This operation is
performed by entering the decoder number in the respective text field named “Number of connected

Decoders” and clicking the button “Apply”.

¥  Note: The maximum number of decoders for each gateway is 270.

Once this operation has been performed, the system updates the page and displays the list of the
requested decoders (A). For each element there are the following fields:

Dec Name Decoder name. Required field. The system assigns a default name like
Decoder n, where n is a progressive number .

Code Decoder code, mandatory, unique in its gateway domain. It is a numeric
identifier; also in this case the system assigns a progressive default value.

Values between 1 and 270.

Number of outputs It defines the decoder output (ports) number to which the apartments are
connected to an physically connected. The value can be selected by a pull-down menu; the

apartment available values are: none, 1, 2, 3, 4

Table 19: 4-user decoder identification data
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To expand the detail section of each 4-user decoder, click on the image ™ near “Dec Name”. The list of
the outputs (ports) connected to the apartments will be displayed for the user.

To configure each apartment, select the Floor to which it must be associated. If the desired floor has not
been added yet, it is possible to add it during the apartment definition, by pressing the button “Add a
floor”. As before, the system will display the area where it can be added.

New Floor: Name : Floor1 Code : F1

Confirm \ Cancel

Figure 48: Startup Wizard — Floor adding

Name Floor identifier, required field.
Maximum length: 32 alphanumeric characters.

Code Floor code, required field. It must be unique in the respective Block-Stair
codes. It is the third pair of characters for the topological call code. Fixed
length: 2 alphanumeric characters (e.g. F1, 01, 1F, etc.).

Table 20: Identification data of a new floor

¥ Note: the new floor will be added in the Block-Stair assigned to the gateway during the
configuration phase.

After adding the requested floors, it is possible to enter information concerning the structure of each
apartment (C). For each of them there are the following fields:

Port The decoder port to which the apartment is connected. It is an RJ45
socket called DER1, DER2, DER3, DER4. The value can be selected from a
pull-down menu, the available values are: O(DER1), 1(DER2), 2(DER3),

3(DER4).
¥ Warning: The selected value must be different for each decoder
apartment .
Floor Code Code of the apartment floor. Required field, that can be selected from the

pull-down menu .
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Name of the apartment. Required field. The system assigns a default name
like Apartmentn, where n is a progressive number .

Code of the apartment. Required, numeric and unique field in the assigned
floor. Fixed length: 2 alphanumeric characters (e.g.. 01, A1, 1A, AB).

Alarm interface 1039/61 installed in the apartment. The value can be
selected from a pull-down menu; the available values are: none, present .

Number of intercom interfaces 1039/36 installed in the apartment. The
value can be selected from a pull-down menu;
the available values are: 0, 1, 2, 3, 4.

¥ Warning: If in the apartment there are more than one intercom
interface, a column power supply 1039/20 must be
installed inside the apartment .

Number of door phones/video door phones installed in the apartment.
The value can be selected from a pull-down menu; the available values
are: 0,1, 2,3, 4.

¥ Warning: If there are two or more intercom interfaces, for each
of them the number of connected door phones/video
door phones must be defined .

Table 21: Apartment configuration data

Once all required information has been entered, by clicking the button “Next page”, the Startup Wizard

saves the data and goes to the next step.

¥ Warning: The Startup Wizard does not require the type of each configured apartment

station (door phone, video door phone, hands-free). This information must be

entered by changing the settings of each device, as described in the chapter

“Apartment Stations Configuration” on page. 215.
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8.3.4 IP CALL MoDULE CONFIGURATION

After configuring the IP/CAT5 gateways, the next Wizard step displays the list of detected Call Modules
(Figure 49). They are configured using the previously described procedures.

Figure 49: Startup Wizard — List of new IP Call Modules

Name Main Entrance Call Module
IP address 192.168.2.2
MAC address 00:1E:E0:00:0B:A9
FW version 04.2-6
Device status ALIVE
CallModuletype | Primary [+
Previous page | | Back to main page ] | Next page

Figure 50: Startup Wizard — Configuration of a new IP Call Module

To configure Call Modules with the StartUp Wizard, enter only the main data concerning identification
and type. This is the minimum required data for the configuration; to obtain the correct operation, the
installer must complete the configuration by entering the other data, as described in the chapter
“IPervoice Devices advanced Configuration - IP Call Module ” on page 128.

Name Call Module identifier, required field.
Max. length: 32 characters

IP address IP address automatically assigned by the system server to the call module.
MAC address Device unique physical address. Used to identify each device in the

configuration phase.

FW version Version of application Firmware on the call module.
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Call Module type

¥ Warning:

Voice
Device status detected by the system. The status can be:

o UNKNOWN: The device is not configured or not yet polled
by the system.

e POLL IN PROGRESS: The server is polling the device to obtain status
information.

e ALIVE: The device has been configured and operates
correctly.

e DEAD: The device has been configured, but it does

not communicate with the server.
Call module use mode, that can be selected from a pull-down menu; the

available values are: Primary, Secondary

¥ Warning: if the option “Secondary” is selected, the respective
block and stair must be added, as shown in the
following figure:

Caloduie type [ Secondary]<]

Call Module Code : Block code: | Bl v] (Adda block.]
Staircode: | S1[v| | Addastair |

Table 22: IP Call Module — identification data

in order to activate the electrical lock of the passage to be controlled, the “Door” must
be added to the IP Call Module. Perform this operation following the procedure
described in the chapter “IPervoice Devices advanced Configuration - IP Call Module,
Doors” on page 133.
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8.3.5 |IP VIiDEO DooR UNIT CONFIGURATION (ENTRY PANEL)

After the call module configuration has been completed, Wizard shows the list of IP Video door units
1039/72, also called Entry Panel (Figure 51). As in the previous case, select the devices from the list
shown by the system, click on “Next page” button to start configuration.

Figure 51: Startup Wizard — List of new IP Video door units

Last Name Secondary Entrance
1P address 192.168.2.14

MAC address 00:1E:EQ:FF:FF:31

FW version 2.0.0-21

Device status ALIVE

Entry panel type 'Primary =]

Figure 52: Startup Wizard - Configuration of a new IP Video door unit

For the first “Entry Panel” configuration made with StartUp Wizard, only the data used to identify the
device and its type are needed. In order to use this device in the system, the installer must complete the
configuration by entering other data, as described in the chapter “IPervoice Devices advanced
Configuration - IP Video Door Unit (Entry Panel)” on page 128.

Name Entry panel identifier, required field. Max. length: 32 characters
IP address IP address automatically assigned by the system server to the call module
MAC address Device unigue physical address. Used to identify the devices during

configuration

FW version Application software version of the call module
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Device status Device status detected by the system; the status can be:
o UNKNOWN: The device is not configured or not yet polled
by the system.
e POLL IN PROGRESS: The server is polling the device to obtain status

information.

e ALIVE: The device has been configured and operates
correctly.

e DEAD: The device has been configured, but it does

not communicate with the server.

Entry panel type Kind of call module use; it can be selected from a pull-down menu;
available values are: Primary, Secondary

¥ Warning: if the option “Secondary” is selected, enter the
belonging block and the stair as shown in the figure
below.
Entry panel type Secondary ||
Entry panel Code : Block code: B2 L ( Add a block ]
staircode: | S1[v] | Adda stair

Table 23: IP Video door unit — Identification data

¥ Warning: in order to activate the electric lock of doors or gates to be controlled, it is necessary
to add the “Door” to the IP Video door unit. This operation must be performed as
described in the chapter “IPervoice Devices advanced Configuration - IP Video Door
Unit (Entry Panel) - Doors” on page 141.
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8.3.6 CONCIERGE SWITCHBOARD CONFIGURATION

L] 00:21:6B:4FDA'EO 1921681132  1.095  UNKNOWN.

Figure 53: Startup Wizard — List of new Concierge Switchboards

The Wizard next step is the concierge switchboards configuration (Figure 53). If in the system there is
more than one installed switchboard, their locations must be identified with the “MAC address”, as for
the other devices. This address is displayed in the Switchboard application main page in the area
dedicated to calls, as shown in Figure 54%”. If the switchboard has already been configured, that field will
contain the Identification code (Topological code or Logic code).

i) Switchboard

View Tools Settings Help

%_\ (@) Qo

00_21_6B_4F_DA_EO 00_21_6B_4F_DA_EO

Figure 54: Startup Wizard — Switchboard, MAC address highlighting

To configure the concierge switchboards, the StartUp Wizard requires the associated name and the
identifier used in the topological code to be entered. The data entry form also displays some
information shown for the other IPervoice devices described above.

%7 After configuration, it is always possible to know the switchboard MAC Address, by selecting from the menu the item
“Help” and then “About”.
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Startup Wizard : Configure a Switchboard

Name

Firstname

IP address
MAC address

FW version

Device status

Switchboard code

Previo us page

Name Concierge
Firstname

IP address 192.168.1.132
MAC address 00:21:6B:4F:DACED
FW version 1.0.95

Device status ~ UNKNOWN

Switchboard code Block code: | B0|« Add a block |

Staircode: | S|+ Add a stair | (Stair will be added on current block)
Floor code : FO|= Add afloor | (Floor will be added on current block)

Switchboard code : [

Back to main page ! Next page

Figure 55: Wizard — Configuration of a new switchboard

Name assigned to the switchboard, required field.
Maximum length: 32 characters

First name of the concierge, if both first name and surname must be
entered. This is an optional field. Maximum length: 32 characters

IP address automatically assigned by the system server to the switchboard.

Device unique physical address. Obtained as shown in the previous Figure
54,

Application software version of the concierge switchboard.

Device status detected by the system; the status can be:
UNKNOWN, POLL IN PROGRESS, ALIVE, DEAD.

Even though a switchboard usually does not belong to a Block, a Stair and
a Floor, it must be provided with a topological code, in order to be called
by the other system devices. The switchboard code is composed by all the
four parts of the “Topological code”: Block, Stair and Floor can be selected
from the pull-down menus displayed near the single item (to add an
element, click the respective button, for ex “Add Floor”), the last part must
be entered by the installer and is composed by a unique alphanumeric
code associated to the respective floor. Fixed length: 2 alphanumeric
characters (e.g. 01, C1, 1C, CS).

¥ Note: itissuggested to create a virtual Block, Stair and Floor, where
all the system switchboards will be included. For example:

Block: Common Devices CcD
Stair: Switchboards SB
Floor: Switchboard Floor SF

Table 24: Concierge Switchboard — identification data
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As for the Call Modules, the entry of configuration data with the StartUp Wizard may not be enough for
the required operation; the installer must complete the configuration by entering the other data, as
described in the chapter “IPervoice Devices advanced Configuration - Concierge Switchboard” on page
142.

8.3.7 VIDEO SERVER CONFIGURATION

As for the other devices, to start the configuration select the desired video server from the list of new
detected devices and press the button “Next” to access the details page where to enter the requested
configuration data. Table 25 describes data to be entered and their meaning.

Figure 56: Startup Wizard: List of new Video Servers

ﬁ .Starluﬁ #lzard '..COWUIO a Video server

Last Name Garage Video Server
IP address 192.168.2.12

MAC address 00:1E:E0:00:14:51

FW version 2.0.0-1

Device status ALIVE

Figure 57: Startup Wizard — Configuration of a new Video Server

Name Device identifier, required field. Max. length: 32 characters.

IP address IP address automatically assigned by the system server to the reader

MAC address Device unigue physical address. Used to identify the devices during
configuration.

FW version Application software version of the Video Server.

Device status Device status detected by the system; the status can be:

UNKNOWN, POLL IN PROGRESS, ALIVE, DEAD

Table 25: Video Server - Identification data
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8.3.8 IP KEY READER CONFIGURATION

Also in this case, the procedure is the same: select from the list the devices to be configured and press
the button “Next” to go to the detail page, where the required configuration data must be entered. The
Table 26 describes the required data and its meaning.

Figure 58: Startup Wizard — List of new IP key readers

Startup rd: C urea reader
Name Garage Access Reader
IP address 192.168.2.7

MAC address 00:1E:E0:00:10:CO
FW version 0.0.0-1

Device status ~ ALIVE

Previous Backto main page

Figure 59: Startup Wizard — Configuration of a new IP key reader

¥ Warning: in order to activate the electrical lock of the passage to be controlled, the “Door”
must be added to the IP Key reader. This operation must be manually performed, as
shown in the chapter “IPervoice Devices advanced Configuration - IP Key Reader ”

on page 148.
Name Device identifier, required field. Maximum length: 32 characters.
IP address IP address automatically assigned by the system server to the key reader.
MAC address Device unique physical address. Obtained to identify the devices in the
configuration phase.
FW version Application software version of the IP key reader.
Device status Device status detected by the system; the status can be:

UNKNOWN, POLL IN PROGRESS, ALIVE, DEAD

Table 26: IP Key reader — identification data
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8.3.9 SPECIAL DECODER CONFIGURATION

After configuring the IP key readers, press the button “Next” to access the list of the new special

decoders detected in the system. Select from the list the devices to be configured and press the button

“Next” to access the detail page to enter the required configuration data. Required data and their

meaning are summarized in Table 27 on page 117.

Name
IP address

MAC address

FW version
Device status

Last Name
IP address
MAC address
FW version

Device status

Previous l

West Block. Main comidor

192.168.2.5
00:1E:E0:00:10:98
2.64.1-0

ALIVE

Figure 61: Startup Wizard — Configuration of a new Special Decoder

Device identifier, required field. Maximum length: 32 characters.

IP address automatically assigned by the system server to the special
decoder.

Device unique physical address. Used to distinguish devices during
configuration procedure.

Application firmware version of the special decoder.

Device status detected by the system; the status can be: UNKNOWN, POLL
IN PROGRESS, ALIVE, DEAD

Table 27: Special Decoder — configuration data
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8.3.10 VolP TELEPHONE CONFIGURATION

IPervoice system allows to connect VolP devices in two different modes: using VolP 4501/5 digital
telephone or VolP-ATA 4501/30 interface, which allows to transform a standard analog telephone into
a VolP telephone. In both cases, before configuration, perform a preliminary procedure to register the
device to the SIP server present in IPervoice server. This operation is necessary to make telephones®
visible in the list of new devices shown by the FrontEnd.

PRELIMINARY OPERATIONS FOR VOIP 4501/5 TELEPHONE REGISTRATION

To perform this operation, access 4501/5 telephone web server. First of all, the IP address assigned to
the VolP telephone by the IPervoice server must be known. To obtain this data, the VolP telephone
must be correctly powered and the LCD display must show the message “No Service”; press the button
“Menu” and then the buttons 4 and 5 on the telephone keypad. Read the IP address shown in the first
display row, beside the letter W: for example 192.168.2.8; use this address to access to the web server,
by entering it in the browser address bar, followed by the server listening “port” (9999); for example:
http://192.168.2.8:9999; the installer will see the login page of the VolP telephone web configurator
(Figure 62). For access, enter default username and passwordagand click the button “Login”; the
browser will show the system information page (Figure 63).

¥ Warning: the IP address is dynamic, and is assigned by the IPervoice server to the VolP
telephone; this address can change, if the server is switched off or the server
software is updated. So it is important to complete the registration procedure
without switching off the server. It is suggested to note the MAC Address (printed
on the identification label under the telephone base), because it could be useful
later, also using the FrontEnd, to uniquely identify a device.

*% Both VolPhone 4501/5 and VolP-ATA 4501/30 interface are managed as VolP telephones by IPervoice system.
% username: root, password: test
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Enter your username and password to login
VolIP server

Username root

Password ~ eees|

Figure 62: VolIP Telephone 4501/5 — Access to configuration

3 VolP Web Management - Mozilla Firefox [P
Eile Modidica Cronologia  Seg & Aiuto

@—v C X A&y | htp://192168.259999/login.cgi 2 |89+ Googie ye)
£ Pl visitati ’ Come iniziare 5 Ultime notizie
@ Disattva~ & Cookie= I €SS~ =] Moduli= & Immagini= @ Informazioni =  Varie~ ' Contoma = , § Ridimensiona = /" St i ) vi

| VoIP Web Management . B

\ g‘l'.' System Information

This page illustrate the system related information

Phone Book - Model Name: DomusVolPhone
’ Firmware Version: Thu Nov 13 16:24:22 2008 (02ah)
5 Codec Version Wed Jun 11 13:30:10 2008
Phone Setting ’
Network
»
SIP Settings i
NAT Trans. .
Others s

System Auth.

Save Change

Update

Reboot

Images:8/8 Loaded: 22KB  Speed: 5152KB/s Time 0427  Completato Fiddler: OFF (auto) 4 @

Figure 63: VoIP Telephone 4501/5 — System information and main menu
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PRELIMINARY OPERATIONS FOR VOIP-ATA 4501/30 INTERFACE REGISTRATION

To register 4501/30 interface, perform the following operations:

Disconnect from the LAN network the PC used to configure the 4501/30 device. Check that the PC is
configured to operate in DHCP client** mode.

4 Propriets - Connessione alla rete locale (LAN)

[ Rete | Condisione |

Connetti tramite

) s Driver di /O del

[ e |
Descrizione

&* Reatek RTL8168C(P)/B111C(P) Famiy PCI-E Gigabt Ettw

La connessione utiizza gh elementi seguen

[ @ B condvisone fie & stampanti per 1
B - Protocolo Intemet versione 6 (TQ
A Protocolio Intemet versione 4 (TC|

maooing di indivig

TCPAP. Protocollo predefindo per le W
comunicapone tra diverse reti interconny

—
Proprieta - Protocollo Internet versione 4 (TCP/1Pvd)

JERm=)

Genersle | Configurazione altematva|

richiedere all' e direte le

m

@ Dtten automabcamente un indnizzo [P
Utlizza il seguente indinizzo IP:

@ Ottieni indirizzo server DNS automaticamente

Utiizza i seguenti indirizzi server DNS:

£ possibile ottenere [assegnazione automatica delle impostazioni IP se la
rete supporta tale caratteristica. In caso contrario, sard necessario
W IP corrette.

18 —
——

Figure 64: VolP-ATA 4501/30 interface — DHCP settings

Connect the LAN port of VolP-ATA interface to the PC LAN port, as shown in Figure 65:

—
RET
LINE PHONE2 PHONE1 LAN WAN
——

©

POWER

— 1

Figure 65: VolP-ATA 4501/30 interface — LAN connection

Open the Internet browser and enter the address http://192.168.123.1:9999; as for 4501/5 telephone,
the display will show the same page of the web configurator login (Figure 62). Enter the predefined*!

** This DHCP configuration mode is referred to the procedure to be used with Microsoft Windows 7; with other operating
systems the procedure could be different. To change TCP/IP configuration the user must have administrator rights.

41
username: root, password: test
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username and password and press the button “Login” to access. The browser will show the system
information page (Figure 66).

..I File Meoddica Visualizza Cronclogia Segnalibn  Strumenti  Asto
G = D% Inttpe/192.168 12319999, login.cgi -1183- )
£ Pl visitati ‘Come iniziare Litime notiie
@ Disattiva- L Cookie # €55+ 5 Moduli- B Immagini- ) Informasioni- £ Varie- »* Contorna~ 8§ Ridimensiona® 3 Strumenti  Visualizza sorg

VolP Web Management |

This page illustrate the system related information |

| \/9"'.! System Information |

Model Name Domus VolP ATA
Firmare Version Fri Mov 28 10.05:07 2008 (810170)
Phone Book » Codec Version Wed Jul 30 09:47°43 2008

Phone Setting »

Network »

SIP Settings » N
NAT Trans »

Others » |
System Auth.
Save Change i
Update »

Reboot

| Compieate Fiddier: OFF (wtc) ¢ # |
joseees Soithe, J

Figure 66: VoIP-ATA 4501/30 interface — System Information and main menu

REGISTRATION TO IPERVOICE SIP SERVER

After these preliminary operations have been completed, the registration procedure is the same for
both devices. Starting from the information page, displayed after login, set in the left column the
network configuration with SIP Settings menu item. Remember that, to confirm and activate settings,
they must be saved clicking on the menu item “Save Change” and then on the Save button; after this

Ill

operation, the telephone or the ATA interface will “reboot” with the new settings.
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Service Domain Settings

You could set information of service domains in this page

Realm 1 (Default)

Active: 9 On Off
Display Name voip
User Name: voip
Register Name: voip

Register Password

Domain Server: 192.168.1.1
Proxy Server 192.168.1.1
Outbound Proxy:

Subscribe for MWI: On @ Of
Status Not Registered

Figure 67: VoIP Telephone 4501/5 — SIP server settings

The VolP telephone allows max 3 different SIP servers to be registered: to use this telephone with the

IPervoice system, fill in only the fields concerning the first server (“Realm 1

"y The settings are shown

in Figure 67, the data to be entered is indicated in the following table:

Active

Display Name

User Name

Register Name

Register Password
Domain Server
Proxy Server
Outbound Proxy
Subscribe for MWI

Select the option On.

Enter the voip value, during the configuration phase, IPervoice will set the
correct value.

Enter the voip value, during the configuration phase, IPervoice will set the
correct value.

Enter the voip value, during the configuration phase, IPervoice will set the
correct value.

Leave the field empty.

Enter IPervoice server IP address: 192.168.1.1
Enter IPervoice server IP address: 192.168.1.1
Leave the field empty.

Select the option Off.

Table 28: VoIP Telephone 4501/5 — “Service Domain Settings”

*VolP 4501/5 telephone allows registration to the SIP server also with the keypad. For further information see the device

user manual.
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If 4501/5 telephone is used, after reboot this will perform the SIP registration to the 1039/1 server; on
the telephone, the green led called “REG” will turn on to confirm the operation. If using the 4501/30
interface, after reboot caused by the save of the new settings, the interface must be disconnected from
the PC used for configuration and connected to IPervoice system with the WAN port, present on the

rear side of the interface (Figure 68). Also in this case, the green led “REG” on the device front panel will
turn on to confirm the SIP registration.

LJLILJE I o

LINE PHONE2 PHONE1 LAN WAN POWER

—— ——7

Figure 68: VoIP-ATA 4501/30 interface - WAN connection for operation with IPervoice
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CONFIGURATION WITH THE WIZARD

Once the preliminary procedure is completed, the StartUp Wizard shows the list of the new VolP
telephones in a specific section: select the devices to be configured and click the button “Next page” to
access to the detail page, where the required configuration data must be entered.

Name | Swimming ]

Firstname \Pool J
IP address 192.168.2.8
MAC address 00:1E:E0:00:08:2F

Device status  POLL IN PROGRESS

VoipPhonecode  Block code: |60~
Stair code : [?El (Stair will be added on current block)
Floor code : IEB (Floor will be added on current block)

Voip Phone code : v

Figure 70: Startup Wizard — Configuration of a new VolP telephone

VolP devices do not have specific configuration parameters, as shown in Figure 70 and, in detail, in Table
29; the data to be entered is the name and the identification code.
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Name

Firstname

IP address
MAC address
FW version

Device status

VolP Phone code

¥ Warning:

Name assigned to the telephone, required field. Maximum length: 32
characters

The First name, if the fields are used to enter the first name and the
surname. The field is optional. Maximum length: 32 characters

IP address automatically assigned by the system server to the telephone.
Device unique physical address.
Application software version of the telephone.

Device status detected by the system; the status can be:
UNKNOWN, POLL IN PROGRESS ALIVE, DEAD.

When a VolP telephone is installed in a common building area (for
example a gym, a bar or a swimming pool) and it does not belong to a
Block, a Stair and a Floor, it must be provided with a topological code, in
order to be called by the other system devices. The telephone code is
composed by all the four parts of the “Topological code”: Block, Stair and
Floor code can be selected from the pull-down menus displayed near the
similar items (to add an element, press the respective button, for ex “Add
Floor”), the last part must be entered by the installer and it is composed by
a unique alphanumeric code of the respective floor. Fixed length: 2
alphanumeric characters (e.g. 01, V1, 1V, VT).

¥  Note: itis suggested to create a virtual Block, Stair and Floor, where
all the system telephones will be included. For example:

Block: Common Devices (o))
Stair: VolP phones VP
Floor: VolIP Floor VF

Table 29: VolP telephone — identification data

if alphanumeric codes have been used to identify blocks, stairs, floors, apartments and
so on, these cannot be directly called from the 4501/5 telephone keypad. In this case,
it is necessary to program the telephone directory or the speed dialing numbers of
each telephone. Please refer to ”"IPervoice Devices advanced Configuration - VolP
Telephone” on page 157.
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8.3.11 END oF CONFIGURATION WITH STARTUP WIZARD

By clicking the button “Next page”, the StartUp Wizard displays the page that informs the user that the
guided configuration has been completed. By pressing the button “Back to main page”, the browser
goes back to the main page. Here, it will possible to access to the single devices to complete the
configuring operations, as previously described.

[ Ele Modifica Visuaizza Cronclogia Segnaiibri Strumenti - Aiuto
@—- C 0 4 || http://1921681.1/PHP/StartupWizard.php2view=END

£ Pii visitati @ Come iniziare 5 Ultime notizie

@ Disattiva - £ Cookie~ __i €55+ ] Moduli~ ®/ Immagini* @ Informazioni~ ' Varie= ./ C

||| pervoICE 1.00

Introducing

Site configuration
Gateway

Call module

Entry panel

Door phone
Alarm interface The Startup Wizard is complete
Switchboard
Video server

Lift interface

Key reader
Special decoder
Voip phone

End of wizard

Images: 1/1 Loaded: 7KB  Speed:1483KB/s  Time:0473  Completato Fiddler: OFF (aute) #* @

Figure 71: Startup Wizard — End of configuration
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9 IPERVOICE DEVICES ADVANCED CONFIGURATION

All the IPervoice devices have some “advanced” configuration parameters, that must be explicitly set for
the correct operation of the system. This chapter describes these parameters showing, for each device,

its meaning and programming mode.

9.1 IP/CATS GATEWAY

Differently from other devices, described later, IP Gateways (1039/50) do not need any direct
configuration of further parameters in order to operate correctly, except if the second audio channel is
installed in the building riser. To add this feature, access the configuration page by selecting the desired
module from the devices tree, as shown in Figure 72.

$ -
-’;“ Technical Guide System
v
Q Time Profiles

c’ Access Profiles

=0
=a .
el e Name Gateway West Towe|
= Primary entry panel Code (88,55)
8 rl?hmocks i
Second audio o
B [ql east Biock channel available Yes @ No
B 3/ main Block SIP address B251
B [akwest poc ; IP address 192.168.2.4
B “
KWWout Staky MAC address  00:1E:E0:00:0C:1C
B =2 Seconda;
- Version 2.0.0-21 v
= ndary entry panel ’
- Status ALIVE Pollin
B8 G,) Gateway West Tower 9)
(9]
B L, pecoders Command Execute
Lift interface
)
£ Foors
B [ common Devices f
E‘; Confirm Reboot | | Cancel
IP Lift )

Figure 72: Advanced Configuration - IP/CAT5 Gateway

The presence/absence condition of the second audio channel is defined by the setting of the option
near “Second channel available”. Select the desired option, press the button “Confirm” to save the

change.

Remember that, as described in the paragraph “Audio channel management on the riser column (Choice
methods)” on page. 50, in order to make the second audio channel available, a telephone pair must be
installed on the riser, or use one of the CAT5 cable pairs, from the IP/CAT5 column gateway to the first
4-user decoder. The pair starts from this decoder and connects the next decoder and so on.

¥ Warning: the change of this parameter requires to program again, via Bluetooth, all 4-user
decoders 1039/34 present on that riser column.
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92 IP CALL MODULE

IP call modules (such as 1039/13 or 1039/18) have a large number of parameters that can be changed
by the installer. To access to the parameters configuration page, select the desired module in the
devices tree (Figure 73).

¥ Warning: if the operations concern a main module, it must be searched in the section “Primary
Call Module”, in the first tree level; if the operations concern a secondary module, it
must be searched in the respective block/stair, in the item “Blocks”.

The advanced configuration parameters are grouped in three different sections: the 1%, only present in
primary modules, used for the association of one or more residents directories; the 2", dedicated to the
call module user interface and the 3", used to deal with the IP special decoders (1039/80).

*§* Technical Gude System . =9 Main Entrance Call Module
@Time Profiles =2 Change to secondary
S E': Primary call module
a8 EE Main Entrance Call Module — .
8 B poors | ¥ Basic Infos

= Primary ent nel
oo Call Module Name | Main Entrance Call Module

il Blocks
SIP Address 00_1E_EO_00_OB_A9
I.'ll'ttnie:iace _____
D ey readers L IP Address 192.168.2.2
" Special decoders MAC Address 00:1E:E0:00:08:A9
gﬂ Switchboards FW version 0.4.2-6 v
P |
waee NOR phosne Device status ALIVE | Poliing - 1
© video servers e
ﬁ?ﬂ External person groups I » Block group f":.
= H&Wdevica }.______________________________________________________________"--.
3 .
& Zones | P Interface options [ '}
e o B g e i~ e 2 B Byt ol .
: > Special function el - 3
Confirm Reboot Cancel

Figure 73: Advanced configuration — IP Call Module
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9.2.1 BLoCK GROUP

As already mentioned, this section can be configured only if the call module is specified as Main; it
allows the rules used by the system to assign residents address books to system call modules to be
defined 2.

In a large complex there may be thousands of residents, so call modules must manage only their specific
part of the residents directory. A practical example can be useful to explain this:

In the complex there are three buildings called “East Block”, “Main Block” and “West Block”. The visitors
of the East Block come in through the gate controlled by the call module “Primary East Call Module”,
the visitors of the other two buildings go through the door managed by the module “Primary Main Call
Module”. In this scenario, the Primary East Call Module must have access to East Block residents
address book, but the Primary Main Call Module only to Main Block and West Block address book.

To associate a call module to its respective buildings, as shown in the example, in the section “Block
Group” (Figure 74), select the desired item/s and click the button “Confirm” on the bottom side of the
page. All the residents associated to the apartments included in the selected buildings (Blocks) will be
automatically accessible for the call module and for the visitors that will use this module.

¥ Block group

| Check all ‘ | Uncheck all .

E’> East Block

7! || Main Block

Left Stair
L Right Stair

> [ | west Block

Figure 74: Configurazione Avanzata — Gestione gruppi sui Moduli di Chiamata Principali

¥ Note: for buildings with more than one stair, the residents of a specific stair can be
associated to a call module.

*In the IPervoice system, contrary to the usual procedure, the resident names are associated to the apartments and so the
“residents address books” are block and stair lists. For further details concerning the resident names/apartments association,
see the paragraph “Resident Management” on page 134.
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9.2.2 REMARKS ABOUT SECONDARY CALL MODULES

The “Secondary” call modules are automatically configured by the system in order to show only the
names of residents associated to the competence Block or Stair. If the visitor knows the code
(logic/topological), he can call any system apartment, in any Block — Stair.

For this reason, a resident of Stair A, called by the Secondary Call Module of Stair B, can also open the
door of Stair B. In some systems, this feature is not accepted and so it is possible to disable this function
with a suitable setting on the secondary call module configuration page.

The system allows to set two call restriction levels, according to needs:

> Call restricted to Block

> Call restricted to Stair

By selecting the item from the pull-down menu “Call restricted to” as shown in Figure 75, calls are
restricted according own needs.

=90

=90 CM 01

7 Basic Infos

Call Module Name | Secondary V
Call restricted to None E

SIP Address Block _1C_DD

IP Address E@" —

MAC Address 00:4E:E0:00:1C:DD

FW version 4.0.1-16 v

Device status ALIVE
Command '_

Figure 75: Advanced Configuration — Secondary Call Module call restriction
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This section is dedicated to the configuration parameters setting of the IP call modules user interface.
The Figure 76 shows on the Frontend the dedicated section, after it has been expanded with the button

» placed beside “Interface options”.

| ¥ Interface options

Welcome Message :
Message shown in the calling call module LCD in the Welcome menu.

Welcome Image : .
Import an image

urme | Browse... | Clear|

Concierge button 9 Yes No
Brightness 7 R — |
Micro IR - §::
Speakers 38 | B__ .. ©
Tones off v B[] rm——eeeeeen Sl ©
- 2= | i B
Keyboard leds 1 - B __M ®©
Infra-red active 9 Yes No
Camera Leds active 9 Yes No

Figure 76: Advanced Configuration — User interface options for the IP Call Module

The section is split into two parts: the first one is dedicated to the user interface customization, the

second one concerns the user interface operating settings. The Table 30 describes all the information.

Parameter Meaning Default value

Welcome Message Text message shown by the call module in the welcome None
display.
Max. dimension: 60 characters

Welcome Image Image in png format ** (Portable Network Graphics) shown Urmet Logo
by the call module in the welcome display.
Image max. size: 110 x 170 pixel

Concierge button Enabling the call to the competence area switchboard. Yes
Allowed values: Yes, No

* To convert from other graphic formats, as jpeg, gif or bmp to png, it is possible to use the application "Paint" provided with
Windows operating systems, or other similar utilities.
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Brightness Camera brightness, it cannot be changed 7
min: 0, max: 10

Theme Identifier of colour theme used by the user interface, it 1
cannot be changed

Micro Microphone audio level, it cannot be changed. +3dB
Available values: -5dB, -3dB, 0dB, +3dB, +4dB, +5dB

Speakers Loudspeaker audio level, it cannot be changed. +3dB
Available values: -5dB, -3dB, 0dB, +3dB, +4dB, +5dB

Tones Key-click volume. OFF
Allowed values: OFF, -5dB, -3dB, 0dB, +4dB +3dB, +5dB

Audio Messages Audio messages volume. OFF
Allowed values: OFF, -5dB, -3dB, 0dB, +4dB +3dB, +5dB

Keyboard leds Keyboard backlight intensity 1
Allowed values: OFF, 1, 2, 3,4, 5

Infra-red active User presence detection with embedded infra-red sensor Yes
enabling.
Allowed values: Yes, No

Camera Leds active Camera led illuminator enabling. Yes
Allowed values: Yes, No

Table 30: Advanced Configuration — Meaning of “interface options” parameters

9.2.4 SPECIAL FUNCTIONS

Almost all the devices that generate an event after a status change, an alarm or an action, can activate a

command for one or more system outputs. These outputs are usually on the IP special decoders

(1039/80).

¥ Special functions

Drive output on Call

9@ Not assigned.

Outputs : 7 Output List
Main Light ON OFF
Side Light ON OFF

Drive output on Hold-up Alarm

9’ Not assigned.
Outputs : [>> Output List

Drive output on Tamper Alarm

9/ Not assigned.
Outputs : [>> Output List

Drive output on Special Code

@ Notassigned.
Outputs : Efz Output List

TOGGLE
TOGGLE

Figure 77: Advanced configuration — Special Decoder Functions that can be associated to the IP call module
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Each command function can have two operating states:

Not assigned

Outputs

Default condition, the function has no effect on the system outputs.

The function is active: if it occurs, the outputs selected from the list
“Output List” are activated (Figure 77). The available command modes are
the following:

e ON: when the event occurs, the output is activated

e OFF: when the event occurs, the output is deactivated

e TOGGLE: when the event occurs, the output changes its status

¥ Warning: the options ON and OFF are valid only if the output on
the command device has been configured in bistable
mode

The special functions that can activate a command event for the configured outputs are the following:

Drive output on call

Drive output on Hold-up
Alarm

Drive output on Tamper
Alarm

Drive output on Special
Code

9.25 DooRs

The system performs the command on the configured outputs when a
video door phone call occurs.

The system performs the command on the outputs when a hold-up alarm
is generated.

The system performs the command in case of call module tampering
(available on 1039/18 and 1039/13) (e.g. opening attempt).

The system performs the command if a “special code” is entered on the
call module keypad.

The IP call modules can manage two on-board outputs, which are used to open for example a pedestrian
door or control automation equipment. To enable the call module to perform these operations, access
to the Frontend function in order to add the doors to be controlled. This operation must be performed
for each call module that must be enabled to use these functions. To access to these functions, expand

in the devices tree the concerned call module® and select the item “Doors”. The Figure 78 shows the

doors list before and after the configuration.

* The operation must be performed both for the main call modules included in the item “Primary call modules” and for the
secondary ones, included in the related item “Blocks”.
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Door name Door Number
Door name Door Number
Pedestrian 0 Delete
Vehicle entrance gate 1 Delete

Figure 78: Advanced configuration — List of doors managed by the IP Call Module

By pressing the button “Add a door”, access to the page where the configuration data can be entered
(Figure 79 — Main door; Figure 80 - Vehicle entrance); the installer has two options:

» Enter the required data: this is the typical case, the system will create a new door with the
data entered by the user

» Press the button “Use existing door”: this case is used in case of advanced functions
dedicated to the access control. In particular, it is used if there are zones where it is
necessary to have entry and exit doors sharing the same control unit, that is the call module
output or the IP key reader output.

Name Pedestian

Homer [@:Main door (]
Door profie [Custom [=]

Type Secrm_F_!"

Door time :2 s

Door Forced Alarm il

Max Door Opening Time

&
.g.

Time profite [ =

e LIRSS NSO

Do Door Ogen
9 Mot assigned.

ouputs: [ CEREGE—

Drive output on Forced Alarm
9 pot assigned.

ouputs:  [OEREIEREI——
Drive output on Max door opening time

S Mot assigned.

oupus;  [CTRER——
Confirm| [Caneal

Figure 79: Advanced configuration — Adding a new pedestrian door to the IP Call Module
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Name

Number

Door Profile

3} New door

Use existing door

Name Vehicle entrance gate
Number 1-Gate

Door profile Custom |»

Type Secret| =

Door time 2 s

Door Forced Alarm

Max Door Opening Time [/ |30 s

Time profile

¥ Special functions

Drive output on Door Dpening

9 Notassigned. =
outpurs:  ORIPIELIE

i n For larm

9 Not assigned.
Outputs : & Output List

Drive output on Max door opening time

9 Not assigned._

Outputs : [> Output List

Confirm

Door identifier, alphanumeric required field.
Maximum length: 32 characters.

Cancel

Figure 80: Advanced configuration — Adding a new vehicle entrance gate to the IP Call Module

Number of the door of the call module. The value can be selected from a

pull-down menu; the available values are:

0-MainDoor, 1-Gate.

¥ Warning:

the door number 0-MainDoor must be used to activate

a pedestrian door electrical lock (terminal pins SE+/SE-
if capacitive type or terminal pins C/NO/NC if the call
module relay is used). The door number 1-Gate is used
to open a vehicle entrance gate (terminal pins
SE2/SE2). This opening must always be performed by
an automation equipment control unit dedicated to
this purpose. In no case the opening must be directly

activated.

Selection of door profile (if available). The value can be selected from a
pull-down menu. For information about door profile definition refer to
chapter “Advanced functions configuration - Door Profiles” on page 234.

Default value: Custom.
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Door Time

Door Forced Alarm

Max Door opening Time

Time Profile
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Type of door opening. The value can be selected from a pull-down menu,
the available values are:

e Secret: the apartment station door lock release button will only
activate the electrical lock if the apartment is in audio
conversation or in video connection with the call module, or
has been called and is waiting to be answered.

e Free: if the apartment station door lock release button is pressed,
the call module electrical lock can be activated if the call
module is configured as main or is configured as secondary
and the user belongs to the same column as the call module.
This feature is typically used in the secondary call.

Default value: Secret.

Lock relay time. Default value: 1 second. Each door is independent, so
different values can be assigned to each one.
min: 1 sec, max: 999 sec

Default value: 1 sec

If selected, this means that the door generates an alarm if it has been

forced.

Default value: Not selected.

¥ Warning: to use this function, connect an open door sensor to
the call module.

It defines the max. time of door opening, after which a door open signal is
generated. Min: 1 sec, max: 999 sec
Default value: not enabled.

¥ Warning: to use this function, connect an open door sensor to
the call module.

Selection of Time Profile assigned to the passage (if available) (See chapter
“Time Bands” on page 66). The value can be selected from a pull-down
menu which contains other profiles previously programmed. For
information about time profiles definition, refer to chapter “Advanced
functions configuration - Time Profile Door” on page 228.

Default value: No time profile applied

Table 31: Advanced configuration — Programming of IP call modules door
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9.3 IP VIDEO DOOR UNIT (ENTRY PANEL)

IP Video door units, also called “Entry Panel” (1039/72), have the same functions as IP call modules
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previously described, but they have no graphic display and numeric keyboard. To access the

configuration page, select the desired module from the devices tree, as shown in the following Figure

81.

g 0 Technical Guide System

W
@ Time Profiles
Q Access Profiles

=0
S2 Primary call module /

Heat Primary entry panel
2 R

EhBlocks

&2 IP Lift

@ Key readers

f-eco Special decoders

M switcnboards

B !:1 P VoIP phones

395 Video servers

ﬁﬂ External person groups

= New device

onma

S8 pelP name
¥ Basic Infos
Name pelP name)
SIP Address 00_1E_E0_01_15_C4
IP Address 192.168.2.12
MAC Address 00:1E:E0:01:15:C1
FW version 200-21
Device status ALIVE

> Call buttons | Callbution1 |~

v
Poling

‘:::__‘:::::::‘::"_‘:::::‘:::::"_"::__":::J
L.---13)
|

.-.

| Confirm |

Figure 81: Advanced Configuration — IP Video Door Unit

L F-lebou!‘_
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If operations concern a main module, search for the desired module in the section

“Primary entry panel” in the first level of the tree; if operations concern a secondary

modaule, search for it in the belonging block/stair, in the item “Blocks”.

As for IP call module, advanced configuration parameters are grouped into three different sections: the

1** one, dedicated to the user interface of the video door unit, the 2" section used to assign “Call

buttons” on the device and the 3rd section, used to operate with IP special decoders (1039/80).

9.3.1 INTERFACE OPTIONS

This section is used to set configuration parameters of IP Video door unit user interface. The next one

shows the dedicated section on the FrontEnd, when it has been expanded with the button » near

“Interface options”.

¥ Interface options

Micro $3d8 + B ___eeeseesil ®
R
Tones oFF v B[ 1 reeeeeesnSlll =
Audio Messages R =] N I— N
Camera Leds active @ yes No

[» call buttons | Callbutton 1 ||

[»- Special functions

| Confirm | | Reboot|

Figure 82: Advanced Configuration — Options of IP video door unit user interface

| Cancel

Table 32 describe information present in this section and respective values which can be changed.

Parameter Meaning Default value

Micro Microphone audio level; it can’t be changed +3dB
Available values: -5dB, -3dB, 0dB, +3dB, +4dB, +5dB

Speakers Loudspeaker audio level; it can’t be changed +3dB
Available values: -5dB, -3dB, 0dB, +3dB, +4dB, +5dB

Tones Button tone volume OFF
Available values: OFF, -5dB, -3dB, 0dB, +4dB +3dB, +5dB

Audio Messages Audio message volume OFF
Available values: OFF, -5dB, -3dB, 0dB, +4dB +3dB, +5dB

Camera Leds active Enabling of camera led illuminator Yes

Available values: Yes, No

Table 32: Advanced Configuration — Entry Panel — Meaning of “Interface Options” parameters
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9.3.2 CALL ButTONS

Each module 1039/72 is provided with 2 call buttons, that can be up to 32 max. by installing modules
1038/17. In order to associate the desired function to each button, select, from the pull-down menu in
the section header, the button to be configured and expand the section “Call buttons” (Figure 83).

Callbutton1 ]

Not assigned.

Switchboard :

VoIP Phone

@ Apartment Topological code :| 01 [=]| 01 (=] 01[~]| 01 [+]

[» Special functions

;. Confirm Reboot | Cancel

Figure 83: Advanced Configuration — Call Button setting on the IP video door unit

Table 33 describes call button configuration programming.

Call Buttons The system executes the command configured when the call button,
selected from the pull-down menu, is pressed. Available values are from
Call button 1 up to Call button 34 max*®

Not assigned Default condition, when the button is pressed, the system doesn’t send
any command.

Switchboard This command is used to call a switchboard or activate special decoder
outputs. For switchboards there are three different options:

» Specific Switchboard select from the pull-down menu
the switchboard to which the call
must be sent

> All Switchboards The call is sent to all switchboards
» Competence area switchboards The «call is sent only to
switchboards which have

competence in the apartment

*® The max. number of available buttons depends on expansion modules 1038/17 installed on the IP video door unit.
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VoIP Phone The call is sent to the VolP telephone selected from the pull-down menu.
Apartment This is the most used function. In this case the call is sent to a special

apartment. The selection is made by indicating the apartment topological

code with the respective pull-down menus.

Table 33: Advanced Configuration - Call Button configuration parameters on IP video door unit

9.3.3  SPECIAL FUNCTIONS

Also the IP video door unit can send special commands when a specific event occurs, which in this case
is linked to a call button press. The outputs which can be controlled are the IP special decoder ones

(1039/80).

¥ Special functions

Drive output on Call

9 Not assigned.

Outputs : 'V Output List
special decoder relay 1 ON
specal decoder relay 2 ON
SD 4 Alarm - relay 1 ON
SD 4 Alarm - relay 2 ON
 Confirm| | Reboot |

OFF
OFF
OFF
OFF

TOGGLE
TOGGLE
TOGGLE
TOGGLE

| Cancel |

Figure 84: Advanced Configuration — Special Functions configuration on IP video door units

The available commands and respective configuration parameters are the following:

Drive output on call The system executes the command on the configured outputs after a

video door phone call.

Not assigned Default condition, this function doesn’t affect system outputs.
Outputs The function is active: when it occurs, the outputs selected from the list
“Output List” (Figure 84) are activated. Command modes can be:
e ON: the output is activated when the event occurs
o OFF: the output is deactivated when the event occurs

e TOGGLE: when the event occurs the output toggles its status

¥ Warning: ON and OFF options are available only if the output has

been configured in bistable mode

140



I Pe r
voice

93.4 DooRs

Also the IP video door unit can command two doors (usually pedestrian door and gate) with the same
modes and characteristics as the previously described IP call module. For programming procedures, see
the paragraph 9.2.5 “Doors” on page 133. Figure 85 shows the mask used to configure passages on
module 1039/72.

: es d

Name pelP pedestrian door |
Humber 0-Main door [~
Door profile [custom[=]
Type | Secret E|
Door time 12 s
Door Forced Alarm i
Max Door Opening Time V] [30 s
Time profile E

¥ Special functions
Drive output on Door Opening

@ Mot assigned.

outputs: [ iOHPEEEII——

special decoder relay 1 ON OFF TOGGLE
specal decoder relay 2 ON OFF TOGGLE
SD 4 Alarm - relay 1 ON OFF TOGGLE
SD 4 Alarm - relay 2 ON OFF TOGGLE
Confirm | Cancel |

Figure 85: Advanced Configuration — Door programming of IP video door units
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9.4  CONCIERGE SWITCHBOARD

The concierge switchboard advanced configuration parameters are split into two sections: the 1%, where

" used to define the interactions with the IP special

the “Competence Area” is defined, and the 2
decoders (1039/80). Select in the devices tree the section “Switchboard”, as indicated by the red arrow,

choose the switchboard to be configured and access the page shown in Figure 86.

4 -
“%" Technical Guide System "'h iili Eﬁ
| @Tlme Profiles
=1
B 32 primary call module

B = primary entry panel b

o I:halocks Name Concierge
@ Bl U intertace
B & ey reaters Firstname
23] ”“smlmoﬁm/ Topological code B2 |»| S1[+| F1[+ C1
B D suicnboards : SIPAddress  B2S1FIC1
? Concierge 1P Address 192.168.2.6

B 6 vow phones

@ sase MAC Address 00:23:5A:1E:B8:62
© video servers

B *':] External person groups PV ¥arsion 1095 >

Z New device Devicestatus  ALIVE [Poliing] A
U
l& Zones

[Confirm| (Reboot] [cancel]
Figure 86: Advanced configuration — Concierge switchboard

9.4.1 COMPETENCE AREA

The competence area, as described in the chapter “Competence Areas” on page 58, allows a logic group
to be defined, in which to add main and secondary call modules, VolP telephones and also apartments.
These are now included in the switchboard competence area. The selection can be performed by single
selection: only one apartment, one VolP telephone and so on, or by category groups: all the main call
modules or all the devices of a single stair or a building. The section shown in Figure 87 is a useful
example.
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> || secondary call module

[> [ secondary external module
Apartment1
Apartment2

> [ Villa external module

Figure 87: Advanced configuration — Management of concierge switchboard competence areas

9.4.2 SPECIAL FUNCTIONS

Also the switchboard can activate one or more system outputs, if an event occurs.

Drive output on Call
© Not assigned.

© ouputs: [T OURERHSET

Drive output on Special Code

© Not assigned.

© outputs: [T OutputSE

Figure 88: Advanced configuration — Special Decoder Functions that can be associated to the IP call module

The outputs operating modes are the same as those indicated in the section concerning the call module,
but the special functions that can activate a command for the configured outputs are the following:

Drive output on call The system executes the command on the configured outputs when a
video door phone call occurs.

Drive output on Special The system executes the command in case of a “special code” entered
Code from the call module keypad.
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94.3 SWITCHBOARD IN MULTI-SERVER MODE

In Multi-Server mode, the switchboard configuration needs some additional steps in order to work
properly. The switchboard becomes the central control node of the whole Multi-Server system, because
it can receive/send information from/to all IPervoice servers that it can manage. In Multi-Server mode,

the switchboards are in the first hierarchic level of the devices tree and over the single systems (Figure
89).

% (') Time Profie Access

- c, Access Profies
22 O'fj Door Profies

=4)j Switchboards

0 SWI NOT Last Name First name IP Address MAC Address
) SWILNOT
Q’] SWIN1S SWI_NOT Concierge_07 10.1.100.101 BC:AE.CS:S6:TAB1 Deiete
SWLN1S Concierge_15 10.1.100.100 BC:AECS:S6:76:26 Delete
SWI_N10
£y SN SWI_N10 Concierge_10 10.1.100.102 BC:AE:CS:S6:7EFS Delste

- J'ﬁﬂ External person groups
@ g User custom fieids
a o
@133 Athletes Vilage NO3 /FW3.0

oo
e o " "
¥ 3%, Athletes Vilage NOT / FW3.0

Figure 89: Multi-Server mode — Advanced configuration — Switchboard list

Of course, according to system dimension and operative requirements, it is possible to configure more
than one switchboard with different functions and competence areas.

944 REGISTERED SERVERS

In order that the Switchboards can operate in a Multi-Server system, they must be registered on
IPervoice®’ servers. To do this, access switchboard configuration page and select the desired servers in
the area “Registered servers” , as shown in Figure 91 on page 145.

It is also important to perform, with the suitable function on the switchboard, the “multiserver
configuration” as described in the respective “User manual”.

* The Switchboard must be registered at least on the servers that it will manage.
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¥ Warning: in order to complete the registration, the server must be active and online,
otherwise the FrontEnd will not allow the selection (Figure 90).

Athletes Village NO3 | FW3.0  [7] Athletes Village NO7/FW3.0 (V] Athletes Village N10/ FW3.0

[¥] Athletes Village N5 /FW 3.0 [¥] Plot No1 [V Plotno2
@ piotnos [7] Piot no4 7] Piot NOS
V] Piot w0 [V Piot 13 ¥ Piot H14
¥ Plotn1s [¥] Plot N26N V] Plot N26S

Figure 90: Multi-Server mode — Advanced Configuration — Switchboard registration, server offline

Last llame |swi_No7
First Name Concierge_07

Topologialcode S [=][sw [z] [Fs [=][e7 |
SIP Address BSSWFS87

IP Address 10.1.100.101

MAC Address BC:AE:C5:56:7A:B1

FW Version 1526 v
Device status  ALIVE
Call divert  none [~

V] Athletes Village 03/ FW3.0  [/] Athletes Village NO7 /FW3.0 [V Athletes Village N10 / FW3.0

[V] Athletes Village N15/FW 3.0  [/] Piot NO1 [¥] Piot NO2
V] Plot O3 V] Plot No4 7| Plot 09
¥ PlotN10 ¥ Plotn13 ¥l Plot N4
V] PlotN1s V] Piot N26N V] Piotn26s

Figure 91: Multi-Server mode — Advanced Configuration — Switchboard registration
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945 CoOMPETENCE AREA E SPECIAL FUNCTIONS IN MULTI-SERVER MODE

“Competence areas” and “Special functions” configuration in a Multi-Server system is similar to the one
above described (paragraphs 9.4.1 e 9.4.2 and on page 142 and following); before performing the
desired configurations, select the server. Competence areas to which a switchboard belongs and special

functions that it can manage are specific for each server and they must be configured in this site. Figure
92 shows a typical example of both the features.

I

9 Mot assigned.
Qutputs :
Drive output on Special Code

S not assigned.

il

Figure 92: Multi-Server mode — Advanced Configuration — Switchboard Competence Areas and Special Functions
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9.5 VIDEO SERVER

In order to activate a video server (1039/69), enable on the device the controlled cameras; to perform
this operation, access IPervoice system advanced configuration. Select the item “Video Server” from the
devices tree and choose the desired device, then press the button “Add a camera” near the item
“Camera list”, as shown in Figure 93.

4
o, Technical Guide System Narme

= Garage Video Servel|

& Time P

& s SIP Address 00_1E_E0_00_14_51
Access Profiles

- IP Address 192.168.2.12
B s Primary call module
B = Primary snfry phnel MAC Address 00:1E:E0:00:14:51
& m"! Blocks FW version 2.0.0-21 v
& T
8 Cldip i Device status  ALIVE |Polling |
a8 @ Key readers
B e E

Special decoders

N suwncnboards [Confirm) [Reboot] [Cancel
@B [; P VolP phones /

B @ yigeo servers

B @ garage video Server

& anensmce %
B ix_:'] External person groups

= New device

-
® 19 Zones
Name Number

Main Entrance ] Deiete

Figure 93: Advanced Configuration - Video Server

The next page (Figure 94), allows to assign a mnemonic name to the camera and select the video input
which it is connected to. Table 34 shows meaning and values of each parameter.

ﬁ. NQ.H camera

Name :Main Entrance
Number 0]~]
10|
1
1 2
I3

Figure 94: Advanced Configuration — Adding a new camera to the Video Server
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Name Camera identifier, required alphanumeric field.
Max. length: 32 characters.

¥  Note: it is suggested to assign to each camera an identifier which
contains also the reference to the belonging module, so it
will be easier to identify the camera during selection.

Number Video input number. The value can be selected from the pull-down menu.
Available values are: 0, 1, 2, 3.

Table 34: Advanced Configuration — Configuration data of the camera associated to the Video Server

9.6 IP KEY READER

The IP key reader has no direct parameters to be configured. As for the call module, the door controlled
by the device must be added to the configuration to allow its opening. To add a door, after selecting the
item “Key Readers” and the desired device from the devices tree, click the button “Add a door”, in the
upper side of the page (Figure 95).

-5

$“ Technical Guide System 2 @] Garage Access Reader
@ Time Profiles Add door
B S8 primary call module

E Primary entry panel

@ [ Biocks — Gaeacio Accass o
Liniruertace

S| @,—] Key readers

& Garage Access Reader

IP address 192.168.2.7

MAC address 00:1E:E0:00:10:C0

& o Special decoders = FW version 0.0.0-1 )
W cmchboards Device status  ALIVE [Polling|
= G‘P VolP phones
:@5 Video servers
& Tf\{] External person groups : " . -
= | Confirm | | Reboot | \_Cance_l]

New device

Figure 95: Advanced configuration — IP key reader
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Setting and entry modes are the same as those described in the chapter “IPervoice Devices advanced
Configuration - IP Call Module , Doors” on page 133, even if in this case, as shown in Figure 96, there
are fewer parameters.

&_

Name :Vehicle Entrance gate

Door time L s

Timing profile _E|

¥ Special functions

riv ton r nin

© Notassigned.
Outputs :

Figure 96: Advanced configuration — Adding a new door to the IP Key Reader

¥ warning: the relay output of 1039/88 can directly drive an electrical lock, but if the relay is
used to open a vehicle entrance gate, for security reasons, the command must
always be carried out by an automation equipment control unit dedicated for this
purpose. The gate opening must never be directly activated by the relay output.

9.6.1 SPECIAL FUNCTIONS

The special command performed by the IP key reader is the following:

Drive output on Door The system executes the function on the configured outputs when the
Opening door lock release command is sent (using the proximity key or the “Exit
switch” input).
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9.7  ADVANCED ACCESS CONTROL ON IP NETWORK (IP MODULES)

The IPerVoice has two more devices, in addition to the IP key reader described above, which can be
used to implement an access control system with superior features. In brief, each functional unit
consists of a controller connected to the IPerVoice IP network (IP Module), and a door control unit (PIO
Module). The latter can manage up to four doors and four proximity readers. The main functions are:

» 12 Vdc power with possibility of installing backup battery in case of blackouts
» Control unit on IP network with local key and access profile database
Internal clock for autonomously managing access time profiles

Local storage of access ledger

YV V V

Control of up to four doors which can be connected to the IP Module on the bus RS485
» RFD MIFARE proximity readers*®

From the IPerVoice Frontend point of view, each functional unit is configured via the IP Module. To
access configuration after having added the device to the system using the same procedure used for all
the other IP devices, simply select “IP Modules” on the Devices Tree and click on the required device to
select it: the page like the one shown below will appear (Figure 97).

=] »%e— Technical Guide System -b@ IP Module 1
o G/) Time Profie Access -

B c\" Access Profies

& .m Door Profiles Name IP Module 1

@ S§ Primary call module IP address 192.168.1.2

3] E Primary entry panel MAC address 00:26:DE:13:05:4D

& Fﬁ‘rl Blocks FW version 1.0.4-2 ¥

@ [Fle PLin Device status ALIVE EE_’_"’__”_E Eioa_d_c__t:ﬂgj

B ] Key readers Forbid access with

. _’@ P Modules tamper alarm active
& ..g}) 1P Module 4 PR .
| Confirm | Cancel |
# oo Special decoders
[+ 0,) Switchboards
@ IP Vol phones =
1 EI Door list
4 @ Video servers e A 8 OO e e e

= ﬁ\a External person groups
Door connector  Hame
= New device

+ ‘55"1 Zones

1 P Module Door 1

5
13

Figure 97: Advanced Configuration — IP Modules

The meaning of the various available fields is shown in the following table.

*® MIFARE is one of the most common contactless smart card in the world. It is based on the ISO 14443 standard, type A
(passive RFID at 13.56 MHz).
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Name Device ID, mandatory field. Maximum length: 32 characters.

IP address IP address automatically attributed by the system server to the IP Module.
MAC address Univocal physical address of the device. This is used to discriminate the
devices from one another during configuration.

FW version Application firmware version installed on the device.

Device status Operating state, detected by the system. The possible states are:
UNKNOWN, POLL IN PROGRESS, ALIVE, DEAD.

Forbidden access with In case of tamper alarm detected by the IP Module, opening of the door is

tamper alarm active deactivated until the device is reset by the operator.
Default setting: Selected.

The following buttons are provided in addition to the typical “Confirm”, “Cancel” and “Polling”, which behave as
seen for the other devices:

» “Reload config” this is used to download the configured key, time profile and access
database to the IP module.

> “Reset Tamper State” this resets the tamper alarm on the device to restore door control
operation.

9.71 ADDITION OF A NEW DOOR

The doors to be controlled can be added by means of the control unit. Each device can manage up to
four in entirely independent manner. To add a new door, press “Add a door” in the “Door list” section
(Figure 97). A page similar to the one shown in Figure 100 will open.
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] New door
e ———— e —

Name IP Module Door 1|
Door access type Key code 3
Number 1 3
Door profile Custom El
Door time 1 s
Door Forced Alarm
Max Door Opening Time s
Time profile E[
Confirm | | Cancel

Figure 98: Advanced configuration — Adding a new door to the IP Module

Name

Door access type

Number

Door Profile

Door Time

Door Forced Alarm

Max Door opening Time

Door ID, mandatory alphanumeric field.
Maximum length: 32 characters.

Door type. The possible settings are:
o Key Code: access by means of proximity key
e Door Code: access by means of keypad

Number of the door on the call module. The setting can be selected from a
drop-down menu. The possible settings are: 1, 2, 3, 4.

Door profile to which the door must be associated (if available). The
setting can be selected from a drop-down menu. For more information on
door profile definition, see “Advanced functions configuration” on page
223.

Default setting: Custom.

Control relay pulse time. Each door is independent, which means that
different settings can be assigned to each one.
min: 1 sec, max: 999 sec

Default setting: 1 sec.

If selected, this means that the door will generate an alarm if it is forced
opened. Default setting: Not selected.

¥ Warning: An appropriate open door sensor must be connected to

the door control module to use this function.

This is the maximum opening time of the door after which an open door
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notification is generated.
min: 1 sec, max: 999 sec
Default setting: Not enabled.
¥ Warning: An appropriate open door sensor must be connected to

the door control module to use this function.

Time profile to be assigned to the door (if available) (see “Time Bands” on
page 66 The setting can be selected from a drop-down menu containing
the previously programmed profiles. For more information on time profile
definition, see “Time Profile Door” on page 228.

Default setting: No applied time profile

Tabella 35 Configurazione Avanzata - Programmazione Porte IP Modules
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9.8 SPECIAL DECODER

The special decoder advanced configuration concerns operation modes of the two relay outputs present
in the device. To access the configuration page, select the item “Special decoders” from the devices
tree, identify the desired device and select the number of the output to be configured (Figure 99).

&
e
i

Technical Guide System - o0 West BIO‘B Main corridor

Time Profiles

B &

Access Profiles

=o

2]

S8 primary call module Hame ‘est Block. Main corridor]
=
—— Primary entry panel
a IP address 192.168.2.5
ni% Blocks
[*[.] 1P Lift MAC address 00:1E:E0:00:10:98
|
@ Key readers FW version 26410 24
= et Special decoders B Device status ALIVE _POIIII‘Ig‘I
B 7° \yest Biock, Main corrider
~
L WB-MC-Light1
o WB-MC-Light2 ; : -
Confirm| Cancel |

Q’] Switchboards
'1 P VolP phones
D video servers !P— A Oumut “st

iﬁﬂ External person groups

= New device

Name Number
=
& 2
i WB-MC-Light! 0
WB-MC-Light2 1

Figure 99: Advanced Configuration — Special Decoder

OuTPUT LIST

Each special decoder is provided with 2 independent relay outputs, the first one with identification
number 0, the second one with identification number 1. To configure the behaviour of each output,
access the configuration page shown in Figure 100, ; the following table describes configuration specific
data. Outputs can be activated by the system when one or more events occur, as for example the
opening of a passage on a call module, a command sent by the concierge switchboard and so on *°. The
device is also provided with two inputs that can be activated by buttons or switches installed near the
device; the inputs can locally manage the respective outputs. A typical example where a local command
can be useful is the stair light management: the opening of the entrance door by the electric lock of the
call module generates the event which activates an output on the special decoder and turns the stair
light on. Also a button installed in the entrance hall and connected to the input of the same special
decoder allows to turn the light on.

® For the configuration of events able to activate special decoder 1039/80 outputs, see “IP call modules advanced
configuration” on page 104, “Concierge Switchboard” on page 109, “IP key reader” on page 111 and “Apartment
Configuration” on page 149.
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iﬁ" WB-MC-Liiht_‘l

Name WB-MC-Light1|
Number
Time 0 ( 0 means bistable )
Event List
Event Type ni";::r Event sender Sender name

Figure 100 : Advanced Configuration — Special Decoder outputs configuration

Name Output identifier, required alphanumeric field.
Maximum length: 32 characters.

¥ Note: it is suggested to assign an identifier to each output, which
must contain the reference to the belonging module, for an
easier identification during the procedure used to associate it
to the command event.
For example, to define the name of an output used to switch
a light of the special decoder “West Block, Main corridor”, its
identifier could be: WB-MC-Light1.

Number Output number. Read only field.
Allowed values: 0, 1

Time Pulse length of the relay output. Each output is independent, so it is
possible to assign different values for each of them.
min: 0 sec, max: 999 sec

Default value: 0, in this case the output operates in bistable mode.
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EVENT-OUTPUT ASSOCIATION

The procedure used to associate an output to an event used to control the output status consists in
some steps. For example, to activate an output of a decoder with a “special code” entered on the
keypad of a call module, follow the four steps shown in Figure 101. First of all, select the Special
Decoder to which the command must be sent (Step 1) and then define the desired output with its timing
parameters (Step 2). Identify the Call Module where the user will enter the special code, select in the
section “Special Functions” the previously defined output and the command type to be sent (Step 3). At
the end, go back to the Special Decoder and enter the special code * entered by the user on the
keypad® of the Call Module (Step 4).

WE-MC-Light|

0 maans satcie

Btion
e Eruntender  dancer name

Figure 101: Advanced Configuration - Association of the Command Event to the Special Decoder

 The special code must be numeric; its length must not exceed 8 digits.
> To activate the special code entering mode on the Call Module, press at the same time the button X and the button 0.
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9.9 VoOIP TELEPHONE

The VolP telephone 4501/5 has no other parameters to be configured, besides those described in the
respective section of the StartUp Wizard. No alphanumeric codes can be entered from the telephone
keypad; if the logic or topological codes defined in the system contain non-numeric characters, to call a
switchboard, another VolP telephone or the apartments, these codes must be entered in the telephone
directory. In this way, to perform a call, the telephone directory or the speed dialling can be used. The
programming procedure is performed by accessing the web server? of each unit 4501/5 or VolP-ATA
4501/30 (see “Preliminary Operations for VolP 4501/5 telephone registration ” on page 118 for login
procedure) and must then be repeated for each system device.

Two memory banks are available, that can be programmed for the following purposes:

» The directory (“Phone Book”)
» The speed dialling numbers (“Speed Dial Settings”)

The programming modes are the same in both cases, so only those concerning the speed dialling
numbers will be described.

After accessing the VolP telephone web server, select from the menu on the left side of the page (as
shown in Figure 63 at page 119), the item “Phone Book - Speed Dial Settings” to activate the function;
the page shown in Figure 102 will be displayed.

>>To obtain the IP address of each VolP telephone, select the device with the FrontEnd and read the IP address in its
configuration page. Do not note the IP address, because it could change, become invalid or be assigned to another device.
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Speed Dial Phone List

You could set the speed dial phones in this page

| Phone | _Name | NumberorURL | Select |
0
1
2
3
4
5
6
T
8
9 Concierge B2S1F1C1

_. Delete Selected | .- Delete All _' Reset |

Add New Phone
Position: (0~9)
Name

Number or
URL:

AddPhone | | Reset |

Figure 102: configuration —4501/5 VolP telephone numbers programming

10 speed dialling numbers are available, from 0 to 9; by selecting the respective code, the user can call

the programmed number. Besides the fields required to program a new number, described in the
following Table 36, there are some buttons, that make it possible to:

> Delete the selected number: “Delete Selected”
> Delete all the stored numbers: “Delete All”
> Undo the selection: “Reset”

Position Position to be programmed. Required field.

Name

Number or URL

min: 0, max: 9

Mnemonic name for the position to be programmed. Optional
alphanumeric field.
Maximum length: 31 characters.

Topological code of the device to be called. Required field. For example:
B2S1F1C1.

Table 36: Advanced configuration - Programming of 4501/5 VolP telephone speed dialling numbers
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To save the new programmed user or update an existing one, press the button “Add Phone”; to delete
information in the entered data field, press the button “Reset”.

DOOR OPENING WITH VOIP TELEPHONE

If the VolIP telephone 4501/5 is used as apartment station, it must be able to open the passages
(pedestrian door and vehicle entrance gate for example) managed by call modules. The default
telephone configuration is not suitable for this use, so it must be changed using the telephone web
interface. Access to the web server (as already described in the previous paragraph), select from the left
menu the item “SIP Settings” and “DTMF Settings”: the configuration page, shown in Figure 103.

In order to open the doors managed by the call modules using the telephone, click on the option “Send
DTMEF SIP Info” and press the button “Submit” to confirm.

In the following page the user is reminded to save the configuration and reboot the device to make the
changes active. To do this, click on the menu item “Save change” and on the save button: the telephone
will reboot with the new settings.

DTMF Setting

You could set the DTMF setting in this page

RFC 2833
Inband DTMF
@ Send DTMF SIP Info

Submit | | Reset

Figure 103: Advanced configuration — Settings for door opening with VolP telephone

Now the VolP telephone is configured as required; to open passages on call modules, press on the
telephone keypad the following buttons:

» Pedestrian door opening (0-MainDoor): Button ‘1’
» Vehicle entrance gate (1-Gate): Button ‘2’
¥ Warning: the door opening command is sent by the VolP telephone to the Call Module only

during conversation with the Call Module.
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9.10 STAIRS PRESET COMMANDS

To make system configurations easier, IPervoice allows to use some preset configurations which will be
used by the system if there are no specific settings. For each block and for each stair, a preset profile can
be assigned to some types of commands and behaviors. In order to configure the apartment stations of
the stair, IPervoice will use the stair profile to automatically assign to the apartment stations the preset
parameters. So the installer doesn’t need to configure them in manual mode®.

Available commands are grouped into three sections: the 1*' one defines images shown on call modules
for the block access; the 2" is used to assign call buttons and the 3 for IP special decoders (1039/80)
operations. To access the page shown in Figure 91, select “Blocks” from the devices tree, select the
block as shown by the red arrow and then select the stair for which preset parameters must be
configured.

4 -

?%" Technical Guide System :‘P‘ West Stair
7, i

c2 Q Time Profiles —

CS Access Profiles

S5
@ =2 Primary call module

Stair name West Stair

c2] -E Primary entry panel 1 |
Stair code (55) S1 -*

B[R giocks
Iﬂ‘flhstﬁlucl

El']!.'an Block
8 EL]\'.‘estEln:l
= N
& § Secondary cal module
® i Secondary entry panel

H (> el
Gateway West Tower Confirm Cancel

B € o

West Star

Figure 104: Advanced Configuration — Stairs preset commands

9.10.1 DEFAULT PATH IMAGES

This features helps the visitor to reach the Block where the called apartment is located. For each call
module associated to the stair, an image can be selected; this image will be shown on the display when
the door is opened to let the visitor in. The image will usually be a graphic map, i.e. a plan, used to
highlight the path to be followed to reach the desired block.

>* Further details about apartment configuration are in the chapter “Apartment advanced configuration” on page 172 and
following.
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7 Default path images

Images used to show to the caller the path to the apatment, one for each Call Module defined.

Main Entrance Call Module .
Import an image

/ | Browse.. | Clear|

West Entrance Call Module .
Import an image

| Browse.. | Clear|

{» Call buttons | Callbutton1 ||

[» Special functions

:Conﬁrm :Cancet J

Figure 105: Configurazione avanzata scale — Impostazione mappe grafiche predefinite

The configuration page will contain a list of the call modules where the plan can be set (Figure 105). See
the following table to receive information to set required parameters.

Call module name Under the call module item (in the example of Figure 105 “Main Entrance
Call Module” or “West Entrance Call Module”) there is a selection box; if
selected, this enables the display of the map (the system doesn’t allow to
save if the file is not present and the box is selected).

Import an image Field used to load the image in png, jpeg or gif>* format, shown by the call
module after the entrance door has been opened. As in other similar
cases, press the button “Browse” to select the desired image file. Press the
button “Clear” to delete the selected image.

Image max. size: 240 x 250 pixel.

Table 37: Stair advanced configuration — Access path graphic maps — Meaning of configuration parameters

9.10.2 CALL BuTTONS

On apartment stations there are some configurable buttons>®, which can send commands also outside
the apartment. They are usually used when the handset of the apartment station has been picked up (or

the conversation button has been pressed on hands-free models) to call a switchboard, another

apartment of the same riser column (connected to the same IP gateway) or a VolP telephone (Figure
106).

>*In order to convert from other graphic formats, use the application “Paint” provided with Windows operating systems or
other similar utilities.

>>The number of available buttons can change according to apartment station model used in apartments; in this case the
system uses the max. number of 250, specific for Modo and iModo Touch models.
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[» Default path images

¥ Call buttons | Callbutton1 [+

Not assigned.
' Switchboard:  SWB: Specific switchboards | Concierge
[©] Al Switchboards
Competence area switchboards
9 Not assigned.
Outputs : ?Output List
WB-MC-Light1 ON OFF @ TOGGLE
WB-MC-Light2 ON OFF @ TOGGLE
VolIP Phone sSwimming
Apartment Topological code :| B1
[» Special functions
'_Canceﬂ'.

Figure 106: Stair advanced configuration — Preset call buttons

Programming information are in Table 46.

Call Buttons

Not assigned

Switchboard

The system executes the command configured below when the call
button, selected from the pull-down menu, is pressed. Available values are
from Call button 1 to Call button 250. These are configurable buttons®
used when the apartment station handset is picked up (or the
conversation button on hands-free models has been pressed.

Default condition, when the button is pressed the system doesn’t send any
command.

This command is used to call a switchboard or activate outputs of a special
decoder. For switchboards there are three different choices:

» Specific Switchboard select from the pull-down menu
the switchboard to which the call
must be sent

> All Switchboards The call is sent to all switchboards

» Competence area switchboards The «call is sent only to
switchboards which have
competence in the apartment

*® For information about button on apartment stations, see the paragraph “Button Function Assignment” on page 76.
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VoIP Phone The call is sent to the VolP telephone selected from the pull-down menu.
Apartment In this case the call is sent to an apartment. The selection is made by

indicating the topologic code of the apartment, which must belong to the
same IP Gateway.

Table 38: Stair Advanced Configuration, call buttons — Configuration parameters meaning

9.10.3 SPECIAL FUNCTIONS

The last section is dedicated to commands which an apartment can execute to one or more system
outputs: Figure 107 shows the options available.

7 Special functions

Special buttons | Button 1 [ =]
9 Not assigned.
outputs: ||P] Output List
riv n r nin,
9 Mot assigned.

Outputs : [ Output List

riv n Gat nin;

9 Mot assigned.
Outputs : > Output List

H-in: ion n

9 MNot assigned.
Outputs : [ Output List

TVCC cameras: | Main Entrance

Pedestrian Door »
Main Entrance Call Modul > ~
L4 v
| -
Absence/Presence button
Q' Mot assigned.
Outputs: | I OutputList
Alarm signal
9 Mot assigned.
Outputs : > output List
[Confirm (Cancel|

Figure 107: Stair Advanced Configuration — Setting of special preset commands

Command types for outputs of 1039/80 special decoder are similar to the previously described ones (for
ex: page 132 or 143), but there are other commands specific for apartments. The following table shows
the list of different options.
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Special buttons

Drive output on Door
Opening

Drive output on Gate
Opening

Self-insertion button

Absence/Presence button

Alarm signal
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The system executes the command on the configured outputs when the
special button, selected from the pull-down menu, is pressed. The
available values are: Button 1 to Button 250°’. These are configurable
buttons.

The system executes the command when the user in the apartment
station requests a door lock release.

Note: The output of the special decoder will not be operated if the door
opening command is sent from a mobile device via the Call2U application.

Command similar to the previous one, executed when the vehicle entrance
gate is opened.

Note: The output of the special decoder will not be operated if the gate
opening command is sent from a mobile device via the Call2U application.

The system executes the command when the auto-on button is pressed
(see the paragraph “Auto-on, cyclic, mono and bidirectional audio” on
page 64 for more information about the auto-on function). In this section
it is possible to configure the cameras; the images coming from these
cameras are displayed in the apartment during the auto-on “cyclic”
function. There are two lists: the left one contains the cameras available in
the system (call modules and video servers cameras), the right one
contains the selected cameras.

When the user changes the resident absence/presence status, by pressing
the absence/presence button in the apartment, the system executes the
command on the configured outputs.

The system executes the command in case of alarm event coming from the
apartment (issued from the “panic alarm” button of apartment stations or
alarm interface 1039/61).

Table 39: Stair advanced configuration — Meaning of configuration parameters of preset special commands

>’ The number of available special buttons depends on the station model used in the apartment; in this case the max.
number is 250, specific for Modo and iModo Touch models.
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10 CoLUMN DEVICES CONFIGURATION

The configuring operations performed with the StartUp Wizard, described in the chapter “IPervoice
Devices advanced Configuration” on page 127, do not exhaust the subject of the devices belonging to
IPervoice system riser columns. In particular, this chapter describes how to program the column devices
by means of SmartPhone or Netbook, how to configure the column lift interface 1039/37 and how to
add new 4-user decoders.

10.1 COLUMN DEVICES PROGRAMMING

The operations concerning the configuration data download to “column devices”, such as decoders
1039/34, intercom interfaces 1039/36 and lift interfaces 1039/37, must be performed on each device.
The system configuration data stored on the server and collected by the Frontend must be downloaded
to a “Mobile” device. The required data is sent to each single device by Bluetooth.

IP System Server
(1039/1)

e Gateway IP/CATS Intercom Interface
,i-} (1039/50) ouruser 2039/ 3‘_“ :

IP Call Module ey = > _. :
(1039/14) (1039/3) \ Lift Interface

-\

]
1
]
]
]
)
]
]
1
]
1
]
]
]
1
]
]
1
1
]
1
1
]
(]
]
]
(1039/37) :
]
]
]
1
1
]
]
)
]
]
1
]
]
]
1
]
1
]
]
1
]
]
1
1
1

Installer Configuration &5 - bl
Notebook Nty SlBe1 el
Smart Phone Smart Phone
First config Step === === e=—= w== o -3 Second config Step

Figure 108: Column devices programming procedure — configuration steps

165



|Per

Voice
At present, the following “Mobile” products are supported by IPervoice:
> PDA or PDAPhone with Symbian operating system’® (e.g. Nokia)
> PDA or PDAPhone with Windows Mobile®® operating system (e.g. HTC, Samsung)
» Netbook and Notebook with Windows operating system (XP, Seven)
¥ Warning: all the listed products must be provided with a Bluetooth communication interface,

in order to download data to column devices by means of the Bluetooth
programming device 1039/56; PDA phones must also have a USB port for connection
with the PC used to access the FrontEnd.

10.1.1 SOFTMOBILE SOFTWARE INSTALLATION

Data download from the PDA Phone to the column device is performed with a software application, that
must be available on the PDA. If this operation is performed for the first time, or if a new “Mobile”
device must be used, the “SoftMobile” software must be installed. With the IPervoice FrontEnd, it is
possible to select the version suitable for the PDA being used, and then download it to the PC for the
installation. To perform this operation, select the item “MAINTENANCE” from the main menu and then
“Write to Mobile” (Figure 109). A page is displayed, where, besides the button used to download the
config.dat file, described later in this document, there are two other buttons: the first one is used to
download the version for Symbian PDA, the second one to obtain the software dedicated to Windows
Mobile devices (Figure 110).

REFRESH  STARTUP WIZARD DIAGNOSTIC i MAINTENANCE |

ON

Device change  Backup and restore R CRGEL G

Figure 109: SoftMobile Software installation — Procedure start-up

> Warning: Current version of SoftMobile application support only UlQ 3 and S60 3rd Edition, Feature Pack 1 and S60 5th
edition (AKA Symbian”1), of Symbian operating system. For this last one, on “touch-screen” devices, the SoftMobile
application only operates in "keyboard emulation" mode.

> Warning: Dev ices using WIDCOMM implementation for Bluetooth interface, as iPAQ Hewlett Packard (HP) devices or PDA
HTC Touch2 are not compatible with the current SoftMobile application.
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Write to Mobile

It provides to the installer the ability to download all
the programmable configurations of the system into a mobile device.

| 4% iicbae Mobile configurator (for Windows device) .

Figure 110: Column devices programming procedure — SoftMobile Software Installation

The installation procedure can be different according to the device type; please refer to the user manual
provided with the Netbook or PDA used. In any case, consider the following information:

PDA with Symbian
operating system

PDA with Windows
Mobile operating system

Netbook or Notebook

SoftMobile software installation must always be performed on the
“memory card”, never on the device main memory.
Also the file containing the system data (config.dat), used to program the
column devices, must be saved on the “memory card”, not in the
application folder (e.g. in a folder named IPervoice).

There are no constraints for SoftMobile software installation, nor for the
folder of config.dat file containing the system data (e.g. IPervoice). At
present, the IPervoice system supports Classic or Professional Version 6 of
Windows Mobile operating system, the standard version is not yet
supported.

There are no constraints, they are portable Personal Computers. Windows
XP and Vista operating systems are supported in the available versions.

Table 40: SoftMobile Software — Installation and use information

¥ Warning: At present there is no “SoftMobile” software version for Netbook and Notebook, but
it will be soon available.
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10.1.2 SYSTEM DATA DOWNLOAD TO PDA AND SMARTPHONE DEVICE

Once the configuration made by means of the FrontEnd is completed, the system data can be collected
to be sent to the PDA. This operation must be performed with the same PC used until now to access to
the FrontEnd. Leaving the PC connected to the FrontEnd, the configuration data must be downloaded
from the IPervoice server to the “Mobile” device that will be used to program the riser columns.
Because a direct download is not possible, the data must be first downloaded from the IPervoice server
to the PC by means of the FrontEnd specific function, then from the PC to the Mobile device. So,
connect the PDA to the PC with the USB cable provided with the PDA. If the operation has been
correctly performed, after few moments, the “Mobile” device will be available like any other removable
device®® (Figure 111).

Cartelle
4 Ml Desktop
> J. Pubblica
4% Computer
' ﬁ. SystemDisk (C:)
ca RECOVERY (D:)
e Unita DVD RW (E:)
@ DataDisk (F:]/
ﬁ Nero Scout
E] PDA Phone
, & Rete
L_-‘E] Pannello di controllo
- 5| Cestino

"'-I 2 elementi

s -
- i

-_—

Figure 111: Column devices programming procedure — PDA/PC connection

After this preliminary checking, the system configuration file can be downloaded from the IPervoice
server, saved for example on the PC®! “Desktop” folder and then copied to the PDA. To perform this
operation, select from the FrontEnd main menu the item “MAINTENANCE” and then “Write to Mobile”
(Figure 112).

% To make the PDA visible a removable device in “Explorer”, it may be necessary to install some specific software drivers on
the PC. Please refer to the manuals provided with PDA device or SmartPhone.

ot Warning: the configuration file cannot be saved directly on the Mobile device, so it must be saved in a PC folder and then
moved to the PDA.
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REFRESH STARTUP WIZARD DIAGNOSTIC | MAINTENANCE |

-y _h!_l_n
Device change  Backup and restore RULICRGEp G

Figure 112: Download of system data to PDA — Procedure start-up

The FrontEnd shows the page where the download can be started (Figure 113): by clicking the button
“Download Dat file” the browser opens a dialog window to choose the destination folder: for example,
select the folder “Desktop” and press “Save” without changing the file name suggested by IPervoice®.

-] Write to Mobile

Itp to the i the ability to all
the programmable configurations of the system into a mobile device.

|Download Datfile|

Figure 113: Download of system data to PDA — config.dat file download

The last step consists of moving the config.dat file, now saved on PC, to a specific PDA folder. The Figure
114 shows an example, where the file has been saved in the “IPervoice” folder on the PDA memory
card. To perform this operation, use the functions of Windows “Explorer” to copy a file from one folder
to another.

¥ Warning: as previously described, “Symbian” Mobile devices impose some limitations on the
destination folder to be used for the config.dat file: it must be on the “memory
card”, not in the PDA internal memory, it must not be the same used to install the
application software for column devices programming. PDA based on Windows
Mobile do not have these limitations. However, it is suggested to use the same
procedure for both the device types: always save the config.dat file on the memory
card, for example in a folder named IPervoice.

* The configuration file is called config.dat. This name cannot be changed, in order to be identified and loaded correctly by
the PDA software.
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Dimensioni

I Decumenti
E Immagini
B Musica config.dat

Altro »

Cartelle
| e SuperM
| e System Volume Information
L telerik
.. Temp
I .. TestProjects
-_ ﬁ Nero Scout
i @ PDA Phone
e Scheda di memoria

e IPervoice

1 elemento

Figure 114: System data download to PDA — Destination folder

Once the copy is completed, the USB connection between PC and PDA is not needed any more. The PDA
can be disconnected and used to download system data to column devices.

10.1.3 DOWNLOAD OF SYSTEM DATA TO COLUMN DEVICES

To download system data, the SoftMobiIe63 application, installed on PDA®* is used. First of all, launch the
application: if it starts for the first time, the screen displayed is shown in Figure 115°°.

® In some versions, the application could be named VisioSoftMobile (Windows Mobile) or Client Midlet (Symbian).
*For details concerning the application installation on PDA, refer to Appendix.
® The images show: on the left the version for Windows Mobile, on the right the version for Symbian (Nokia Navigator 6110).
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i UientMIDlet

No Data

waiting

Figure 115: System data download to column devices — SoftMobile application start-up

In the upper side of the display appears the message “No Data” in Windows Mobile version, or “Site
List” in Symbian version, to indicate that data included in the config.dat file, previously downloaded to
the PDA, is not yet available for the application. The file must be selected; because its download modes
are different for the two operating systems, both the examples will be described.

CONFIG.DAT FILE SELECTION AND DOWNLOAD (WINDOWS MOBILE)

Select the config.dat file by clicking on the item “MENU” and then on “Config”, as T

shown in the figure on the right. The next step is shown in Figure 116: the user sees
the screen shown on the left side of the figure. Press the button “select” to gain 3 READ FROM BT
access to the page on the right side, where the config.dat® file can be selected from 4 Search

the list. In the example the /Pervoice file row is selected in the folder. After selecting --_—_
the file, the application goes back to the previous screen; press the button “Submit” to download the
config.dat®’ file. After the download is completed, the file is shown as a simplified devices tree.

®The application searches all the “memory card” files that have .dat extension.

*The selection of the config.dat file must be performed only the first time, or if it must be selected from a folder different
from the previously configured one. The application saves the selection and automatically loads its contents each time it is
executed.
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/4 | config & € 0.03 ok / 4 | config & 4£ 0.04
Apri

Cartela: [Tutte le cartele  ~|[ Annul |

Tipo:  [Config(*.dat) ~|

" Nome A |cart.. |Data |

@ CLINE IT_plus... 12/02 12—
[@cnamE Canary_... 11/0221
IT_plus... 12/02 12
Canary_... 11702 21
IT_plus... 12/02 12

Figure 116: SoftMobile, Windows Mobile version - config.dat file selection

CONFIG.DAT FILE SELECTION AND DOWNLOAD (SYMBIAN)

The SoftMobile application, in Symbian version, uses an external utility to download the config.dat file.
This application is called “Database Manager’®® and is installed in the same folder containing the
SoftMobile main application. To load the config.dat file, first of all the user must close the SoftMobile
application, if open on the PDA, then launch the Database Manager application. After this, a page as
shown in Figure 117 will be displayed. The available options as follows:

Change Path Allows selection of the folder in which the config.dat file has been
downloaded.

Fill Database Once selected the desired config.dat file, this option makes it possible to
load or update the internal database, containing the system structure.

Bluetooth Makes it possible to receive the configuration through a Bluetooth ®
connection.

Exit Ends the Database Manager application.

® Database Manager application is an integral part of SoftMobile software for Symbian; they are automatically installed
together .
® This function will be available in next PDA software versions.
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r Database MNG 3

th file
(Choice an Item

' © FillDataBase

| Change Path |

i O Blue Tooth

Figure 117: Database Manager — Application start-up

The first step consists of selecting the config.dat file, that must be saved (as already described in
“SoftMobile software Installation” on page 166) on the PDA “memory card”, and not in the SoftMobile
application folder. To start this operation, select the item “Change Path” and click “OK”: the file search
function will be activated. Using this function, select the folder where the config.dat file was previously
downloaded. After this operation, the application will go back to the main screen, by highlighting the
item “Fill Database”; confirm to make SoftMobile application data available. The images of Figure 118,
show the two steps required for loading.

e Path of Files = Database MNG

Memory card/IPervoice/
config.dat
(Choice an Item

| Fill DataBase 3

© Change Path
| o .B_.IUR::‘T-O‘J-&II“

- © Exit

Memoria telefono/
C:/
Memory card/

E:/ |

Figure 118: Database Manager — configuration file download

This operation is needed each time a configuration file is downloaded to the PDA. Once this operation
has been completed, the Database Manager application can be closed and the main application
(SoftMobile) can be launched again, to start the programming procedure.
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DEVICE SELECTION AND SYSTEM DATA DOWNLOAD

Every time system data must be downloaded to column devices, the Bluetooth interface 1039/56 must
be connected to the device to be configured.

Figure 119: Bluetooth programming interface

For the connection, use the provided cable without down powering the device to be programmed’. If
the connection is correct, the green led on the interface, near the connector, turns on.

The procedure used to download configuration data to a column device, for example a 4-user decoder,
is very easy. First of all, select the Block or Stair in which the device to be programmed is included; from
the devices tree, click twice on the Block and then on the Stair (step 1 of Figure 120). A list will be
displayed, that shows the IP gateway and all the associated 4-user decoders. Click twice on the desired
decoder’® (step 2) to select it. Now it can be programmed. With a Windows Mobile PDA (upper side of
the figure), by clicking on the item “MENU” and on “WRITE TO BT” (step 3), the download procedure is
activated; with a Symbian PDA, select the item “Options” and then “Write To BT” (lower side of the
figure).

7% The device must be powered in order to perform the programming procedure.
" The installer must select the right device to be programmed and connect the Bluetooth programming interface to it. The
system is not able to identify a wrong selection, so the parameters will be downloaded to the device in any case.
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Figure 120: SoftMobile, Windows Mobile and Symbian versions — System data download to the 4-user decoder

The next page is shown in Figure 121 on the left: here press the button “Search Device”: for the first
time, if the Bluetooth device has not been identified yet, the PDA automatically shows the identification
procedure (“Pairing with Bluetooth programming interface (Windows Mobile)” on page 177 e “Pairing
with Bluetooth programming interface (Symbian)” on page 177).

If the Bluetooth device is already paired with the PDA, its name will appear in the pull-down menu in the
centre (Figure 121, on the left): press the button “Connect” (Windows Mobile), or select the item
“Conn” (Symbian) to download data to the 4-user decoder; if the operation has been successful, in case
of Windows Mobile device, a popup window will be displayed, with the message “Write successfully”’?
on the right upper side of Figure 121.

72 Displayed only in case of PDA SoftMobile application with Windows Mobile. In case of Symbian PDA, once the download
phase is completed, if no errors have occurred, the application goes back to the page containing the list of 4-user decoders.
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Site: Technical Guide System
Block:West: Block(B2)
Stair:West Stair(S1)

1039/56 Programming Device |

[ Connect | | CcCancel |

Connessione BT

« Connect Server

1039/56 Programming... Conn. to: 1039/56

Programming Device
Status:
Check Device....

]

(FZIFIIIITII
dbg0
cnt=6 dopo read n=6
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Figure 121: SoftMobile, Windows Mobile and Symbian versions — Bluetooth device selection and data download

The download procedure is now completed, the Bluetooth programming interface 1039/56 can be
disconnected; repeat the same procedure to configure the next column device.

¥ Note: if the programmed 4-user decoder manages apartments equipped with intercom
interfaces (1039/36), these must also be configured, to complete the apartment
programming procedure. Otherwise, the configuration can be considered complete
and the next decoder can be programmed.
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PAIRING WITH BLUETOOTH PROGRAMMING INTERFACE (WINDOWS MOBILE)

If the Bluetooth device 1039/56 is used for the first time, the identification procedure is automatically
activated. Figure 122 shows the procedure to be used in this case: first of all the user is informed that a
new Bluetooth device has been detected and is asked to confirm if it must be added to the list of devices
known by the PDA. If accepted, it is possible to go on with the procedure and the “passkey”, 0000, must
be entered. After this, click the button “Next” to complete the identification procedure; from this
moment, the interface 1039/56 is known by the PDA and the identification procedure is not needed any
more’>.

Immettere la passkey 0

Immettere una passkey per stabilire una
connessione protetta con 1039/56
Programming Device.

Search Device
[1039/56 Programming Device |

e

1039/56 Programming Device desidera
connettersi al dispositivo in uso mediante 23/1[2[3]|4|5[6[7[8|9[0]'|i|®
Bluetooth. Aggiungere 1039/56 Programming lalwlel[r[t]yJulifo]plelu
Device allelenco di dispositivi? GIaIs]dIfIgIhIi[kIIIMé[

E'E [z]x[c|v[b[n|m|[.[.[-]«

Indietro

Figure 122: SoftMobile, Windows Mobile version — Bluetooth programming interface identification and pairing

PAIRING WITH BLUETOOTH PROGRAMMING INTERFACE (SYMBIAN)

The automatic identification procedure of the Bluetooth device 1039/56, in case of Symbian Mobile
device, is shown in the three images of Figure 123. Once the Bluetooth programming interface’* has
been detected, it is shown to the user: select the item “Conn” to try a connection to the Bluetooth
device. In some cases, as shown in the image on the centre, the PDA could require a confirmation to the
user before going to the next step; by answering “yes”, the security code will be requested (like the
previous passkey, i.e. 0000), to establish the connection. Once the code has been entered, select the
item “OK” to complete the operation and include the Bluetooth interface “1039/56 Programming
Device” in the known devices.

|f the interface 1039/56 is replaced, the identification procedure must be repeated. It is also suggested to use a single
programming interface: the PDA cannot distinguish different units of the same type, and so the download could not work
properly.

* Make sure the Bluetooth interface is activated on the PDA before starting the search operation.
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Figure 123: SoftMobile, Symbian version — Bluetooth programming interface identification and pairing

CHECKING OF PARAMETERS DOWNLOADED TO THE COLUMN DEVICE

Even though the application has confirmed the correct download of configuration parameters, it can be
useful to check the data already downloaded to the device. To perform this operation, click on the item
“MENU”, if Windows Mobile PDA is used, or on the item “Options” for Symbian PDA. In both cases, after
this operation select the item “READ FROM BT”. The application will require connection to the

Bluetooth interface using the previously described modes. After reading, a page will be displayed, as
shown in Figure 124.

/ 4 | pecoder_Conl N2

_ ¢ 18.10 jok
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1=
!
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Figure 124: SoftMobile, Windows Mobile and Symbian versions — 4-user decoder parameters reading

Mnemonic names used in the FrontEnd are not downloaded to column devices (in the example,
“Decoder1”), so the PDA will read this name from its database and show the data to the user. It follows
that the name cannot be used to check if data has been downloaded to the right device. The checking
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must be performed, for the 4-user decoder, comparing the number assigned to the device; regarding an
apartment, using its special parameters, for example those highlighted in , i.e. the lower part of
topological code (Floor and Apt), and the call codes assigned to the apartment stations buttons; this
subject will be dealt with in the chapter “Apartment advanced configuration - Call Buttons” on page 198.
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Figure 125: SoftMobile, Windows Mobile and Symbian versions — Apartment parameters reading

SEARCH FEATURE

The SoftMobile application is provided with a search function that allows to easily identify a device in
the system. To use this function, the procedure changes, according to Windows Mobile or Symbian
version. In the first case, click on the “MENU” item (right bottom) and then on the “Search” item. In the
second case, click on the item “Options” (left bottom) and then on the “Search” item. Figure 126 shows
both the situations.

7s | SoftMobile Bo . Y, 1fx 1145 ok
Site List

- Site List
&
Site List:
T echnical Guide System

= Technical Guide System

Enter
Read From BT
Config
A End Midlet
Via Bologna 18§ 3 READ FROM BT
4 Search

CONFIG 28

Figure 126: SoftMobile, Windows Mobile and Symbian versions — Device search feature
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For both PDA models, the search can be performed by “Topological Code” and by “Device Name and
Type” (Figure 127). To start searching, select the item “Search”.

e Search  @° 2 Y, x1146 ok Jll 3% Search  @o & Y, ix11.46 ok

Search by . iy

Device Type  Device Name
ot g - |

Obj l Name l Code Device l g?_tt?;vav

Decoder IF
Vila IF

Master DoorPH
Alarm IF

|Inter com IF

CONFIG CONFIG

%_"4 topologic % . deviceform j

1]
Topologic Code ‘ Device Type & Device... I
ALL
O Gateway
o Lift
Decoder
Villa
O Master DoorPH

Figure 127 : SoftMobile, Windows Mobile and Symbian versions — Search mode

The list displayed depends on the search mode’: in the first case, the display will show the items
identified by a Topological Code according to the configured search method, typically Blocks, Stairs,
Floors and Apartments. Double click on the desired item to access the list of its devices’®. In the second
case "’ the list of devices belonging to the selected type will be directly accessed: in this case, double
click on the desired item to directly display its detailed data.

7 System elements can be searched also by filling partially the search field; for example, the first two digits of the topological
code or the first characters of the device name.

’® When accessing a stair item, the display will show its gateways, 4-user decoders and lift interfaces.

77 0n Symbian devices, to select the search mode by “Topological code” or by “Type and device name” press the button
“Selection” (in models with joystick, this is the central button of the device).

180



|Per

VoICE

% |Search  @° & V, 1fx14.17 ok

- SoftMobile

Search by
|:’ D D |:| 0bj Name Topologic code

Blk EastBlock B1

”3’“ Code || Str LeftStair B1S1
k  East Block B1 :

Bock  Main Bock B0 Blk MainBlock BO

Block  West Block g2 |=| Str LeftStair BOS1

ool oo i S Str RightStai B0S2
i & ¥ 151

Star  Left Star gos: | Blk WestBlock B2

Star  Right Stair BOS2

Stair West Stair B2S1

Stair Switchboards & VoIP CDSV =]

Anart Wigetr Chair B2S1E1

4 m »
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Figura 128 : SoftMobile, versioni Windows Mobile e Symbian - Risultati ricerca per Codice Topologico

10.1.4 PARAMETERS FOR COLUMN DEVICES CONFIGURATION

IPervoice configuration data, required for correct operation of the system, is of a different type. It is
programmed in the IPervoice server by means of the FrontEnd, as already described.

¥ Warning: column devices must be programmed only AFTER all configuration data has been
stored in the FrontEnd database. Otherwise, if some system data are changed in the
FrontEnd database, many column devices may need to be reprogrammed, in order to
operate correctly.

The following table shows what devices need to be reprogrammed, according to changed parameters. If
one or more parameters in the table are changed, the column devices configuration file config.dat must
be regenerated, as described later, and downloaded to the PDA,; all the devices subject to changes must
be reprogrammed.
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Parameter co::;::ed Configuration at page Devices to be programmed
Time T1 1039/34 and Pag. 101 All the devices 1039/34 and 1039/36 in the
(Call Pickup time) 1039/36 “Site Configuration” system
Ti T2
ime , 1039/34 and Page 101 All the devices 1039/34 and 1039/36 in the
(guaranteed conversation ves ) s,
X 1039/36 Site Configuration system
time)
Wizard: 106
Decoder Number '|zar p?ge . The devices 1039/34, where the parameter
. e 1039/34 Devices configuration:
(4-user decoder identifier) Number has changed
page 184
Wizard: Page 107 and | The devices 1039/34, where the parameters
FI Apart tC 1039/34
CLLELL A UL ST / 108 Floor Code and/or Apt Code have changed
There are the following cases:
e Only the devices 1039/34 of apartments,
where the parameters Call Buttons have
Call codes of apartment .
. . ) . changed, for apartment stations connected
station programmable 1039/34 and Devices configuration:
buttons 1039/36 age 198 to 1035/34
Pag e The devices 1039/34 and 1039/36 of
apartments, where the parameters Call
Buttons have changed, for apartment
stations connected to 1039/36
. The devices 1039/34 of apartments, where the
Al Interf 1039/34 Wizard: 108
arm Interace presence / \zard: page parameter Alarm Interface has been changed
Intercom !\lumber Devices configuration: | The devices 1039/36 where the parameter
(Intercom interface 1039/36
. ipe page 218 Number has been changed
identifier)
The devi 1039/36 of t t h th
Decoder Port Number Devices configuration: € devices /36 of apartments, where the
) e 1039/36 parameter Decoder Port Number has been
(Apartment identifier) page 193
changed
Lift Interface Code Devices configuration: | The devices 1039/37 of apartments, where the
. . . c 1039/37
(Lift interface identifier) page 186 parameter Code has been changed
Second audio channel 1039/50 Devices configuration: | All devices 1039/34 present on the involved riser

present

page 127

column

Table 41: Column devices programming — table of parameters / devices programming dependencies
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10.2 4-USER DECODERS CONFIGURATION

4-user decoders are associated to a Block and a Stair and are physically and logically connected to an IP
gateway. To select the device to be configured, its respective IP gateway must be identified; then
expand the item “Decoders”, that includes the devices 1039/34 (Figure 129).

s - A
B O,  Decoder list
v
@ (D time profiles Add a decoder
=
B S8 primary call module
= Primary entry panel
B |sm giocks Name Number
& [aR East Block Decoder1 1 Delete
& [k main Block Decoder2 2 Deisk
- Decoder3 3 i
B lak west Block Delete
* Decoderd 4 Delete
B+ weststair

- =
B =8 secondary call module B
8= Secondary external module
S| _*’GaxewayEasﬂ'ower
_E' s :Decodenmeﬂace
& ¢ ~uDecodert
LS
..'0: Decoder2
LS
.':0: Decoder3

& «¢~uDecoderd

Figure 129: 4-user Decoders configuration — Devices list

Click on the desired decoder name to access to its configuration page, as shown in Figure 130.

L,t:}\I Decoder1

Decoder name __Decoder1

Decoder number |1

Devicestatus  ALIVE

Name Code
Apartment1 Al Delete
Apartment2 A2 Delete

Figure 130: 4-user Decoders configuration — Configuration data
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The following table shows the modifiable data, the same data that can be configured with the StartUp
Wizard. Up to four apartments can be associated to each decoder; in this configuration page it is
possible to add, delete or change data. For all information concerning the apartments configuration,
refer to the chapter “Apartments Configuration” on page 190.

Decoder Name Name assigned to the decoder, required field.
Maximum length: 32 characters.
Decoder Number Decoder unique numeric code, in the respective gateway domain.

Required field.
Values from 1 to 270.

Device status Device status detected by the system.
The status can be: UNKNOWN, POLL IN PROGRESS, ALIVE, DEAD.

Table 42: 4-user Decoders configuration — Parameters meaning

10.3 LIFT INTERFACE CONFIGURATION

Lift interface modules 1039/37 are used to command lift control units, in order to enable visitors to go
up only to some floors, according to the called apartment. Lift control units are driven by changing the
status of one or more inputs of these control units with corresponding command relays.

10.3.1 OPERATING MODE
IPerVoice allows to configure two operating modes for the lift interface:
» Floor Mode — default

» Apartment Mode

The configuration is performed for each stair, as shown in Figure 131. The first mode (Floor Mode)
allows to configure the interface commands according to the apartment floor: in this case, several
apartments of the same floor will have the same relay activation diagram. The second mode allows to
set a different configuration of commands for each apartment of the same stair: this is useful if there
are several apartments on the same floor, each one with its own lift.
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swirname | Stair01

Stair code (55) s

Lift mode

Floor mode

{> Call buttons | Callbuton1 ||

| Confirm |

Figure 131: Lift Interface Configuration - Lift mode setting

Also lift interface modules are associated to a Block and a Stair and so they are connected to an IP
gateway. To select the device to be configured, identify the IP gateway to which the lift interface is
associated, expand the item “Lift Interface” that contains this type of devices and click on the desired

module (Figure 132).

";" Technical Guide System

8
=0

8= Primary call module
-

- Primary entry panel

8 flsiocks
& ] East Block

Time Profiles

B |3 wain Biock
B | west Block
g

=53
B =3 secondary call moduie

West Stair

m =
= Secondary entry panel

B & Gateway west Tower

B

Figure 132: Lift Interface Configuration — Devices List
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Relay Path
Name m
Code L1
Status UNKNOWN | pO"II"Ig ]
Confim | (Cancel]

Figure 133: Lift Interface Configuration - Main configuration data

The display shows the configuration page, similar to that shown in Figure 133; besides main data, shown
in the following table, to complete the configuration perform the following two operations:

» Creation of access path

» Association of command relays

Name Name assigned to the lift interface, required field. Maximum length: 32
characters.
Code Device unique alphanumeric code, composed according to the respective

gateway. Required field.
Fixed length: 2 alphanumeric characters (ex. L1, 01, 1L, etc.).

Status Device operating status detected by the system. The status can be:
UNKNOWN, POLL IN PROGRESS, ALIVE, DEAD.

CREATING THE ACCESS PATH

The lift interface is provided with 24 relays which can be configured, with the FrontEnd, in order they
close after an event is occurred in the system. A typical case is enabling the visitor, that enters the
residential building, to use a lift only to go up to the floor or apartment according to the lift operation
mode, where the resident with the selected name lives. To do this, it is necessary to create a path, that
is an association between the device used to enter the building (for example a main or secondary call
station or an IP key reader placed near a driveway gate) and the destination of the visitor, that is the
floor/apartment’®.

In the example, only the Floor o Apartment are mentioned, because Block and Stair depend on the gateway to which this
lift interface is connected.
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To access the path configuration, click on “Path” item under the device name, as shown in Figure 134:
the display will show the page with the list of the paths already configured. To change an existing path,
click on the linked device type or name; to add a path, click “Add a path” in the upper side of the page.

"é'" Technical Guide System list

)
& Time Profiles
=

B33 Primary call module

8-= Primary entry panel

B iR siocks
B iR east slock
& A% Main Block

Type of linked devices Name of linked devices

Primary Call module Main Entrance Cal Module
Key reader Garage Access Reader

B o west Biock
= ¥ West Stair
B S socondary cat movie
8= Secondary entry panel
B HGeteww West Tower
22 Decoders
= mm interface

g .L|||I

E’? Main Entrance Cal Mod
.

" i Garage Access Reade

Figure 134: Lift Interface Configuration — Path list

In both cases, the display shows the configuration page, as shown in Figure 135.

l}-é Main Entrance Call Module

Type of linked device Name of linked device
\Callmodule ___|v| | MainEntrance Call Module [»]
Relay activation time : ) 415 sec
@ 5min ) )
' Custom | sec
O infinite

Figure 135: Lift Interface Configuration — Creation of access path
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The data available for the configuration are summarized in the following table:

Type of linked device List of device types to which the path must be linked.
Allowed values: Call module, Entry panel, key reader, Switchboard.

Name of linked device List of system devices of the selected type. The selection of a device is
required.

Relay activation time Activation time of relays associated to the path, in seconds. The following

options are available:

e 15sec
e 5 min
e Custom
e Infinite

In the third case, it is necessary to specify the relay excitation time, in
seconds.

¥ Warning: It is important to remember when creating an access path that the “IP Module” type
device cannot differentiate paths according to the door (from 1 to 4). The path will
thus be considered “by device” and not “by door”.

ASSOCIATING COMMAND RELAYS

To complete the lift interface configuration, command relays must be associated to floors/apartments.
Both in “Floor mode” and in “Apartment mode”, the association is performed in the same mode, the
only difference is the section where the configuration is performed, in the first case in the floor section,
in the second case in the apartment section. For each floor/apartment to be enabled, it is necessary to
associate the switching of one or more relays, which enable the lift to go up’.

ASSOCIATING IN FLOOR MODE

In order to associate relays to floors, it is necessary to configure the floor parameters: to do this, select
from the devices list the desired floor/apartment®, identify the interface to be configured and select the
relays to be activated. This operation must be repeated for each floor to be managed. Figure 136 shows,
for example, the activation of the relay “LIFT RELAY 1” if the lift must be enabled for “Floor 1”.

Pltis possible to activate more than one relay for each floor/apartment, in order to perform complex selections, if needed
by the lift control unit (for example, if a several digits binary code must be used).
®Each lift interface operates only on its block/stair, so select only floors of the right block and stair.
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14 - UFTRELAY 4
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Figure 136 : Lift Interface Configuration — Command relay association in Floor Mode

ASSOCIATING IN APARTMENT MODE

In this case, the operation is performed by configuring the settings of each apartment. First select the
desired apartment ! from the devices list, then select the interface to be configured in the section “Lifts
serving this apartment” and select the relays to be activated. As shown in the previous case, this
operation will be repeated for each apartment. Figure 137 shows, for example, the activation of “LIFT
RELAY 1, LIFT RELAY 2” relays, if the lift must be linked to “Apartment 1”.

Name Apartment 1 |
Topological code [B2 |[s1 |[F1[=][A1 ]
Logic code [2100 |

Decoder port number _D_(D_E_Fl_!]_l_:]

= LIFT RELAY 1
= LIFT RELAY 2
- LIFT RELAY 3
- LIFT RELAY 4
- LIFT RELAY 5
- LIFT RELAY 6
= LIFT RELAY 7

Figure 137: Lift Interface Configuration — Command relay association in Apartment Mode

# Each lift interface operates only on its block/stair, so select only apartments of the right block and stair.
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11 APARTMENTS CONFIGURATION

An important chapter for the IPervoice start-up concerns the apartments configuration. These can be
connected to a CAT5 dedicated network or to an IP network, according to the type of riser. The system
provides many functions; these will be described by category, starting from the device involved with use
in configuration phases. The following subjects will be treated:

» Apartment selection

Adding of an apartment in minimal configuration
Advanced configuration of apartment functions
Management of Residents associated to an apartment

Apartment stations configuration.

YV V. V VY V

Intercom interfaces configuration

After the procedures used to configure traditional apartments, the chapter will describe special details
about management of apartments composed by IP devices.

11.1 APARTMENT SELECTION
To select an apartment in the devices tree, two different modes are available:

» Selection by the respective 4-user Decoder

» Selection by the respective Floor

In the first case, identify, inside the block-stair, the IP Gateway that manages the riser column, then
select the 4-user decoder to which the apartment is connected (Figure 138). The same operation must
be performed to add a new apartment to an existing decoder.
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Figure 138: Apartment selection — by 4-user decoder

In the second case, identify the desired floor inside the respective block-stair, then apartments are
displayed, as shown in Figure 139.

¥ Warning: The function “Add IP apartment”, shown in the page, is used to add an apartment
equipped with IP devices only. This function will be soon available; at the moment, to
add an apartment, select the 4-user decoder. For further information about “IP
apartment” configuration, see the paragraph “IP Apartments Configuration” on page

220.
*$* Tochnical Guide System = @ Floor1
@ T P i i iﬂ . __...:_
] Primary call module
= primary entry panel Name Floor!
e Eklﬂloclta Code F1
B m‘JEast Block
/¥ Main Block
B Rl westeioc Lift serving this floor
2
8 West Stair
& §§ Secondary call module . .
L Secondary entry panel aoanmentisl
.‘ <2} (‘:’Galeway EastTower Hame Code
e _ _El_ﬁ-'.? Floors Apartmentt A1
T‘. =] @TFMOH _..l Apartment2 A2
Apartment1
Apariment2 | Confirm | Cancel

Figure 139: Apartment selection — by respective Floor
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11.2 ADDING AN APARTMENT

To add an apartment to a 4-user decoder, click the button “Add apartment” under “Apartment List”, as
shown in Figure 138.

¥ Note: The function “Add apartment” is only available if there are currently one or more
free outputs on the selected 4-user decoder.

The FrontEnd displays the data entry page, as shown in Figure 140. Because this paragraph concerns the
minimum data that allows IPervoice to manage a new apartment, only the parameters concerning the
“Basic Info” section of the configuration page will be described. The other functions will be described
later in the section “Apartment advanced configuration” on page 194.

Name | |
Topologicalcode (B2 |51 |[F1[+]| |
Decoder port number | 0 (DERT) [+

Figure 140: Apartments configuration — adding an apartment

The following table shows the data to be entered. After entering the desired values, press the button
“Confirm” to permanently save the information.
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Name Apartment name. Required field. Maximum length: 32 characters.

Topological code It is the apartment unique code. The user must specify the Floor, by
selecting it from the pull-down menu and must enter the last part of the
real topological code. Required field. Fixed length: 2 alphanumeric
characters (e.g. 01, A1, 1A, AB).

Logical Code Unique logic code for the apartment. Available only if the system is
configured in logic addressing mode. Required field. Length from 2 to 8
alphanumeric characters.

Decoder Port Number Apartment decoder port. It is an RJ45 socket named DER1, DER2, DER3,
DER4. The value can be selected form a pull-down menu, the available

values are: 0 (DER1), 1 (DER2), 2 (DER3), 3 (DER4).
The FrontEnd only shows the ports not yet assigned.

Table 43: Adding an apartment — Meaning of basic configuration data
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11.3 APARTMENT ADVANCED CONFIGURATION

Even though the previously entered “basic” information is enough to make an apartment active, it is
possible to enter other configuration data, concerning the following functions:

» Call Forwarding

» Floors that can be accessed by the residents of the specific apartment (Floors accessible by
the residents of the apartment)

Interaction with the call module (In the calling call module)
Graphic maps of access paths (Path Images)

Buttons used to call other devices (Call buttons)

YV V V VY

Special functions (Special functions)

11.3.1 CALL FORWARDING

This section, shown in Figure 145, is used to select behaviour of the main terminal in the apartment in
case of calls®”. There are two operating modes:

» Voicemail recording
» Call Forwarding

The first mode is used to forward incoming calls to the video door phone voicemail service. The second
is instead used to transfer the incoming call to an SIP device (typically a smartphone or a tablet)
connected to the Internet. Enter the SIP name to be contacted in the specific text box to forward the
call. The name must be a user registered on the Urmet SIP server at sip.urmet.com.

Note: An Internet connection with upload bandwidth of at least 1Mbs and a download bandwidth of at
least 2Mbs is an essential prerequisite for correct operation of the call forwarding function.

¥ Warning: The two operating modes are mutually exclusively. Both are activated on the
apartment station by enabling the voicemail function.

Ez Call Fomardlng

9 Voicemail recording

Call Forwarding

Figure 141: Advanced apartment configuration — Call forwarding setup

8 This section is only available if the call forwarding function is configured on the IPerVoice system. See Server
Configuration” on page 261. for more information.
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11.3.2 FLOORS ACCESSIBLE BY THE RESIDENTS OF THE APARTMENT

This section, that is shown expanded in Figure 142, makes it possible to select the floors to which the
apartment residents can access. This function is related to the use of the lift interface 1039/37, that
allows residents to be associated to a list of floors enabled for the use of the lift. By selecting the box
near the name, the installer can add the floors accessible to the residents.

Once the configuration is completed, press the button “Confirm” to save information.

IF2 - Floor2

["IF3 - Floor3
["IF4 - Floors
["IF5 - Floors

["1F6 - RoofFloor

Figure 142: Apartment advanced configuration — Setting of floors accessible by residents

¥ Note: The floor where the apartment is located, in this case F1 — Floorl, is shown, but it
cannot be de-selected from the list of floors.
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11.3.3 IN THE CALLING CALL MODULE

This section describes the configuration data concerning the interaction between apartment and call
modules and vice versa. This data is related to two main functions: the first one, provided by the devices
1039/13 and 1039/18, allows some apartment parameters to be changed from the door unit; the
second one allows a specific message to be shown to visitors, that will be displayed on the call module
when the resident is absent.

Call module password eesesessse

Absence message active

Absence message

Apt logo

Import an image

@ ; - .
| | Browse.. | Clear|

Figure 143: Apartment advanced configuration — Setting of relation parameters between apartment and call modules

The Table 44 shows the meaning of data to be entered.

Call module password A password can be used on the call module to configure some apartment
functions. In this field it is possible to change the password from the
default value to the value required. To perform this function on the call
module, enter as username the apartment topological code, followed by
the password set using this function®®>. Numeric field.

Minimum length: fixed, 8 characters.

Absence message active If selected, an absence message, described below, is displayed on the call

module when the apartment is called.

Absence message Absence message displayed on call modules.
Maximum length: 60 alphanumeric characters.
Apt Logo Image in png84 format (Portable Network Graphics) shown by the call

module when the apartment is called.
Image max. size®: 110 x 170 pixel

Table 44: Call modules settings — meaning of configuration parameters

®The default password is: 12345678 for all the apartments. By changing the default password, the system also allows to
configure a different password for each apartment of the building.

#To convert an image from other graphic formats, as jpeg, gif or bmp to png, the application “Paint”, provided with Windows
operating systems can be used, or other similar utilities.

® This is the size of the image shown by the call module display; bigger images will automatically be scaled..
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11.3.4 PATH IMAGES

This paragraph will deal with subjects already described in the previous section. In this case, the target is
the visitor, helping them to visually find the Block that includes the apartment they are visiting. For each
call module associated to the apartment, it is possible to choose an image, that will appear on the
display when the door is opened to let the visitor in. The image, usually a map, is used to highlight the
path to be followed to reach the desired Block.

Images used to show a caller the path to the apartment, one for each Call Module defined.

Main Entrance Call Module Import an image
2
Q [ Browse.. | Clear|
West Entrance Call Module Import an image
- | | Browse.. J[Cleau

Figure 144: Apartment advanced configuration — Choosing Graphic maps

In the configuration page there is a list of call modules where the help map can be set (Figure 144). The
following table contains all the information needed to set the required parameters.

Name of the call module  Under the call module name, shown in the example of Figure 144 “Main
Entrance Call Module” or “West Entrance Call Module”, there is a selection
box: if selected, path map visualization is enabled..

(The system disables the saving, if the file is not present and the cell is
selected).

Import an image Field used to import the image in png86 format (Portable Network
Graphics), displayed by the call module after the entrance door has been
opened. As for all other similar cases, click the “Browse” button to select
the desired image file..

Table 45: Graphic maps of access paths — meaning of configuration parameters

¥ To convert an image from other graphic formats, as jpeg, gif or bmp to png, the application “Paint”, provided with
Windows operating systems can be used, or other similar utilities
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11.3.5 CALL BUTTONS

On the apartment stations there are some configurable buttons®’ (seven max.), that can send
commands outside the apartment. They are mostly used, when the apartment station handset is off-

hook (or the conversation button has been pressed, in hands-free models), to call a switchboard, to call

another apartment in the same riser column (managed by the same IP gateway), or to call a VolP
telephone (Figure 145).

7 Call buttons | Callbutton 1[~]

©' Not assigned.
Switchboard : SWB :

VolP Phone

Apartment Topological code : | |

Figure 145: Apartment advanced configuration — Call buttons

The Table 46 contains the programming indications.

Call Buttons The system executes the command, configured as described below, when
the same call button selected from the pull-down menu is pressed.
The available values are: Call button 1 to Call button 7. These are
configurable buttons®; they are active if pressed when the apartment
station handset is off-hook (or the conversation button has been pressed,
in hands-free models).

Not assigned Default condition, when the button is pressed, the system does not
execute any command.

Switchboard The command is used to call a switchboard or activate special decoder
outputs. Three options are available for switchboards:

» Specific Switchboard From the pull-down menu, select
the switchboard to be called
> All Switchboards The «call is sent to all the

switchboards

¥ The number of available buttons can change, according to the apartment station model the presence of “additional
buttons” module.

® For further information about door phone buttons, please refer to the paragraph “Button Function Assignment” on page
62.
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» Competence area switchboards The call is sent only to switchboards
with competence on the apartment

VolP Phone The call is sent to the VolP telephone selected from the pull-down menu.

Apartment In this case, the call is sent to an apartment. The selection is made by
entering the topological code of the apartment to be called, which must be

managed by the same IP gateway.

Table 46: Call buttons — Meaning of configuration parameters

11.3.6 SPECIAL FUNCTIONS

When an event occurs, the commands performed by an apartment station, directed to one or more
system outputs, are many and various, as shown in Figure 146.

Special buttons  Button 1|

@ Not assigned.
Outputs: [ OutputList

Drive output on Door Opening

9 Not assigned.

Outputs : [ Output List
Drive output on Gate Opening

@' Not assigned.
Outputs : [> Output List

Self-insertion button

@' Not assigned.
Outputs : [ Output List

TVCC cameras: | Main Entrance Call Modul - N

»|

Rd Al
£/ v
« J

Absence/Presence button

@ Not assigned.
Outputs: [ Output List

Alarm signal

9 Not assigned.
Outputs : [>> Output List

Figure 146: advanced configuration — Special functions setting
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Even though the commands for special decoders 1039/80 outputs are similar to those already described

(for example, on page 132 or page 143), there are two options, described in the following table and

concerning two new aspects: the “special buttons” and the cameras, activated in auto-on cycle.

Special buttons

Drive output on Door
Opening

Drive output on Gate
Opening

Auto-on button

Absence/Presence button

Alarm signal

The system executes the command on the configured outputs when the
special button, the same selected from the pull-down menu, is pressed.
The available values are: Button 1 to Button 6. These are configurable
buttons®®; they are active if pressed when the apartment station is in
stand-by (the handset is on-hook).

The system executes the command when the user in the apartment
station requests a door lock release.

Command similar to the previous one, executed when the vehicle entrance
gate is opened.

The system executes the command when the auto-on button is pressed
(see the paragraph “Auto-on, cyclic, mono and bidirectional audio” on
page 64 for more information about the auto-on function). In this section
it is possible to configure the cameras; the images coming from these
cameras are displayed in the apartment during the auto-on “cyclic”
function. There are two lists: the left one contains the cameras available in
the system (call modules and video servers cameras), the right one
contains the selected cameras.

When the user changes the resident absence/presence status, by pressing
the dedicated button in the apartment, the system executes the command
on the configured outputs.

¥ Warning: the absence/presence button is only available on the
Master apartment station (i.e. on the apartment
station with identification number 0).

The system executes the command in case of alarm event coming from the
apartment (issued from the “panic alarm” button of apartment stations or
alarm interface 1039/61).

Table 47: Command setting for special decoders — meaning of configuration parameters

® For further information about door phone buttons, please refer to the paragraph “Button Function Assignment” on page

62.
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11.4 RESIDENT MANAGEMENT

As already described, the IPervoice system manages the residents data, by associating them to the
apartments. So, the system creates “residents address books” linked to their respective blocks and
stairs, instead of a single general directory.

To add a new resident, select, in the devices tree, the item “Resident” related to the apartment where
the name is to be saved. (Figure 147).

¥ Note:  Two options are available to select an apartment in the devices tree: select the IP gateway
and then the 4-user decoder to which the apartment is connected, as shown in the
example, or select the apartment from the floors list (the item “Floors” and then the
apartment floor).

"é" Technical Guide System = m Resident List

B D 1ime profies " ' Add a resident
22 primary calt module
- Primary entry panel
B [ak Biocks

& mﬂsasl Block

%1 Main Block

Resident name Resident First name Visible

B ik west Block
N
a .lf West Stair
gg
B =2 Secondary call module
-
— Secondary entry panel
S| Q:’ Gateway EastTower
rad

¢ “uDecoder interface
L

1.’0‘4 Decoder1

B L spatmentt
8 (%] resigent
@Duornhone

Apartment2

Lln interface
4
. ® é"}Fltmrs

Figure 147: Apartment configuration — Adding a new resident

m Resident List

Add a resident

Resident name Resident First name Visible

John Brown Yes Delete

Figure 148: Apartment configuration — Residents list

201



|Per

VoICE

Click on “Add a resident”, under the title, to gain access to the data entry page. If some residents have

already been added, they will appear in the list, as shown in Figure 148.

(4]

Add a resident

Resident Last Name Brown
Resident First Name John
Visible 9 Yes No

Phone number

Forward phone number

Accessiblity level

Access profile | Custom Access ||

Used door code sed key co

_Conﬁlm

Cancel

Figure 149: Apartment configuration — Entering the main data of a new resident

Table 48 helps to understand the meaning of the main values to be entered; click the button “Confirm”

to add the new resident to the directory.

Name
Firstname

Visible

Phone number

Forward phone number

Accessibility Level

Free information

Access profile

Name, required field. Maximum length: 32 characters.
First name, required field. Maximum length: 32 characters.

Visible resident: if set to Yes, it allows the name (surname and first name)
to be displayed on the call modules.
Available values: Yes, No. Default value: No.

Telephone number associated to the resident. This field is optional.
Maximum length: 16 numeric characters.
Not used. For future purposes.

When selected it allows, from the pull-down menu, to multiply by the
indicated factor the door opening time programmed on the device.
Allowed values: min: 1, max: 10. Default value: Not selected.

Field available for adding notes and information.

Selection of user access profile (if available). The value can be selected
from a pull-down menu which contains the previously programmed
profiles, if present. For information about access profile definition, refer to
chapter “Advanced functions configuration - Access Profile” on page 231.
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Used door code If selected, it means that a door lock release code is associated to the
resident. For programming procedure, see the paragraph “Door Code
Configuration” on page 204. Default value: Not selected

Used key code If selected, it means that a proximity key is associated to the resident. For
programming procedure, see the paragraph “Key Code Configuration” on
page 207. Default value: Not selected

Table 48: Residents management — Basic data programming

An image or passport photograph can be associated, if required.

11.4.1 RESIDENTS ADDRESS BOOK UPDATING

Once the residents data has been entered, the residents address book must be rebuilt. This operation is
performed by the IPervoice server to update the call modules directories. To activate the function,
select the item “UPDATE SYSTEM” on the main menu: the result is displayed in a pop-up window, as
shown in Figure 150.

o Rebuild address books has succeeded

Figure 150: Residents address book updating — operation result

¥ Warning: this operation must be performed each time the residents address books are
changed. Otherwise, the call modules and the respective switchboards will not show
these updates.

The system will inform the user each time an operation is performed, which requires an Address Book
rebuild and when a system configuration update is needed, highlighting the item “UPDATE SYSTEM” on
the main menu, as shown in Figure 151.

switckto [ REBOOT LOGOUT
MOBILE MODE

Figure 151: System updating — update request
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11.4.2 DooR CoDE CONFIGURATION

To open a door from a main or secondary call module, a “Door code” can be used. A code, unique in all
the system, can be assigned to each resident; when this code is entered on the keypad of one or more
call modules, the relay used to open the door or the vehicle entrance gate90 is activated. During
configuration, it is possible to select, among the available devices, those enabled for the opening with
this code. The section indicated by number 1 of Figure 152 shows how to select devices and door types
that can be used to enter in the building. Notice that IP key readers, if present, cannot be selected

because they are not equipped with a keypad.

Access profile _CustomAccess E

V] used door code B Used key code
Door Code
Time profile I ; E]

7] startvalidity  |2011-05-1708:02 [5]]

7] Endvalidity  |2012-051708.02 5|

=)

| Suspended

--...

7 primary callmodule | =

|
- |
Main Entrance Call Module | Fl I
Pedestriar| B |
Vehicle entrance gatd [ |
West Entrance Call Module | 0 |
Pedestriarl @] |
Vehicle entrance gatd B |
Garage Access Reader
Vehicle entrance gate
Paﬂdng Access Reader
Parking barrier

Figure 152: Door Code configuration — Data entry

*|f the door code is configured for opening both the passages managed by the call module (pedestrian door and vehicle
entrance), once the code has been entered, a message on the call module will ask the user to select the passage to be
opened: by entering 1, the first passage will be opened, by entering 2 the second one will be opened.
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The following table shows the meaning of the available fields:

Door Code

Time Profile

Start validity

End validity

Suspended

Selected Door
For Door Code

Numeric door lock release code, required field. Minimum length: 4
characters, 8 characters max.

¥ Note: to activate the “hold-up” code, enter a valid door code
increased by one unit, e.g.: door code: 123456, associated
hold-up: 12345§.

Selection of Door lock release time profile (if available) (see paragraph
“Time Bands” on page 66). The value can be selected from a pull-down
menu which contains the previously programmed profiles, if present. For
information about time profiles, refer to chapter “Advanced functions
configuration - Time Profile Access” on page 229.

Default value: No time profile applied

If selected, it allows to define the validity start date of door lock release
code. Before this date the code will not open the passage.
Default value: Not selected

If selected, it allows to define the validity end date of door lock release
code. After this date the code will not open the passage.
Default value: Not selected

If selected, the door lock release code will be disabled and will not allow to
open the passage.
Default value: Not selected

Selection of doors enabled to be opened. If the “check-box” at the top of
the list is selected, the doors of all devices are enabled, then those of a
specific device type, and so on.

Table 49: Door Code configuration — Meaning of data
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11.4.3 Ky CoDE CONFIGURATION

Using the same method, one or more passages can be opened with a proximity key (model 1125/50). In
this case, a key is associated to the selected resident. It is possible to select doors related to call
modules, as for door codes, or doors managed by IP key readers. Figure 153, in the section indicated by
number 2, shows this condition.

Access profile | Custom Access E|

[7] used door code Used key code
wison  [aesinis]
Time profile | [=]
Color | None E] INone El]

[ startvalidity [2011-05-1703:02 [5]]

[F] endvalidity  [2012-05-1708:02 [5]]

7] Suspended

v | ) }

[ - |
Main Entrance Call Module & |
Pedestriar ] |
Vehicle entrance gatJ il |
West Entrance Call Module | 7] |
Pedestriar B |
Vehicle entrancegad @ |
ader | & ]
Garage Access Reader (7] |
Vehicle entrance natJI O |
Parking Access Reader & |
Parking barrie!_ _ __;:_ |
Figure 153: Key Code configuration — Data entry
¥ Note: It is also possible to assign proximity keys to residents with a guided procedure, using

the device “Encoder 125” as described in the paragraph “Automatic Key Code
Wizard” on page 209.
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Time Profile

Start validity

End validity

Suspended

Color

Selected Door
For Key Code
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Proximity key identification code. Required field in hexadecimal format.
Fixed length: 8 characters.

¥ Note: the identification code is engraved on the back of the key.

Selection of Door lock release time profile (if available) (see paragraph
“Time Bands” on page 66). The value can be selected from a pull-down
menu which contains the previously programmed profiles, if present. For
information about time profiles, refer to the chapter “Advanced functions
configuration - Time Profile Access” on page 229.

Default value: No time profile applied

If selected, it allows to define the validity start date of the proximity key.
Before this date the code will not open the passage.
Default value: Not selected

If selected, it allows to define the validity start date of the proximity key.
After this date the code will not open the passage.
Default value: Not selected

If selected, the proximity key will be disabled and will not allow to open
the passage.
Default value: Not selected

Colour code, used to identify the proximity key. The final code is composed
by the two colours that can be selected from the pull-down menus (Figure
154). The available colours are:

None, White, Blue, Red, Green, Yellow, Orange
Default value: None

¥ Note: to put the selected colour code on the proximity key, insert
the provided coloured insets in the suitable slots on the back
of the key.

Selection of doors enabled to be opened. If the “check-box” at the top of
the list is selected, the doors of all devices are enabled, then those of a
specific device type, and so on.

Table 50: Door Code configuration — Meaning of configuration data
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V! Used key code
Key code (TITITITY]
Time profile '
Color None [~
Start validity 201105
| End validity 2012-05-
| Suspended

Yellow

o) e

Figure 154: Key Code configuration — Colour code assignment

11.4.4 AuTOMATIC KEY CODE WIZARD

In order to assign the identification code of a proximity key, it is also possible to follow a guided
procedure with the “Wizard”, which can be activated by the FrontEnd main menu (Figure 155).

[ WiZARDS | DIAGNOSTIC MAINTENANCE
Startup wizard Automatic Key Code Wizard

Figure 155: Automatic Key Code Wizard - Function selection

To use this function, the device “Encoder 125” is needed, which is used to read proximity key codes. The
Encoder 125 must be connected, with the provided cable, to a USB port of the computer, where the
IPervoice FrontEnd is being used. The device is directly powered by the PC and so it doesn’t need any
additional power supplygl. Remember to connect the Encoder before starting Wizard, so the system can
correctly identify it. In the first Wizard page it is possible to define some search criteria and options
which will be used to assign identification codes. The table describes the meaning of available items.

' The device is correctly powered by the PC USB port if the bicolor led on the device is RED.
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Selection ¥ Residents ¥ Externals

Residents

Block | All - Stair | All = Floor | Al

Externals
Externals groups  All | =
Options

Skips persons who have already a key code configured.

4 askforc before 0 the existing code.

- Apartment | All | =

Back lo main page Next

Figure 156: Automatic Key Code Wizard - Search criteria selection

After search criteria have been defined, press the button “Next”. The system activates the Encoder and

is ready to read proximity keys. If this operation is performed for the first time, follow instructions

described in the previous paragraph.

Selection

Residents

Externals

Options

Two options are available as search filter:
Residents and Externals. If selected, the first one allows to assign keys to
residents, the second one to externals.

¥ Note: To continue, one of the available options must be selected.

The section is shown if this item has been selected. There are four filter
categories, which can be activated by four pull-down menus. These allow
to refine the search of residents to be assigned. They are:

e Block: to select a special block
e Stairs: to limit the search to a specific stair
e Floor: to limit the search to a single floor

e Apartment: to select a special apartment

As in the previous case, the section is shown only if this item has been
selected. In this case, the restriction is applied to the belonging group of
externals. The selection is performed from a pull-down menu.

In this section there are two options:
e Skips persons who have already a key code configured
e ask for confirmation before overwriting the existing code

The first one allows to select if to skip or not persons who have already an

assigned code, the second one to asks for confirmation before overwriting
an existing code.
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ENCODER CONFIGURATION

The first time the Automatic Key Code Wizard is used, some preliminary operations must be performed
in order to use the encoder device. The Encoder 125 doesn’t need any special configuration, but the
connected PC must be provided with “Java 2 Platform, Standard Edition”. This can be freely downloaded
from the Internet site Oracle.com®. If this operation has been correctly performed, a page as the one
shown in Figure 157 will be displayed. The user must select the item “Always trust content from this
publisher93 as shown by the arrow, in order to start the application % which will read identification data
of proximity keys.

@ Automatic Key Code wizard

r

Impossibile verificare la firma digitale
m Lasthame: Brd | dell'applicazione. Eseguire I'applicazione?

First Hame : Jol

Apartment : Apy

Nome:  AutoleyCodeApplet
| Autore: (NON VERIFICATO) FDI MATELEC

Da: http:/f192.168. 1.1

iz Considera sempre attendibdl i contenut di questo autore.
7 [Esega | [[na ]

La firma digitale non pud essers verficat da una fonte
W 1| accreditats. Essguine scio se 3i ritens attendible forigine Ulteriori informazion...
N defapplcaticns.

Back to select choice page Backto mainpage || Skip

Figure 157: Automatic Key Code Wizard - Encoder activation

If the activation phase has been successful, when the button “Execute” is pressed, the encoder image
will be displayed, with the device firmware version (Figure 158 under the image. Otherwise, the image
shown in Figure 159 will be displayed. If the second image appears, check that devices are properly
connected, requirements have been met and repeat the operation following the described sequence.

Figure 158: Automatic Key Code Wizard — Encoder activated Figure 159: Automatic Key Code Wizard — Encoder not connected

> Now it can be downloaded following information on: http://www.oracle.com/technetwork/java/javase/downloads

> |f the check mark (tick) is not selected, the Encoder will not work properly

* The application which controls the Encoder 125 is based on a Java Applet inside the Internet browser used to connect to
IPervoice FrontEnd.
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JAVA PANEL CONFIGURATION

Java application (Applet) used to manage the encoder could be updated after a new version of
IPervoice is installed (see “IPervoice Server Upgrade” on page 267). The PC used for connection to
FrontEnd downloads the Applet from IPervoice server. Only the first time it is used, the old version must
be deleted before downloading the new one. This operation is performed from “Java control panel”

III

inside “Windows control panel”, shown by the following icon: &) Java (32 bit)

[ T
| 45| Pannelic di controlio Java Ml
[Generale | ago [eva Avanzate Impostazionidirete NN =5
Informazioni su Impostazioni proxy di rete
Visualizza le informazioni sulla versione del pannello di controlio Java. UUsa impostazioni proxy del browser predefinito per la connessione a

Internet.

[ Informazion su... | LR v 1Y
= Indrizzo: B
Impostazioni di rete I
1o 2 proxy pe
Le impostazioni di rete vengono utlizzate per effettuare le connessioni. -
5 Java utikzza be i W ci rete del browser Web. La modifica & Usa sorip di configurazione automatica proxy

queste impostazioni & destinata ai sol utentl avanzat,

Connessione diretta

| impostazion ®rete... |

(o ] [(amae ]

File temporanei Internet

1 file utikzzati nefle applicazioni Java vengono memorizzati in una speciale cartella
Per UNa SUCCESSVa esecuBione pil rapids. La modfica d queste impostazioni o

Telminazione dei file sono destinate ai soli utenti avanzati. =
Impastazioni fil ummﬁg@,
Elimina file temporanei

[ impostazion... _L Veualizzal | (V] drchiviai fie temy
Posizions /1 Eminare i seguent fie temporanei?
E— - [ 4K 5]
(Lo ][ Am |

Selezionare i pd
_— Hoers\omtv 1A V) Bopicasoni sopled
/| File traccia e registro
Spazio su disco ! |
Selezionare i Ind
Inpostarelo ol (o ] [[amda |

Figure 160: Java configuration — Network settings and temporary files

Double click with the mouse to see the control panel where two operations must be performed:

» Checking network settings

» Deleting Internet temporary files

The first operation can be performed once, and its purpose is to check that Java environment uses the
same network settings as those used by the Internet Browser: as shown in the upper side of Figure 160,
after pressing the button “Network settings” check that the item “Use Browser settings” is selected and
then press “OK”.
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The second operation must be performed each time the IPervoice server is updated; after pressing the
button “Settings...” and “Delete file...” a dialog window will appear, asking to confirm temporary files
deletion; check that both tick boxes are selected and press “OK”.

When this operation has been completed, it is possible to execute Automatic Key Wizard or download to
the PC the new version of Encoder management application.

IDENTIFICATION CODES ASSIGNMENT (KEY CODE)

Figure 161 is the Wizard page where to assign Resident — Proximity key. In the page there are two
sections:

> Current Person
> Next Person

The first one shows the person (resident or external) whom the code acquired by the encoder will be
assigned. The second one shows the next person selected by Wizard according to search criteria
specified before. To go to the next person with no changes, press the button “Skip” on the right bottom
side of the page.

_@7 Automatic Key Code wizard

Current Person Next Parson

Last Hame : Brown Last Name : Smith
'* First Mame : John % First Name : Paul

Apartment : Apartmenti Apartment : Apartment!

\

)

Back to select choice page Backtomainpage || Skip

Figure 161: Automatic Key Code Wizard — resident selection

To assign a proximity key, put the key in the seat on the Encoder and wait for the confirmation “beep”
emitted by the device: if the proximity key is not assigned to another user and the selected person has
not an assigned key, the Wizard executes the operation and suggests the next person. If the person is
already assigned to a key, the system asks for a confirmation, showing the Popup window Figure 162.
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@ Do you confirm to change key code for this person?

LiYes;| No

Figure 162: Automatic Key Code Wizard — Code change

If the key is already assigned to another user, before changing the assignment from the old to the new
user the system will ask for a confirmation (Figure 163). In both cases press “Yes” to confirm the
operation and “No” to skip and go to the next person.

This key it’s already assigned to folowing person. Can you

confirm replaced by the selected person?
¢ | Last Name : Brown
'x First Name : John

Apartment : Apartmenti

|Yes i_ No !

Figure 163: Automatic Key Code Wizard — Changing code assignment

Repeat the operation until the list of selected persons is completed. This condition is shown by the
button “Skip” which becomes dimmed. However, the user can reboot the Wizard to assign keys to other
groups of people or correct the group previously selected.
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11.5 APARTMENT STATIONS CONFIGURATION

The IPervoice system supports three types of apartment stations:

» Door phones
» Video door phones

» Hands-free video door phones

If the initial configuration has been performed with the StartUp Wizard, to each apartment station of
the system is assigned the Video door phone category; in this way, the system can establish audio and
video communications. In order to assign the correct typology to devices, access with the IPervoice
FrontEnd to the section dedicated to apartment station configuration. Apartment stations are
considered to be devices included in the apartments; to select the desired apartment stations, identify
in the devices tree the apartment that includes them, and expand the item “Door phone”. The system
will display the list: click on the desired apartment station in the column “Number” or “Type” to access
to the modify page (Figure 164). To add a new apartment station, press the button “Add a door phone”

under the title.

3 ‘ »
“$* Technical Guide System (39 Door phone list
v
) Q Time Profiles Add a door phone
=0
B 22 primary call module
8= Primary entry panel ehar Type
B |ikE
= Blacks 0 Audio door phone Delete

fok ast B1ock
B [ak main Block
8 ri&\.‘.'est Block
8y West Stair
g&
=3 Secondary call module
i Secondary entry panel
B <_: Gateway EastTower
8 .:ou Decoder interface
Ry
8 ¢ u Decoder1
8 -E- Apartment1
m Resident
18 @Door phone
@DP 0
13l Apartment2

Figure 164: Apartment stations configuration — Devices list
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Apartment station configuration data is shown in Figure 165, their meaning in Table 51.

P)

DPO

Number 0 v (0 defined as «Master door phone™.)
Type Audio door phone v
Room monitor

enabled Yes No

SIP address B2B1F1A100

Device status  ALIVE Polling

| Confirm |

Number

Type

Room monitor enabled

Topological Code

Device status

| Cancel

Figure 165: Apartment stations configuration — configuration data

Apartment station identification number. The value is selected from the
pull-down menu.

¥ Warning: Each apartment must always have an apartment station
with identification number 0: this is the “Master door
phone”, used by the system for automatic diagnostic
operations.

Apartment station type. The selection is made from a pull-down menu; the
available values are:

e Audio door phone: Door phone — audio only.

e Video door phone: Video door phone — audio and video

o Hands free Video door phone: Hands-free — Hands-free audio and
video

Default value: Video door phone

Room monitor enabling95. Available values: Yes, No.
Default value: No

Topological code assigned by the system (it cannot be changed by the
user).
¥ Note: The last two digits are obtained by the apartment station

identification number (from 00 up to 15).

Device status detected by the system. The status can be: UNKNOWN,
POLL IN PROGRESS, ALIVE, DEAD.

Table 51: Apartment stations configuration — Meaning of configuration data

i enabled, this function allows the concierge switchboard, in case of an alarm coming from the apartment, to activate, on
the apartment station, a mono-directional audio link, in order to listen what is happening in that apartment.
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11.6 INTERCOM INTERFACE CONFIGURATION

If four stations per apartment are not enough to meet system requirements, IPervoice allows to extend
this limit up to a max. of sixteen, using intercom interfaces. One to four intercom interfaces (1039/36)
can be added for each apartment; each interface allows to connect up to four apartment stations. To
add a new intercom interface, first of all select the desired apartment from the devices list and click on
“Add intercom interface”, as shown in Figure 166.

NHame al i
Topological code 1_52 S1 [ F1 EAZ
Logic code ' |

Decoder port number :. 1(DER2) E|

Figure 166: Intercom Interface Configuration — Adding a new interface

If an interface 1039/36 has already been added to the apartment, in order to add other similar devices,
use the interfaces list, as shown in Figure 167. Access to the same list to change or delete previously
added interfaces.

S] El?‘ww Block i
E J‘H"Wesl Star

=2
2] =¢ Secondary cal module
o=
—— Secondary entry panel
= Hame Number
=] G; G:Ieway West Tower

=] 1.:0\- Dicodess Intercom1 0 Delste
S| Decoder!
‘E‘mmﬂentl
8 Apartment2
B [H] pescerss
|E® hntercom interface

_E Intercomi

Figure 167: Intercom Interface Configuration — Intercom Interface List

In both cases, the user must enter the name and the number of the new device; Figure 168 e la Table 52
describe meaning and allowed values of the parameters for this operation.
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Name Intercom1
Humber 10]~]
-
! 2

Figure 168: Intercom Interface Configuration — Intercom Interface configuration data

Name Name assigned to the intercom interface. Required field.
Max. length: 32 characters.

Number Intercom interface number inside the apartment.
The number can be selected from a pull-down menu; available values are:
0,1,2,3.

The FrontEnd only show not assigned numbers.

Table 52: Intercom Interface — Configuration data

After this preliminary phase, it is possible to configure apartment stations. As shown in Figure 169, to
add a new apartment station associated to the interface 1039/36 click on “Add a door phone”. The
FrontEnd will show the apartment station configuration page.

e ————

Name intercom 1}
Humber _. D ,‘?|
Device status ALIVE
Confirm | Cancel
(§)  Door phone list
Add a door phone
Number Type

Figure 169: Intercom Interface Configuration — Adding an apartment station
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Number

Type

Room monitor
enabled

SIP address

Device status

0[] (0 defined as «Master door phone”)
Hands free video door phone v

Yes @ No

B251F1A300

ALIVE Polling

4 Call buttons  Call button 1[~|

Not assigned.

< Already Assigned to call outside the apartment.

Door Phone

| Confirm |

Cancel |
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Figure 170: Intercom Interface Configuration — Apartment Stations configuration data

Besides data described in Table 51 in the chapter “Apartment Stations Configuration”, in case of

apartment station associated to an intercom interface, it is possible to configure the call buttons

behaviour present in the apartment station.

Call Buttons

Not assigned

Already Assigned to call
outside the apartment

Door Phone

The system performs the configured command, selected from the pull-
down menu, when the intercom call button is pressed. Available values
are: Call button 1 to Call button 7. These buttons can be configured *® and
the configuration will be activated when the buttons are pressed with the
apartment station handset off-hook (or the audio button pressed in hands-

free models).

Default condition; when the button is pressed, the system does not send
any command.

The button is already used for external calls (for ex., switchboards, VolP
telephones), and it cannot be used for other purposes.

The call is sent, by the intercom interface, to the apartment station
selected in the pull-down menu. Because the conversation use apartment
resources only, the riser column audio channel will not be occupied.

Table 53: Intercom Interface — Apartment station configuration data

% For information about buttons in apartment stations, see the paragraph “Button Function Assignment” on page 68.
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11.7 IP APARTMENTS CONFIGURATION

In order to add or configure an IP apartment, select the desired floor inside the belonging block/stair
from the devices tree, as shown in Figure 171.

o Iﬂn.».u.r Block = @ Floors
Bl st Bocs sdvanced  AddIP spartment
8 .I'HJ.'.H‘. Star
=
=% Secondary call module Hame FloorS
By aairy pacel
<q,tcrﬂ'}(|’§’l(‘ Code F'S
&) Gateway West Tower
B roors
1
B & Fioor ift serving this fioor
(R Floor v
L1 - Liftt
B o
&, Relay ist:
e 8 G 1 1 - LFTRELAY 0
—— — Eﬂp-_-;‘:u_ - 2 - LIFT RELAY 1
ket 3 - LIFTRELAY 2
@ (7] pesisen
& @ — 4 - UFTRELAY 3
|'1PGW:PN 715 - LIFT RELAY 4
. B 5P vop henes 6 - LIFT RELAY 5
Q}Q”,gu, 7 - LFT RELAY 6
Bl commsn Devices 12 - Lif2
B IP Lift
8 ﬁ‘ Key readers
SO et decodecs Apartment list
B QG Switchboards Name Code
P VoIP phones P Apartments A% Deiste

Figure 171: IP apartments configuration — Selection of belonging floor

To add an apartment to the selected floor, press the button “Add IP apartment” under the title.

The FrontEnd shows the page used to enter data, composed by six sections. The first one, “Basic Infos”,
allows to enter the data needed by IPervoice to add the apartment in the system. La Figure 172 and
Table 54 show configuration data to be entered by the user and their meaning.

¥ Note: Except for installation and configuration modes of devices inside an IP apartment
which have the same functions as a video door phone (for example iModo 1717/2
terminal or VolP telephone 4501/5), other functions of resident/access code
management and residents address book update are managed like CAT5 dedicated
network apartments procedures. See paragraphs 11.4.1, 11.4.2, 11.4.3 of this
chapter. Information about “Apartment advanced configuration” are in paragraphs
11.3.1, 11.3.3, 11.3.4, 11.3.5 and 11.3.6. See the following paragraph for call
forwarding functions.
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LY —

Name

tP Apanmenfs_

Topological code ;.82 81 FSE Ag|

1> In the calling call module
e O

> Call buttons | Callbutton 1 [

D G O —

Name

Topological code

Logical Code

Figure 172: IP apartment configuration — Adding an apartment

Apartment name. Max. length: 32 characters.

It is the unique code of the apartment. The user selects the floor from the
pull-down menu and enters the last part of the topological code. Required
field, fixed length: 2 alphanumeric characters (ex. 01, Al, 1A, AB)

Unique logical code of the apartment. Available only if the system is
configured in logical addressing mode. Required field, length from 2 to 8
alphanumeric codes.

Table 54: Adding an IP apartment — Meaning of basic configuration data

11.7.1 CALL FORWARDING INSIDE AN |IP APARTMENT

As seen in paragraph 11.3.1 — “Call Forwarding” on page 194, , this function allows users to forward a

call directed to the apartment to an SIP device connected to the Internet (e.g. to a smartphone or

tablet). The configuration for an IP apartment provided with an iModo video door phone (1717/2), for

instance, is shown in Figure 173. The possible settings are:

Enable Call Forwarding

Set Remote Mode

If selected, this allows to enable the apartment for call forwarding.
Default setting: Not selected.

If selected, call forwarding is operational (the behaviour can be changed
also by operating directly on the video door phone terminal).
Default setting: Not selected.
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SIP Username SIP user to which the call made to the apartment will be transferred. The
user must be registered on the Urmet SIP server at sip.urmet.com.

Table 55: Adding an IP apartment — Call forwarding configuration

7 Call Forwarding

(V| Enable Call Forwarding

7] setRemote Mode

SIP Username sipuser01]

Figure 173: IP apartment configuration IP — Call forwarding
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12 ADVANCED FUNCTIONS CONFIGURATION

This chapter describes IPervoice system special or advanced functions used to realize specific tasks.
This section will treat the following arguments:
» “Numeric code” addressing mode with prefix

» Time profile management (Doors, Passages, Holidays)
Access profile management

Door profile management (Call modules, IP key readers)
Group configuration for externals

User custom fields configuration

Access zones configuration

IPervoice server configuration

YV V ¥V ¥V V V V

FrontEnd users management

Operation in Multi-Server mode

In Multi-Server mode, the scope of some features in the list will be extended to all the servers present in
the system. Although these functions are locally managed by each server, they can be managed in
centralized mode in IPervoice system, allowing a better management and more flexibility. These specific
features include Time profile management, Access profile management and Door profile management,
Group configuration for externals and User custom fields configuration.

12.1 “NUMERIC CODE” ADDRESSING MODE WITH PREFIX

If “numeric code” addressing mode has been selected (similar to “Logic code” mode, except for the code
assigned to devices, that will only be numeric), the installer can choose to activate Block selection with a
prefix (par. 8.3.2 “Site Configuration” on page 100). This mode is useful if the installer wants to assign
the same numeric code to different apartments in different blocks, in order to follow the same logic rule
when assigning the codes. For example: a residential complex is composed by four buildings (Blocks A, B,
C and D), where each building has 5 floors (1 to 5), with 2 apartments for each floor (Apartment 01 and
02). In this case, it would be useful to always call the apartment 02 of floor 4 with the same numeric
code, for all the blocks: in this example, 402. This is not possible because the apartment numeric code
must be unique in the system.

With block selection with prefix it is possible to obtain this result: the system will automatically add the
block prefix to uniquely identify the apartment. To call the apartment, the user must only enter the
code, as described in the example
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This mode is used by 1039/13 or 1039/18 main and secondary call modules. In case of main module, the
user will select the desired Block from the list and then will enter the apartment code; in case of

secondary module, the user will directly enter the apartment code, because the Block prefix is already
saved in the call module (Figure 174).

BLOCK B

ENTER NUMBER THEN,
PRESS BELL OR OK

Welcome to Urmet

FOR BLOCK SELECTION | A\ BLOCKA

PRESS:
BLoekn
FOR CONCIERGE L,
PRESS: o
BLOCK C
BLOCK D

ERS] CETS

Figure 174: Advanced functions configuration - Prefix mode, example of selection from call module

To make this addressing mode active, enable it in system configuration (par. 8.3.2 “Site Configuration”
on page 100), and assign the desired prefix to the blocks. To perform this step, access the block
configuration page where it is possible to enter the prefix. Figure 175 is a typical example.

¥ Note: the blocks without “prefix” will not be visible to call modules and for this reason they
cannot be reached in the system.
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y  stoscon

Block name Block 01 |

Block code (88)  |B1 |
roee [

”i ii" ﬁ
Name Code
Stair 01 s1 Delete

Figure 175: Advanced functions configuration - Prefix mode, assignment to Block

Prefix code Numeric code assigned to the block.
Allowed values: from 00 to 99
Default value: -- (the block won’t be visible in the system)
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As already mentioned in the chapter “The Access Control Service - Time Bands” on page 66, IPervoice

system allows to define one or more time bands to limit the access to the building. The main purpose is

to perform a centralized management of time bands; in this way, if required, the desired profile can be

easily selected instead of manually configured. There are three profile categories, as shown in Table 56:

Door profile

Access profile

Holiday profile

These profiles are used to define the time band within which a door, i.e. a
passage, can be opened. Several time bands can be defined for each
profile (for ex., morning, afternoon and evening). Each profile is week-
based, so different operating modes can be configured for each day. These
profiles can be assigned to one or more doors present in the building.

The user can define these profiles as the previous ones; they will be
applied to door lock release codes, proximity keys or both.

These settings, also used in the previous profiles, allow to define special
dates with particular time profiles.

Table 56: Advanced functions configuration — Time profiles

To access time profile management, select from the devices tree the item “Time Profile Access”. The
FrontEnd will open a page, shown in Figure 176 in standard mode, or similar to Figure 177 in Multi-
Server system. To change a profile, click on the profile name; to add a profile, press the button “Add a
profile” under the desired name category.

..i.- Technical Guide System = E \/: Time Pl'oﬁla door
= G’} Time Profile Access IMI prM-In

. C/) Tere Profile Door

. C/) Time Profile Access
N @ A External Person Door Profie Deiele
5 QY Access Froties s‘/: Time profile access
3 o Door rotes Add a profile
4 =% Primary cal module
-t Name
% =2 Prim ntry panel
, FYERRCY SN P Standard Access Time Profie Deiste
% I‘:h Biocks External Person Access Profie Delete
Slun LI
v Holidays
% (3] Key resders 4 ;
# oo Specal decoderns -
%) £)g Swichboards Name
Crratmas Houday Deiwte

4 [L1P Vel phanes

Figure 176: Advanced functions configuration — Time profiles list
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Figure 177: Multi-Server mode — Advanced functions configuration — Time profiles list
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After entering the door time profile management function, the installer will access a page as shown in

Figure 178, used to enter data needed for profile definition.

E ‘/i_ New profile

Name

Standard Door Profile

frame 1 Erame 2

Monday 08:00 |[13:00 |{14:00 | 2000 |
Tuesday 108:00 |[13:00 |[14:00 |[20:00 |
Wednesday  |08:00 |[13.00 |[14:00 |20:00 |
Thursday | [08:00 |[13:00 |[14:00 |[20:00 |
Friday [08:00 |[13.00 |[14:00 |[20:00 |
Saturday 08:00 |[13.00

Sunday

> Holidays list

[ Add H Copy ![Paste.[Deletei
| Add | copy || Paste | Delete]
| Add || Copy | Paste || Delete]
[ Add H Copy ][ Paste :[Deletej
| Add || Copy || Paste] Delete|
l Add ” Copy ” Paste || Delete|
[ Add HCopy Hpaste [ Delete]

Confirm

-

Cancel

Figure 178: Advanced functions configuration — Adding a new door profile

Name

Monday, Tuesday, ...,
Sunday

Framel, Frame2, ...

Profile name. Required field. Max. length: 32 characters.

Day of the week of the time profile

Time bands in which the door can be opened. Each band is defined by a
start/end time expressed in hours/minutes. More than one band can be
defined for the same day of the week. These bands must not overlap.

The time profile is always week-based, so data must be configured for each day. To do this, press the

button “Add” near each day of the week; after each click, a “Frame” will be added, which allows to

define the valid time band.

The example in the figure defines two access time bands (Framel and Frame2), for working days

(Monday... Friday), which allow to open the door from 8 a.m. to 1 p.m. and from 2 p.m. to 8 p.m. and a

single time band on Saturday from 8 a.m. to 1 p.m. On Sunday (holiday) the door will not be opened.

To make data input easier, use buttons “Copy” and “Paste” to copy and paste band values defined for
each day. Use the button “Delete” to delete all time bands defined in a day.
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¥ Multi-Server: after changes have been performed, press the button “Confirm” to automatically
apply them to all IPervoice servers configured in the Multi-Server system. If one or
more servers are disconnected (this state is shown by a red icon in the devices tree),
save operations will not be possible. This because servers data would not be
coherent inside the system. If it is needed to operate also in such specific
requirements, the disconnected server must be “suspended” from its normal
operation, as described in paragraph “Server Configuration in Multi-Server Mode” on
page 256.

HOLIDAYS LIST

If holidays have been defined (as described in paragraph “Holidays” on page 230), click on the arrow
besides the title to open the list of holidays and select the ones to be assigned to the time profile. For
each holiday selected, a new row will be added in the week programming area, where to define
operating time bands, as previously described (see the example of Figure 179).

Sunday Add || Copy | Paste |Delete
Holidays Frame 1 Frame 2
Christmas "

Add | Co Paste |Delete
Holiday Py

¥ Holidays list

¥ Christmas Holiday

Figure 179: Advanced functions configuration - Adding holidays to time bands

12.2.2 TIME PROFILE ACCESS

The management of time profiles for door lock release codes and proximity keys is the same as door
profile management, described before. For programming, refer to paragraph 12.2.1.
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Entering holidays allows to define special dates, as for example the 25th December or a specific period,

changing the week profile used for Door and Access Profiles.

Figure 180 shows the configuration page, the following table describes field meaning and entering

modes.
(V)  New holiday
Name Feast of the assumption
¥ Repeat every year
Start Date : 2011-08-15 (yvampp)  Start Time: 00:00:00 [HH:mm:33)
End Date : 2011-08-15  |prrvvaump0) End Time: 235959 (HH:mm:ss)
Confirm Cancel |
Figure 180: Advanced functions configuration - Holidays programming
Name Profile name. Required field. Max. length: 32 characters.

Repeat every year

Start Date, Start Time

End Date, End Time

If selected, it means that the holiday is recurring.
Default value: Not selected

Holiday start date and start time. Required field.
Default value: Date: today’s date, Time: 00:00:00

Holiday end date and end time. Required field.
Default value: Date: today’s date, Time: 23:59:59

¥ Multi-Server: after changes have been performed, press the button “Confirm” to automatically

apply them to all IPervoice servers configured in the Multi-Server system. If one or

more servers are disconnected (this state is shown by a red icon in the devices tree),

save operations will not be possible. This because servers data would not be

coherent inside the system. If it is needed to operate also in such specific

requirements, the disconnected server must be “suspended” from its normal

operation, as described in paragraph “Server Configuration in Multi-Server Mode” on

page 256.
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12.3 ACCESS PROFILE

As already mentioned, also door lock release code and proximity key management can be performed by
defining one or more profiles, according to requirements.

To access this function, select from the devices tree the item “Access Profiles”. (See Figure 181, if the
system in configured in standard mode, or Figure 182 in Multi-Server mode).

: T stem = .

=3+ Technical Guide Systen C’ Access proﬂle List
5 C/)'m Profie Access Add profile
= c, Access Profiles

« East Block Profie

Code  Name
4 ] rof
o Malh Dlock profily 3 East Block Profie Delgte
< Standard Profie 2 Main Biock profie Delete
& West Block Profie 1 Standard Profie Deiete
4 West Block Profie Deiste

=o' 1] Door Profies
o] Door Profie:

Figure 181: Advanced functions configuration - List of access profiles

+ (V') Time Profie Access - > . "
© @ Access profile List
B c, Access Profiles Add profile
< East Block Profie

< Main Block profie

Code  Name
< Standard Profie 3 East Block Profile Delete
< West Block Profie 2 Main Block profile Delete
1 Standard Profie Delste
* .‘?B Door Profies
4 West Block Profile Delete

® €} Switchboards
* a}ﬁa External person groups
- '_‘;-,_ User custom fields

o
552 Athietes Village NO3 / FW3.0
oo

Figure 182: Multi-Server mode - Advanced functions configuration — Access profiles list

The FrontEnd will show the list of existing profiles, which can be changed by clicking on the profile
name. To create a new profile, click on “Add profile” under the page title.

¥ Note: the column “Code” contains the profile code; this is used to add residents to access
profiles during data import phase, described in paragraph “System Maintenance and
Utility Functions - Data Import” on page 284.
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Time profile

New Access profile

:Main Block Access Profile

V! used key code
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(2011-05-17 09:04 3 1 start validity 2011-05-17 09:04 [5]
2012-05-17 09:04 [=]] ] End validity 2012-05-1709:04 [5]|

= O

Figure 183: Advanced functions configuration - Access profile definition

As already mentioned, each access profile allows to define a standard behaviour for management of

door lock release codes, proximity keys or both. According to selections, one or more passages (doors)
can be assigned to the profile; to do this, doors must be selected from the system list. The following
table shows which data can be configured and their meaning.

Used door code

Used Key code

Time profile

Start validity

End validity

If selected, this means that the profile concerns door lock release codes.
Default value: Not selected

If selected, this means that the profile concerns proximity keys.
Default value: Not selected

Selection of time profile assigned to door lock release codes or proximity
keys which will select this access profile. For information about access
profile refer to chapter “Advanced functions configuration - Time Profile
Access” on page 229

Default value: No time profile applied

If selected, it allows to define the validity start date assigned to door lock
release codes or proximity keys which will select this access profile. Before
this date the passage will not open.

Default value: Not selected

If selected, it allows to define the validity end date assigned to door lock
release codes or proximity keys which will select this access profile. After
this date the passage will not open.

Default value: Not selected
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Selected Door for Selection of doors enabled to be opened by a door lock release code.

Door Code Selecting the “check-box” on the top of the list, the doors of all devices are
enabled, then the ones belonging to a type of devices, and so on.

Selected Door for Selection of doors enabled to be opened by proximity keys. Selecting the

Key Code “check-box” on the top of the list, the doors of all devices are enabled,

then the ones belonging to a type of devices, and so on.

12.3.1 AccEess PROFILES IN MULTI-SERVER MODE

In Multi-Server system, the selection of doors operated by door lock release code or proximity key must
be repeated for all the concerned servers. To perform this operation, “expand” the detail section of
each server (see Figure 184) by clicking on the image ® beside the system name. This section will show
the available doors where access modes can be configured.

@ Access profile

Code 5
Name Block A Residents
Y| ysed door code Y| Used key code
Time profile _v Time profile ;
Start validity 2011-12-13 16:06 [E] Start validity 2011-12-1316:06 [5]
1 End validity 2012-12-13 1606 [5) End validity 2012-12-13 16:06 [=]

> Athletes Village NO3 / FW3.0
> Athletes Village NO7 / FW3.0
> Athletes Village N10/ FW3.0
> Athletes Village N15/ FW 3.0

W Plot NO1
7 rimary cal module " | =
CMPiot 1 )
Door Plot 1
7 Key reader | "]
KR Plot NO1 ]
Door KR Plot N1

Figure 184: Multi-Server mode - Advanced functions configuration — Access profile definition

¥ Warning: In Multi-Server mode, Access Profile data saving for a large number of users could
last for several minutes, because updated data must be sent to all the concerned
users on all the related servers.
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12.4 DOOR PROFILES

The third and last profile category concerns doors used to access the building. Two categories can be
configured:

» Door profiles for call modules
» Door profiles for IP key readers

To access the door profiles list, select from the devices tree the item “Door Profiles” as shown in Figure
185 if the system is in standard mode or as in Figure 186 if in Multi-Server mode. In the upper side of the
page, the system will show the list of profiles configured for call modules, in the lower side the list of IP
key readers (1039/88). To add a new profile, press the button “Add a door profile” under the title of the
desired category.

4¥~ Technical Guide System
&= @ Time Profie Access
& G Access Profies

& o£f] Door Profiles Nadive
& .m Door Profies Cal Module

& @ Door Profies Key Reader

) E Primary call module

@ =2 Primary entry panel

S I:h Blocks B
B m PLift Name
® D] Key readers Key Reader Door Profie Delete

Figure 185: Advanced functions configuration — List of doors profiles

E( \/| Time Profile Access

& cs Access Profies

a8 @ Door Profiles
@1-of] Deor Profies Cal Module Name

@ £}y Swichboards

] ﬁ.ﬂ External person groups

o ‘g] Door Profies Key Reader ‘ Call Module Door Profile Delete
@ fg User custom fieids |
@ :3;: Athletes Vilage NO3 / FW3.0 E ‘

= ::::n Athletes Village NOT / FW3.0 Name
o
o,

@33 Athletes Vilage N10/FW2.0 ‘ heyadetlioocRromy Deicle

Figure 186: Multi-Server mode — Advanced functions configurations — Door profiles list
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12.4.1 DooR PROFILES CALL MODULE

Figure 187 shows the page used by the installer to create a new profile or change an existing profile.

aﬁ]_ New Door Profile

Name Call Module door profile
Type Secret |~
Door time 1 s
Door Forced Alarm
Max Door Opening Time v 120 s
Time profile =
'Conﬁrm'J | Cancel

Figure 187: Advanced functions configuration — Entering call modules door profile

The following table describes the field meaning and limits for data input.

Code Door profile code, value assigned by the system.

Name Door profile identifier, alphanumeric required field.
Max. length: 32 characters.

Type Door opening mode. The value can be selected from a pull-down menu.
Available values are:

e Secret: the apartment station door lock release button will only
activate the electrical lock if the apartment is in audio
conversation or in video connection with the call module, or
has been called and is waiting to be answered.

e Free: if the apartment station door lock release button is pressed,
the call module electrical lock can be activated if the call
module is configured as main or is configured as secondary
and the user belongs to the same column as the call module
(even if there is no call in progress with the door unit). This
feature is typically used in secondary call modules.

Default value: Secret.

Door Time Pulse length on the command relay. Default values: 1 second. Each
passage is independently treated, so different values can be assigned to
each of them. Min: 1 sec, max: 999 sec
Default value: 1 sec.
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Max Door opening Time
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If selected, this means that the door generates an alarm if it has been
forced.
Default value: Not selected.

¥ Warning: to use this function, connect an open door sensor to
the call module.

It defines the max. time of door opening, after which a door open signal is
generated. Min: 1 sec, max: 999 sec
Default value: Not selected.

¥ Warning: to use this function, connect an open door sensor to
the call module.

Selection of Time Profile assigned to the passage (if available) (See chapter
“Time Bands” on page 66). The value can be selected from a pull-down
menu which contains other profiles previously programmed. For
information about time profiles definition, refer to chapter “Advanced
functions configuration - Time Profile Door” on page 228.

Default value: No time profile applied

¥ Multi-Server: after changes have been performed, press the button “Confirm” to automatically

apply them to all the IPervoice servers configured in the Multi-Server system. If one

or more servers are disconnected (this state is shown by a red icon in the devices

tree), save operations will not be possible. This because servers data would not be

coherent inside the system. If it is needed to operate also in such specific

requirements, the disconnected server must be “suspended” from its normal

operation, as described in paragraph “Server Configuration in Multi-Server Mode” on

page 256.
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12.4.2 DoOR PROFILES KEY READER

The page used to create and change profiles for IP key readers is similar to the one used for call modules

(See Figure 188).

nﬁ New Door Profile

Code

Name

Door time

3

Key Reader door profile

1 s

Door Forced Alarm

Max Door Opening Time ] s

Time profile

Confirm

[ Cancel |

Figure 188: Advanced functions configuration — Entering IP key reader door profile

The following table describes the field meaning.

Code

Name

Door Time

Door Forced Alarm

Max Door opening Time

Door profile code, value assigned by the system.

Door profile identifier, alphanumeric required field.
Max. length: 32 characters.

Pulse length on the command relay. Default values: 1 second.

Each passage is independently treated, so different values can be assigned
to each of them. Min: 1 sec, max: 999 sec

Default value: 1 sec.

If selected, this means that the door generates an alarm if it has been
forced.
Default value: Not selected.

¥ Warning: to use this function, connect an open door sensor to
the IP key reader.

It defines the max. time of door opening, after which a door open signal is
generated. Min: 1 sec, max: 999 sec
Default value: Not selected.

¥ Warning: to use this function, connect an open door sensor to
the IP key reader.
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Selection of Time Profile assigned to the passage (if available) (See chapter
“Time Bands” on page 66). The value can be selected from a pull-down
menu which contains other profiles previously programmed. For
information about time profiles definition, refer to chapter “Advanced
functions configuration - Time Profile Door” on page 228.

Default value: No time profile applied

after changes have been performed, press the button “Confirm” to automatically
apply them to all the IPervoice servers configured in the Multi-Server system. If one
or more servers are disconnected (this state is shown by a red icon in the devices
tree), save operations will not be possible. This because servers data would not be
coherent inside the system. If it is needed to operate also in such specific
requirements, the disconnected server must be “suspended” from its normal
operation, as described in paragraph “Server Configuration in Multi-Server Mode” on
page 256.
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12.5 EXTERNAL PERSON GROUPS

IPervoice system can manage the controlled access to the building also for externals (maintenance men,
suppliers, etc.). For an accurate access management, it is possible to define one or more groups, each
one composed by respective users. According to requirements, these groups can be specific for firms,
service areas, etc.

In order to define groups, access to the devices tree and select the item “External person groups”, as
shown in Figure 189, if the system is configured in standard mode, or as shown in Figure 190 on page
240 in Multi-Server mode.

§
ee Technical Guide System

& C/) Time Profile Access

£ @ Access Profiles

i) -@] Door Profies

Group ID Group name

-5 Primary call module
=0

[# =+ Primary entry panel 1 Group01 Delete
2 Group02 Delete
@ {%bsy Blocks
ns
= {%ls] P Lift

m

* @ Key readers

[#} oo Special decoders
@-¥)j) Switchboards

O] [: |P VolP phones
@y Video servers

7 Dol oobtidstoni

|g;ﬁi{]croup01
@ 483] Group02
Figure 189: Advanced functions configuration — List of external person group
¥ Note: The column “ID Group” contains the group code, used to assign access profiles to

externals during data import phase, as described in chapter “System Maintenance
and Utility Functions - Data Import” on page 284.
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@ () Tme Profie Access

® ® Access Profies
= lﬁ Door Profies

® Qa Switchboards

Group ID Group name

= ﬁﬂ External person groups ' Groupd1

5 445] Groug01 51 awume peiste
3] ﬁﬂ Group02

[+ _:ﬁ User custom fields

m

5%, Athietes Vilage NO3 / FW3.0
I :;:: Athletes Vilage NO7 / FW3.0

%
o
Q

';'o Athletes Village N10 / FW32.0
= I=:::: Athletes Village N1S/FW 3.0
-
= °§:: Plot NO2

o

52 Plot NO3
= u“u

- T,

Figure 190: Multi-Server mode - Advanced functions configuration — List of external person group
To change an existing group, click on the group name; to create a new one, press the button “Add an

external person group”. In the second case, the procedure is composed by two steps: first create the
group, then select this group and add the name of externals. Figure 192 and Figure 194 show these

operations.

Group ID 9
Hame AlPlots
[Conirm|

Name

Athletes Village NO3 /FW3.0
Athletes Village NO7 / FW3.0
Athletes Village N10 / FW3.0
Athletes Village N15/FW 3.0
Plot NO1
Plot NO2
Plot NO3
Plot NO4

Figure 191: Multi-Server mode - Advanced functions configuration- List of servers where the External Group is present

In Multi-Server system, as shown in Figure 191, if selecting the Group also servers in which the group is
defined are displayed. Click on the name to access the detail page shown in Figure 193, where it is
possible to add new users or change the current ones.
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CREATING A NEW GROUP
e Maintenance group|
LIFTs t rnal per.

% Main Block => Left Stair

Main Block => Right Stair

Figure 192: Advanced functions configuration — Adding an external person group

Name Group name, required alphanumeric field.
Max. length: 32 characters.

Lift associated to If there are one or more Lift interfaces configured in the system (as for
External person group example 1039/37), it is possible to specify the blocks and the floors where
the access is enabled for that group.
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CREATION OR CHANGING A GROUP IN MULTI-SERVER MODE

Group ID 9

Name | m

AllPiots (persons starting with «0» )
AllPiots (persons starting with «1» )
AlPiots (persons starting with «2» )
AlPiots (persons starting with «3» )

Figure 193: Multi-Server mode — Advanced functions configuration — Enter an external person group

As described above, to create or change a group in Multi-Server mode, select the server where to start
data entering. The page shown by the FrontEnd to the user (Figure 193) contains in the upper side the
name of the current server and allows to add a user, by pressing the button “Add an external person” in
the same page.

¥ Note: If the user number in the same group is higher than 10, the FrontEnd will
automatically group them in “sub-groups”, identified by the first letter of the last
name. This identification will be used also in the devices tree.
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E' >; | Add an external person

Resident Last Name |Brown

Resident First Name | Phillip

Phone number

Accessiblity level

Access profile | Custom Access ||

[¥] used door code

Door Code

Time profile

] start validity
End validity

| Suspended

[¥] used key code

Key code
= Time profile v
Color None [E None E]
[2012-01-0221:18 [F) ] start validity 2012-01-0221:18 [E]
[2013-01-02 21:18 [E] ] End validity 2013-01-02 21:18 [E]
Suspended

Figure 194: Advanced functions configuration- Adding an external person

To enter identification data for externals, follow the procedure already described for residents (see
paragraph “Resident Management” on page 201). The following table describes fields and references for

further details.

Last Name
Firstname

Phone number

Accessibility Level

Access profile

Used door code

Last name, required field. Max. length: 32 characters
First name, required field. Max. length: 32 character

Telephone number associated to the name. Optional field. Max. length: 16
alphanumeric characters

If selected, it allows, from the pull-down menu, to multiply by the
indicated factor the door opening time programmed on the device.
Allowed values: min: 1, max: 10. Default value: Not selected

Selection of the user access profile (if available). The value can be selected
from a pull-down menu which contains the previously programmed
profiles, if present. For information about access profile definition, refer to
chapter “Advanced functions configuration - Access Profile” on page 231

If selected, this means that a door lock release code has been assigned to
the name. For programming procedure, see paragraph “Door Code
Configuration” on page 205. Default value: Not selected
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Used Key code

Door Code

Key Code

Time profile

Start validity

End validity

Suspended

|Per

VoICE

If selected, this means that a proximity key has been assigned to the name.
For programming procedure, see paragraph “Key Code Configuration” on
page 207. Default value: Not selected

Door lock release numeric code, required field if the user has selected
“Used door code”. Min. length: 4 characters, max.: 8 characters.

Proximity key identification code. Required field if the user has selected
“Used key code”; in hexadecimal format. Fixed length: 8 characters.

Time profile assigned to door lock release codes or proximity keys that will
select this access profile. For information about time profiles access
definition, see chapter “Advanced functions configuration - Time Profile
Access” on page 229

Default value: No time profile applied

If selected, it allows to define the validity start date of the door lock
release code. Before this date, the code will not open the door.
Default value: Not selected

If selected, it allows to define the validity end date of the door lock release
code. After this date, the code will not open the door.

Default value: Not selected

If selected, the door lock release code will be disabled and will not allow to
open the door.

Default value: Not selected

12.5.2 ENTERING NAMES IN MULTI-SERVER MODE

In Multi-Server system, entering access data with door lock release code or proximity key must be

repeated for all the concerned servers. To perform this operation, “expand” the detail section of each

server (see Figure 195 on page 245) by clicking on the image ™ beside the server name. This section will

show the available doors where access modes can be configured.

¥ Note:

the proximity key will be entered only once for all the servers where access enabling
will be configured, while the door lock release code can also be different for each
server, because this information, in opposition to the proximity key, is not unigue in
a Multi-Server system.
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Resident Last Name [Btown [

Resident First Hame | Phillip [

Phone number | ]

Accessiblity level  [[]| 1]+

Access profile | Custom Access Eﬂ Used key code
oo
Color lNone Bl None Eﬂ

(> Athletes Village NO3 / FW3.0
[> Athletes Village NO7 / FW3.0
> Athletes Village N10 / FW3.0
> Athletes Village N15/FW 3.0

¥ Plot NO1
V] used door code
S —
Time profile | I~ Time profile | [~
[ startvaiidity [2011-12-14 1714 [5]]
Startvalidity  |2011-12-14 1714 [ [F] Endvalidity |2012-12-1417:14 5]
Endvalidity | 2012-12-14 17.14 5] Suspended

Suspended

Figure 195: Multi-Server mode — Advanced functions configuration — Entering external persons

¥ Warning: if the user selects a previously entered Access Profile, as described in paragraph
12.2.2 on page 229, all the servers receive its configurations, while if the user selects
an “Access Profile Custom”, data concerning Time Profile, Start and End Validity
and Suspended, must be manually entered for each server where the user is enabled
to operate.
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12.6 USER CUSTOM FIELDS

IPervoice allows to extend External Persons data model with customized information. These data are
not relevant for IPervoice system, which will store and associate them to each user defined in the
system. To access “User custom fields” management, select the related item from the devices tree, as
shown in Figure 196.

= -Dil- Technical Gude System =
@ (V) Time Profie Access
31 (LY Access Profies

% .z] Door Profiles

% §§ Primary call module Label Mandatory

& _E Privary ooty pandl Address X Dete
Company Deiete

+ EL-' Blocks

- [ﬁ;] PLft

3 (3] Key readers

+ oo Special decoders

41 €)j) Swichboards

] |:|P Vol phones

3 & Video servers

+ ﬁ:—] External person groups
é New device

3 ‘9'1 Zones

= f & User custom fieids

_:‘I Address
Ha Company

Figure 196: Advanced functions configuration - User custom fields list

Previously entered fields are shown in the list in the centre of the page; to change one of them, click on
the name; to add a new field, select “Add new User Custom Field” under the title.

¥ Multi-Server: because User custom fields are part of extended functions, adding or changing these
data will affect all the servers in Multi-Server system.
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Press the button “Add new User Custom Field”: the FrontEnd will open the page used to enter/change
data, as shown in Figure 197.

Label Title|

Type | String value E]
Max length 32

Mandatory

Cancel

Figure 197: Advanced functions configuration — Entering Custom fields

The following table describes the concerned fields and shows usage limits.

Label Custom field identifier, required field. Max. length: 32 characters
Type Data type. It can be selected from the pull-down menu, values:
e String value: alphanumeric field; all printable characters are
allowed.

o Integer value: Numeric field; only integers from 0 to 9 are allowed.
Default value: String value

Max length Max. length allowed for custom field contents. The FrontEnd checks this
data during entering

Mandatory If selected, it indicates that the field is mandatory and must always be
filled.
Default value: Not selected

‘Customer Service Once custom fields have been filled, these will be

displayed in detail pages of users belonging to the
External person group, as shown the figure on the

Resident Last Name Customer

left. If in Multi-Server mode, this additional
Resident First Name | Service

information will be available for all the concerned
Phone number

g servers.
Accessiblity level
Address Via Bologna
Company UrmmetSpA
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12.7 ZONES

IPervoice system access control allows to manage also advanced functions concerning restricted access
zones. Available features are “anti pass-back” and “counting”, which can be tuned during configuration.

Anti pass-back control avoids that a person, just entered in a controlled zone, allows another person to
enter, using the same access identity (Key or Door code). Without this control, several persons could
enter a controlled area using a single access code.

Using access control functions, IPervoice system can control:
» The same Key-code/Door-code, after entering the zone, must go out before entering again.

» The same Key-code/Door-code, after entering the zone, can enter again in the same zone
even if he hasn’t left the zone only after a configurable time.

» The number of persons present in a zone is not higher than the max. configured number.

To use these features, the first step is to create at least one zone and define its behaviour in the system.
To access zone management, select the item “Zones” from the devices tree. The FrontEnd shows the
zones already present in the system (Figure 198).

e - " A
¢ 2 ‘echnical Guide System = e.List.

% (V) Tme Profie Access

4 £y Access Profies

4 7] Door Prof
.’u‘ Doo ofies

% §§ Primary call module Mame Type
& E Primary entry panel Feness Area Ant-pass back Deiste
+1 | =gy Blocks
fka
3 i) P Lin
4 @3] Key readers

¥ oo Specisl decoders

% £}y Swichtoards

+ |’:|P Vo phones

3 @ Video servers

3 ﬁ.g External person groups
§ New device

-i‘.?—:Zones

'6"1 Feness Area

Figure 198: Advanced functions configuration - Zone List

To add a new zone, click on the button “Add zone” in the page title. Figure 199 shows the page used to
enter data, the table shows the fields and their meaning.
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Name

Type

Temporization

g—' New ione_.

Name Fitness Area

Type Both []
Temporisation 30 (min. zero to infinite)
Threshold 10

Doors list

Pedestrian (Main Entrance Call Module)
Rear Door (Secondary Entrance)

Input doors

Vehicle entrance gate (Main Entrance Call Moc >
Vehicle Entrance gate (Garage Access Reade <'

Output doors

TCo nfirm |

Cancel

Figure 199: Advanced functions configuration - Anti pass-back zone data entering

Zone name, required field. Max. length: 32 characters

Zone type. It can be selected from the pull-down menu. Available values:

o Anti pass-back:

e Counting:

e Both:
e Suspend:

Typical operating mode: if a user enter the zone, he
must go out before entering again. The behaviour
can be modified adding a timing.

In this mode, persons present in the zone are
counted. The counter is incremented during access
and decremented during exit. There are no limits for
an identified user who wants to enter another zone
without leaving the first one. The counter is not
incremented.

Both previous modes are applied.

The zone is disabled, but keeps the previously
configured settings. The zone can be enabled again
at any time.

Default values: Anti pass-back.

Available only in Anti pass-back and Both mode; it is the time, in minutes,
which must elapse in order that the same user can pass any entrance door
without leaving the zone.

Default value: 30 min. The value 0 indicates infinite
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Doors list

Input doors

Output doors

¥ Note:
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Available in Counting and Both mode; it defines the max. number of users
inside the zone.
Default value: 10

List of doors (passages) which can be used as entrance or exit doors.

¥ Warning: a door can’t be an entrance and exit door for the same
zone. When a door is added to one of the following list
(input doors or output doors), the system deletes the
door from the other lists of available doors.

List of doors used to enter the zone.

List of doors used to leave the zone.

For security reasons, an exit door can always be used also when the same door
allows to enter an adjacent zone. For this reason, consider it when defining the
service model (for ex., the door P1 is the exit door for the zone A and at the same
time is the entrance door for the zone B. The user U1l can enter the zone A, but not
the zone B. If the user must pass through the door P1 to exit from the zone A, the
door P1 will open, allowing an unauthorized user to access the zone B).
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12.8 SERVER CONFIGURATION

In the main menu, select the item “SRV CONFIGURATION” to access IPervoice server configuration page
(Figure 200).

Command
Command [Execute]
IperView
Actived ? Activate IperView ]
(& Al updstes need reboot server)
te & tim.
Timing zone :@Peﬁ?ome (UTC+01:00) E
Automatic Daylight saving time v
Daylight Saving Time status inactive
MM/DDIYYYY
Server date & time 11/13/2011 20:23:34
(& All updates need reboot server) | Set| | Cancel
IP Settin
IP address '_192_158_1_1 |
Subnet mask 25525500 |
Default router l:l [}
DNS server ' '
Set
DHCP
Mode © Free O Blocked
Range 192.168.1.2 to| 192.168.1.254
N (65534 aviable address)
Set

Figure 200: Advanced functions configuration - IPervoice Server parameter configuration

System date and time additional parameters are configurable. The following table describes their
meaning:

Command Reserved for Urmet technical personnel. Do not use.

Iperview The check-box allows to enable integration with Urmet — iPerView control
graphic system.
Default value: not selected
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Date & Time -
Timing Zone

Date & Time -
Automatic Daylight
Saving time

Date & Time -
Daylight Saving time
status

Date & Time -
Server date & time
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It can be selected from the pull-down menu and allows to set the correct
time zone of the server measured from Greenwich time.

The check-box allows to switch automatically from daylight saving time
and vice versa.
Default value: not selected

If the previous option has been selected, it indicates if the system is using
the daylight saving time.

The two text boxes allow to set server date and time.

¥ Warning: to enter the date, pay attention to the format, as

described by the text box label.

IP Settings -
IP address®’

IP Settings -
Subnet mask

IP Settings -
Default router

IP Settings -
DNS server

Call Forwarding -
Enable Call Forwarding

Call Forwarding -
Internet router (Devices)

Call Forwarding -
Call Forwarding Server

DHCP -
Mode

IPervoice server IP address.
Default value: 192.168.1.1

Net mask used in IPervoice IP network.
Default value: 255.255.0.0

Router IP address used by IPervoice server to access Internet, used for the
“Call Forwarding” function.
Default value: none

DNS server IP address for names resolution; used only by IPervoice server
to access Internet.
Default value: none

The checkbox is used to enable the “Call Forwarding” function.
Default setting: Not selected.

IP address of the router used in case of access to the Internet by the IP
IPerVoice devices, such as call modules and IP video door phones.
Default setting: Not set.

Name of the Internet SIP server used for call forwarding.
Default setting: sip.urmet.com

DHCP server operating mode for |[Pervoice system |IP addresses

assignment; values:

o Free: the server assigns IP addresses to any network
device that performs a request
e Blocked: the server assigns IP addresses only to those devices

with MAC addresses previously registered into DHCP
server. Mandatory in Multi-Server mode and

7 Only a user with System Administrator rights can change features indicated in boxes. For further details, see paragraph
“Software Users Configuration” on page 2.
°7 ltis advisable to use a public server IP address, such as the one made available by Google (8.8.8.8).
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strongly recommended also in Standard mode to
prevent assigning IP addresses to devices which do
not belong to the IPerVoice system.

Default value: Free

DHCP - The two text boxes allow to set start IP address and end IP address,
Range assigned to devices by DHCP.
¥ Warning: To make changes effective, reboot the IPervoice server. Perform this operation

carefully.
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SERVER CONFIGURATION IN MULTI-SERVER MODE

If Multi-Server mode is active, in the server configuration page there is the button “Goto multi server

798

configuration””, as shown in Figure 201.

¥ Warning:

To configure a system in Multi-Server mode, some specific operations must be

performed only by qualified technical personnel. It is suggested not to perform
arbitrary operations which could cause malfunction in the system.

Command

Command

IperView
Actived ?

Date & time
Timing zone

Automatic Daylight saving time
Daylight Saving Time status

Server date & time

Deactivate IperView ]

( & All updates need reboot server)

[ Europe/Rome (UTC+01:00)

inactive

MM/DDIYYYY

12/28/2011 09:29:12

{ & All updates need rebootserver) | Set| | Cancel

IP Settings
IP address
Subnet mask
Default router

DNS server

Mode

Range

Multi-Server configuration

Multi-Server configuration

1101220

[101.2.1
1255.255.00

E—

Free © Blocked
| to[10.1.2.254
(65534 aviable address)
Set

°3;° Goto Multi-Server configuration
o o

Figure 201: Multi-Server mode - Advanced functions configuration — iPervoice server parameters setting

% Only users with System Administrator rights can access the Multi-Server configuration.
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Press the button “Goto multi server configuration” to access the summary page, which allows to
configure a Multi-server system. Figure 202 shows a system already activated; the list contains all the
servers present in the configuration and their status. The following table describes information meaning
and possible operations.

a o
ngf“u Multi server configuration

Add new server

Multi-Server name LUEEE

Site name Address IP NTP  State
Athletes Village NO3 / FW3.0 10.1.33.1 ¥ ok Delete ] _ Suspend Update
Athletes Village NO7 / FW3.0 10.1.7.1 ¥ ok Delete | Suspend Update
Athletes Village N10 / FW3.0 10.1.40.1 I ok Delete | Suspend || Update |
Athletes Village N15/ FW 3.0 10.1.45.1 | ok Delete || Suspend | Update
Plot NO1 10.1.1.1 I ok Delete || Suspend || Update
Plot NO2 10124 4 ok | _D_ele_t_e_][ Suspend [ l..JpcI.ale _
Plot NO3 10.1.3.1 i ok | Delete | Suspend || Update |
Plot NO4 10.1.4.1 I ok Delete || Suspend || Update
Plot NO9 10.1.9.1 | Ok Delete _. __ Suspend J Update
Plot N10 10.1.10.1 ° v ok Update
Plot N13 10.1.13.1 2 ok | Delete || Suspend || Update |
Plot N14 10.1.14.1 ¥ ok | Delete || Suspend || Update |
Plot N15 10.1.15.1 v Ok | Delete J Suspend ' Update
Plot N26N 10.1.26.1 | ok ; Delete | Suspend \' Update
Plot N26S 10.1.27 1 v ok [ Delete ][ Suspend }[ Update ]
Q Activate [-_Dgach’vate
Confirm | _Eancel |
Figure 202: Multi-Server mode - Advanced functions configuration — Multi-Server configuration
Multi-Server name Name assigned to the Multi-Server system. Max. length: 32 characters
Server name Name assigned to the site, as described in paragraph 8.3.2 “Site
Configuration” on page 100.
Address IP Server IP address
NTP Server operating as reference for date and time in the Multi-Server

system. This function is usually assigned by the FrontEnd to the first server
added to the system. It is possible to assign this feature to another server,
by selecting it from the list and pressing the button "Update"

State Operating status, values:
e ok: the server is online and operates properly
e connection fail: the server is off line or cannot be reached

255



|Per

VoICE

For each server in the list there are also three buttons, used to perform the following operations:

Remove the server from the Multi-Server configuration; configuration of

Delete |
devices, groups and users (Resident and External) and all other data needed
for the proper operation of the site are kept, in order to be available for
standard mode.

f Suspend ] Suspend the server from the Multi-Server configuration; the site keeps
operating properly with its current configurations, but it is not updated as the
other servers in the Multi-Server system. This feature is used in special
situations as network maintenance, that can cause a not proper connection
among the servers.

[ Update l Refresh of the selected server operating state.

The two buttons “Activate” and “Deactivate” allow to activate or deactivate Multi-Server mode for all
the servers in the list. The deactivation operation does not delete local configuration data of each server
(as in case of "Delete" operation described above), allowing to use the servers as stand-alone.

ADDING A NEW SERVER
To add a new site, click on the button “Add new server” under the title; the display will show a window,
as in Figure 203.

oo
52 Addone or more new servers.

(3 ‘Jn
| Add
Site name Address IP State
Plot N12 10.1.12.4 7 ok Delete

Cancel

Figure 203: Multi-Server mode — Advanced functions configuration — Adding a server to the system
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In the text box under the title bar, enter the IP address of the IPervoice server to be added to the system
and press the button “Add” on the right of the box. In the list below, the FrontEnd will enter the new
server, showing its name, IP address and operating state. The operation can be repeated for each server
to be added. At the end, press the button “Ok” to close the window; the server will be visible in the
summary list, as shown in Figure 202.

¥ Warning: A server can be added only if the state in the list is “ok”, if the server cannot be
reached the operation cannot be carried out.

12.9 SOFTWARE USERS CONFIGURATION

Select the menu item “SOFTWARE USER” to access the section dedicated to rights and users
management of IPervoice FrontEnd.

+/=

S € users co| tio
M S
Modify password HELP Quit software user configuration
- 4
& soﬂware Users Configuration ‘E. Software users list
(R Software Users List Add software user

E,
&3] fﬁ Software User Rights List

User name Rights

administrator Site Administrator Delete
installer Installer Delete
remote Instalier Delate
sysadmn System Administrator

Figure 204: Advanced functions configuration — List of users

Figure 204 shows the list of users automatically created by the system. IPervoice manages also five
different profiles, called “User Rights”, used to define which actions can be performed on the system, as
described later (Figure 205).

Modify password HELP Quit software user configuration

= a =
& Seftware Users Configuration uﬁ Software user rlghls list
& ﬂﬁ‘. Software Users List
B & software user Rights List
B,
3 nstater

6 See Administrator

User rights name

Instaber

m(?l Waintenance Site Adminisirator
& St Manager Maintenance

B,

26 System Administrator Site Manager

System Administrator

Figure 205: Advanced functions configuration — List of User Rights
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12.9.1 PREDEFINED USERS

Each time a new IPervoice system is installed, four users and five profiles with different rights used to
operate inside the FrontEnd are automatically created. They are listed in the following table, starting
from “User Rights” with less restrictions.

User / Password User Rights Characteristics
sysadmin / yourevip System Administrator | Whole system control
Installer / dacirrye Installer User enabled to installation and configuration
remote Installer User enabled to system remote management
administrator / venikegs Site Administrator User enabled to system management
Site Manager No predefined user. Dedicated to system management
Maintenance No preset user. Dedicated to maintenance service
¥ Warning: To change existing rights and users or create new ones, access the FrontEnd with a

user identity with System Administrator rights.

12.9.2 SOFTWARE USER RIGHTS

IPervoice defines five different user rights, which cannot be deleted. No new rights can be created, but it
is possible to rename the profile and change its rights % The following figure and table show the page
used to change “Site Administrator” and rights meaning.

E'@& Site Administrator

e
User rights name Site Administrator
User rights confiquration
Configuration page Rights type
Default configuration page Read only -
Install ; Wizard No rights >
Menu : Diagnostic No rights -
Menu : Maintenance No rights :v
Tree : Site basic info Read and Write |~
Tree : Resident Read and Write |»
Tree : External Person Read and Write | »
Apart: Abscence Msg Read and Write |+
Apar: Logos Read and Write :v
Call module : Welcome message Read and Write :-
New Device Management No rights -
Custom fields management No rights L=
Key Code Wizard Read and Write |+
IP Address servers No rights -
** . SUSERRIGHT_RIGHT_15 Read and Write |+
| Confirm Cancel

Figure 206: Advanced functions configuration — Changing Site Administrator rights

% Except System Administrator, which cannot be changed.
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User rights name Name of the role.
Required field. Max. length: 32 characters

User rights configuration List of rights which can be configured in IPervoice system. For each one
there is a pull-down menu used to select the allowed operation. Available

values:
e Norights: no possible actions for this function
e Read only: the function can be read, but not changed by

the user
e Read and Write:  the user can configure the function

12.9.3 SOFTWARE USER

Differently from the previously described user rights, it is possible to add new users and change or
delete existing users ‘. To add a new user, press the button “Add software user” under the page title
(Figure 204). To change a user, click on the name of the user. In both cases, a change page will appear,
as shown in Figure 207.

-
é New software user

Username manager

User description Site manager user

Password Confirm password

Call module password ssssssess Confirm cm password I

User rights type Site Manager v

Confirm Cancel

Figure 207: Advanced functions configuration — Adding a new user

The following table shows the field meaning and data limits.

Username Username used to access the system. Max. length: 16 characters.
Required alphanumeric code

User description Description of the user. Optional field. Max length: 64 characters
Password / Password and password confirmation. Required masked fields. To be valid
Confirm Password they must be identical. Max. length: 16 characters

% The user sysadmin cannot be deleted from the system
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Call module password / Password and password confirmation used to perform some configuring

Confirm Call module operations from call modules. Required numeric masked fields. To be valid

password they must be identical. Max. length: 8 characters. This data can be
accessed and changed only if the user is provided with Installer or System
Administrator rights. Otherwise, the field will be dimmed

User rights type The value can be selected from a pull-down menu. Allowed values are
indicated in paragraph “Predefined Users” on page 258

12.9.4 CHANGING THE PASSWORD

To access the password change page, press the button “Modify password” in the upper side of the user

191 This page is the same used to change the password, but with some

configuration main page
restrictions according to user rights. Select the function, enter the new password according to rules

described in paragraph “Software User” and save the new configuration.

% The users with System Administrator rights can change the password of all system users. The other users can only change

their own password.
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13 SYSTEM MAINTENANCE AND UTILITY FUNCTIONS

The operations to be performed for IPervoice system maintenance mainly concern the following points:

» Saving and restoring system operating data

Checking firmware version of server and IP devices
Upgrade of IPervoice firmware resident on the server
Adding, replacing and deleting system devices

Exporting Resident and External Person template

vV V V V VY

Importing and exporting residents and externals data

In utility section, there is:

» System Log

» Searching names and devices

All these operations are performed using the IPervoice FrontEnd, so in the following explanations is
assumed that the PC is connected to IPervoice IP network and the user has gained access to the
FrontEnd with the internet browser. For details, refer to the chapter “The Frontend” on page 89.

13.1 BACKUP OF SYSTEM CONFIGURATION DATA

Backup is used to save a copy of system data on the user PC. To access to this function, select the item
“MAINTENANCE”** from FrontEnd main menu and then choose “Backup and Restore”. Select “Backup
all data” at the centre of the page and press the button “Next” to start the data saving procedure
(Figure 208).

102Backup and Restore functions are present also in the menu item “FW UPGRADE”.
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I'E! Configuration backug and restore

© Backup all data
It provides to the installer the ability to extract all the system configuration information and

to download them as a single file.

Backup all data + diagnostic logs

It provides to the installer the ability to extract all the system configuration information with
diagostic logs and to download them as a single file.

' Restore all data from a grevious backup

It provides the ability to restore a saved configuration information on the system.

Figure 208: System maintenance — System configuration backup — procedure start

103

Configuration data are stored in a compressed file™, that the installer must save in a PC folder, as

shown in Figure 209'%*. Once the operation is complete, the display shows the following screen Figure
210.
File Download b “

Do you want to open or save this file?

i Name: Backup.tar
1 Type: tar Archive, 37, 1 MB
From: http://192.168.1.1

[ Open J[ save ][ Concel ]

[¥] Aways ask before opening this type of file

ham your computer. i you do not trust the source, do not open or

| @ While files from the Intemet can be useful, some files can potentially
= save this file. What's the sk 7

Figure 209: System maintenance — System configuration backup, compressed archive save

Backup all data

Backup has succeeded. Database was saved in a TAR file.

Figure 210: System maintenance — System configuration backup, procedure completed

'% The name of the backup file is as follows: Backup_yyyyMMddhhmm.tar.gz; where characters yyyyMMddhhmm indicate:

year, month, day, hour and minute in which the backup was created.
1%%The figure refers to Mozilla Firefox Browser; other Internet browsers, such as Opera or Internet Explorer, could need
different procedures to perform save operations.
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¥ Warning: It is suggested to always perform the data backup every time the system is changed,
in order to restore its configuration, if it is necessary to go back to the previous
condition. It is also suggested to perform a backup after the changes have been
made, in order to restore the system if the IPervoice server is replaced.

13.1.1 BACKUP OF SYSTEM CONFIGURATION DATA IN MULTI-SERVER MODE

To make backup of a Multi-Server plant, the system requires an extra step before starting the procedure
(Figure 211). This step is necessary to give the operator the option to back up data on all the Multi-
Server servers (recommended), or to save only a single server.

Bf  configuration backup and restore

@ Al sites
Plot5
Plot &
Piot8
Test 3.1 Server 1
Test 3.1 Server 2
Test 3.1 Server 3

Previous ' Mext

Figure 211: System maintenance — System configuration backup in Multi-Server mode, site selection

Once the desired selection, by pressing the "Next" button will start the procedure as required. At the
end, after saving the file, the page in Figure 204 will show to the user the operation result.

B  configuration backup and restore

Backup all data

Backup has succeeded. Database was saved in a TAR file.

& Plot5(10.1.5.1)
4 Plot6(10.1.6.1)
 Plot8(10.1.8.1)
4 Test3.1 Server 1(10.1.11.1)
¥ Test3.1 Server 2 (10.1.12.1)
¥ Test 3.1 Server 3 (10.1.13.1)

® & 8 8 8
& IS S

Back to main pageJ

Figure 212: System maintenance — System configuration backup in Multi-Server mode, procedure completed
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13.2 RESTORE OF SYSTEM CONFIGURATION DATA

To restore configuration data saved with the backup procedure, select the item “MAINTENANCE” from
the FrontEnd main menu and then “Backup and Restore”. Select “Restore all data from a previous
backup” and press the button “Next” to start the restore procedure.

The installer must select the file with the data to be restored, as shown in Figure 213. Press the button
“Browse” to open a dialog window and select the desired file.

Restore all data from a previous backup

Select the saved configuration file to restore. This file must be a TAR file.

| Browse.. |

Figure 213: System maintenance — System configuration restore, backup file selection

After the selection, IPervoice will load the file on the server and restore operations will start. At the end,
the user is notified about the operation result: to complete the procedure, the last operation to be
performed is a complete manual reboot, by switching off and on all the IP system devices.

Restore all data from a previous backup

Restore has succ

Figure 214: System maintenance — System configuration restore, operation completed

¥ Warning: It is not possible to restore a configuration using a backup performed with a server

version different from the current one. It is suggested, before each firmware
upgrade, to always perform a first backup to save system data and, after updating,
perform a second one, in order to have a backup performed with the updated

version of the system. If it is needed to restore a configuration using a backup
performed with a server version different from the current one, first of all restore
the firmware version used to perform the backup and then restore configuration
data.
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13.2.1 RESTORE OF SYSTEM CONFIGURATION DATA IN MULTI-SERVER MODE

Even the restore operation in Multi-Server mode introduces one more phase, in order to specify on
which servers restore the configuration data. As shown in Figure 215, you can specify whether to
perform a total restore (on all servers) or a partial restore (selecting one or more servers).

B Configuration backup and restore

Restore all data from a previous backup
7] Ansites

] Piot 5(10.1.5.1)

"1 Plot6 (10.1.6.1)

] Piot 8 (10.1.8.1)

] Test3.1 Server 1 (10.1.11.1)

] Test3.4 Server 2 (10.1.12.4)

| Test3.1 server 3 (10.1.13.4)

Back to main page Next

Figure 215: System maintenance — System configuration restore of a Multi-Server installation, data selection

At the end, the user is notified about the operation result (see Figure 214): to complete the procedure,
the last operation to be performed is a complete manual reboot, by switching off and on all the IP
system devices.

13.3 CHECKING SERVER AND |IP DEVICES FIRMWARE VERSION

Before performing operations for updating the system (server and other IP devices firmware), it is
suggested to verify the system status. This function is available with the FrontEnd, by selecting from the
main menu the item “FW UPGRADE” and then “Check system consistency”. A screen, as the one shown
in Figure 216, will appear to the installer in case of mono-server plant, otherwise for Multi-Server
installation, Figure 217 will be shown.

i’  Check system consistency

J1 pevice name Device type Status Actual fw Expected fw Date Status fw
" Vesta House Gateway Gateway ALIVE 3.2.0-24 3.2.0-24 2012-06-29 49 COMPLETED
o Vesta House Call module ALIVE 3.2.0-24 32.0-24 2012-06-29 @ COMPLETED
" Server Server ALIVE 3.2.0-24 3.20-24 2012-06-29 49 COMPLETED
+ N15 Switchboard Switchboard ALIVE 156-3 1563 2012-06-29 &) COMPLETED
" N10 Switchboard Swilchboard ALIVE 156-3 1563 2012-06-29 @ COMPLETED
" NO7 Switchboard Switchboard ALIVE 156-3 1563 2012-06-29 49 COMPLETED

Figure 216: System maintenance — Checking of IP devices firmware version (standard installation)
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(54 Check system consistency

J1 Device name Device type Status Actual fw Expected fw Date Status fw
o Vesta House Gateway Gateway ALIVE 3.2.0-24 3.2.0-24 2012-06-29 @ COMPLETED
" Vesta House Call module ALIVE 3.2.0-24 3.2.0-24 2012-06-29 @ COMPLETED
o Senver Server ALIVE 3.20-24 3.2.0-24 2012-06-29 @ COMPLETED
" Remote server (10.151.9.1) Server ALIVE 3.2.0-24 J.2.0-24 2012-06-29 @ COMPLETED
«" Remote server (10.151.7.1) Server ALIVE 3.2.0-24 3.2.0-24 2012-06-29 JQ COMPLETED
«" Remote server (10.151.4.1) Server ALIVE 3.20-M4 3.2.0-24 2012-06-29 49 COMPLETED
«" Remote server (10.151.3.1) Server ALIVE 3.2.0-24 3.2.0-24 2012-06-29 @ COMPLETED
+ Remote server (10.151.27.1) Server ALIVE 3.20-24 3.20-24 2012-06-29 49 COMPLETED
" Remote server (10.151.26.1) Server ALIVE 3.2.0-24 3.2.0-24 2012-06-29 @@ COMPLETED
" Remote server (10.151.2.1) Server ALIVE 3.2.0-24 3.2.0-24 2012-06-29 @& COMPLETED
«" Remote server (10.151.15.1) Server ALIVE 3.2.0-24 3.2.0-24 2012-06-29 @ COMPLETED
" Remote server (10.151.14.1) Server ALIVE 3.20-24 3.20-24 2012-06-29 @ COMPLETED
" Remote server (10.151.13.1) Server ALIVE 3.2.0-24 3.2.0-24 2012-06-29 4 COMPLETED
" Remote server (10.151.10.1) Server ALIVE 3.20-4 3.2.0-24 2012-06-29 4 COMPLETED
o N15 Switchboard Swilchboard ALIVE 156-3 1.56-3 2012-06-29 @ COMPLETED
' N10 Switchboard Swilchboard ALIVE 156-3 1.5.6-3 2012-06-29 & COMPLETED
" NOT Switchboard Switchboard ALIVE 1.56-3 1.56-3 2012-06-29 @ COMPLETED

Figure 217: System maintenance — Checking of IP devices firmware version (Multi-Server installation)

The list includes the main information about system IP devices, useful to check their operating status,
before performing updating operations. The Table 57 explains the meaning of the columns in the list.

Device Name Name of the device.
Device Type Type of the device.
Status Device operating status, detected by the system. The status can be:

UNKNOWN, POLL IN PROGRESS, ALIVE, DEAD.
Actual fw Version of firmware (running) on the device.

Expected fw Version expected for the device. This data is used, after a server updating
operation, to know if all the devices have been correctly updated. In this
case, the version displayed in this column is the one that will appear in the
column “Actual fw”, after upgrade.

Date Release date of the firmware version installed on the device. It refers to
the column “Actual fw”.

Status fw Firmware upgrade status. Used during the “Firmware Upgrade” phase to
verify the operation state. Once the phase is completed, the display will
show “Completed”.

Table 57: System maintenance — Meaning of system consistency data

In case of Multi-Server installations the information relating to the others IPervoice servers are also
indicated; in this way the operator can verify the state of operation before proceeding to any updates to
the system.
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13.4 IPERVOICE SERVER UPGRADE

The upgrade of IPervoice server firmware allows to install new versions of system applications if new
functions and improvements to existent features have been released. To perform the procedure the file
containing the upgrade'® must be available on the PC connected to the FrontEnd. In order to access to
the section dedicated to server upgrade, select the item “FW UPGRADE” from the FrontEnd main menu
and then the item “Upgrade System Firmware”. Before starting, the user is reminded to perform a
backup, in order to avoid data losses (Figure 218) and it is recommended to perform a restart of the
server (via the FrontEnd selecting the "REBOOT" on the main menu).

By pressing the button “Backup system”, the installer is redirected to data saving procedure previously
described in the paragraph “Backup of system configuration ” on page 261.

>  Upgrade firmware

Steps

Introduction

Upload firmware file

Upgrade

End

\ \ VARMNING : Possible loss of data. It's strongly recommended to do a
4 ") backup and to REBOOT the system before firmware upgrade.

mﬁacku system

Backto mainpage | Next

Figure 218: System maintenance — Server upgrade, procedure start

If the backup has already been performed, press the button “Next” to go the next phase. Select the file

(Figure 219), containing the update package (FUP®

), that must have been downloaded to the PC
connected to the FrontEnd, as already described. Select this file, as usual, in the dialog window, that is

opened by pressing the button “Browse”.

1% |pervoice firmware updates are available on URMET internet site www.urmet.com or directly on the site

www.ipervoice.com.
1% FyP: Firmware Update Package
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: s‘ Uggrade firmware

Steps

Introduction

Upload firmware file
Upgrade

End

Select the Firmware Upgrade Package (FUP) for upload

[ | Browse.. |

Figure 219: System maintenance —Server upgrade, FUP selection

If the file is valid, the system will be ready for upgrade only after asking the user for a final confirmation:
till this moment, the procedure can be interrupted without changing the system status. After confirming
by pressing the button “Yes, continue”, the operation cannot be interrupted.

g‘ Upgrade firmware
Steps

Introduction
Upload firmware file
Upgrade

End

ded that you Kup your sy Have you backed up

' The firmware will be upgraded with version «3.1.0-19» . It's hardly
(_* ) yoursystem?

[ Yes, continue ] | No J

Figure 220: System maintenance — Server upgrade, upgrade confirmation

The firmware upgrade phase may last for some minutes. Do not disconnect the PC from the FrontEnd or
switch the server off during this phase; wait until the system asks to reboot the server (Figure 221), to
make the upgrade active.
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£  Upgrade firmware

Steps
introduction
Upload firmware file
Upgrade
End

0 To complete the instaliation of the update, you must restart the
system.
Figure 221: System maintenance — Server upgrade, system reboot
¥ Warning: once the server reboot is completed, the FrontEnd page is reloaded to inform the

user that the operation has been completed. In some cases, the automatic reload is
not performed. If this happens, close the browser and reconnect to the FrontEnd.
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13.4.1 IP DEVICES AUTOMATIC UPGRADE

Once the upgrade is completed, the system asks to reboot the server to make the new firmware active.
Once the reboot is completed, the server checks the firmware consistency on main IP devices, then
automatically updates them, if needed. With the function “Check system consistency”, contained in the
item “FW UPGRADE” of the FrontEnd main menu, it is possible to control the progress of the upgrade
phase (for further details, see the paragraph “Checking server and IP devices firmware version” on page
265). In the Figure 222, for example, the firmware upgrade for the devices “Main Entrance Call Module”
and “Gateway East Tower” is in progress.

e Check system consistency

Il Device name Device type Status Actual fw Exp.fw  Date Status fw
" Server Server UNKNOWN 0.4.2-8 04.2-8 2009-09-01 4§ COMPLETED
, Main Entrance Call  Primary Call
LAY - = -,
= Module module UNKNOWN 0.4.2-6 0.4.2-8 2009-09-01 "3 PROGRESS _Ugarade
! Gateway EastTower Gateway UNKNOWN 0.4.2-6 0.4.2-8 2009-09-01 -’3 PROGRESS Uéirade
v Concierge Switchboard ALIVE 1.0.9-5 1.0.9.5 2009-09-01 @ COMPLETED

Figure 222: System maintenance — Checking of IP devices firmware

¥ Warning: the automatic upgrade phase of IP devices depends on devices number and type and
may last some minutes. During this time, all devices are unusable, e.g. the call
module display is off and the door lock release command is deactivated (also the one
performed using the “exit switch” button). The upgrade phase is performed by the

III

server in “parallel” on all devices, in order to minimize the time in which the system

is not available.

To check that the automatic upgrade has been successful, verify on all listed IP devices the columns
“Actual fw” and “Expected Fw"”: they must contain the same version. The column “Status fw” must
display “Completed”*?’.

197 Because the FrontEnd can detect if the upgrade has been successful, but not if it has failed, if the upgrade state of a device

remains in condition “PROGRESS” for more than 10 minutes, it is possible to force a manual upgrade, by pressing the button
“Upgrade” near the concerned device.
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13.4.2 |PERVOICE SERVERS UPGRADE IN MULTI-SERVER MODE

In Multi-Server mode, the operator must indicate on which servers must be installed the firmware
upgrade (Figure 223). The default and recommended, provides that the update process is executed on
all servers in the system. However in special circumstances, as in the case of a server that has been
"suspended", you may need a partial update in order to align all the servers to the same firmware, so it
can be ensured the proper functioning of the entire system.

ﬁ* Uﬁrade firmware

Steps

Introduction
Upload firmware file
Upgrade

End

The firmware will be upgraded with version «3.1.0-19» . It’s hardly

Vi
,a" recommended that you backup your system. Have you backed up
(J' your system?

This upgrade will be applied on selected servers

o1 All sites Versions
V| Test3.1 Server1 31.0-18
V] Test3.4 Server2 3.1.0-18
V| Test3.1 Server3 3.1.0-18
| Yes. continue l No |

Figure 223: System maintenance — Server upgrade in Multi-Server mode, upgrade confirmation

FINALIZING THE UPGRADE OF IPERVOICE SERVERS IN MULTI-SERVER MODE

After completing the restart of the server from which the Firmware Upgrade operation was performed,
the FrontEnd (see Figure 224), requires a manual restart of the other servers involved in Multi-Server
operation. To do this simply press "Reboot" for each of the listed servers. The FrontEnd will update the
status of each server in order to show the operation result.

2" Check gste_m c_onslst_encz

Il Device name Device type Status Actual fw Expected fw Date Status fw

W Server Server ALIVE 3.1.0-18 3.1.0-19 2012-02-15 @ COMPLETED

4 SWILN15 Switchboard UNKNOWN 1534 1536 2012-0215 @  FAILED Upgrade |
5 SWI_N10 Switchboard UNKNOWN 1534 1536 20120215 @  FALED  [Upgrade)
& SWB1 Switchboard UNKNOWN 1534 1536 2012-02-15 & FAILED Upgrade |
« Remote server (10.1.8.1) Server ALIVE 3.4.0-19 34.0-19 2012-02-15 @ REBOOT Reboot
«” Remote server (10.1.6.1) Server ALIVE 3.4.0-49 3.4.049 2012-02-15 & REBOOT
+ Remote server (10.1.5.1) Server ALIVE 3.4.0-19 34.0-19 2012-02-15 @ REBOOT
+ Remote server (10.1.13.1) Server ALIVE 3.4.0-19 34.0-19 2012-02-15 @ REBOOT  [Reboot
" Remote server (10.1.12.1) Server ALIVE 3.1.0-19 3.4.0-19 2012-02-15 @@ REBOOT Reboot

Figure 224: System maintenance — Server upgrade in Multi-Server mode, servers restart

N
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13.5 IPERVOICE DEVICES REPLACEMENT

A device must sometimes be replaced because of a failure or when a new model is installed (for
example, when a call module 1039/18 is replaced by 1039/13).

If a replacement is needed, remember that in IPervoice system there are two groups of devices:

> IP devices

> Column devices

The replacement procedure depends on the device to be changed, that is a call module, a gateway and
another IP device or a 4-user decoder and a video door phone.

In the first case, IP devices, the replacement is performed exclusively with the FrontEnd; in the second
case, a PDA Phone or a Netbook is mainly used; the procedure is the same as in “Column Devices
Configuration” described on page 165.

In the second case, the IPervoice server does not need to identify the column devices before their
configuration. The programming procedure, if necessary, is performed with the mobile device through
the Bluetooth interface or, only for apartment stations, with the “dip-switches” placed on the wall
mounting bracket (for the configuration procedure, refer to the paragraph “Apartment Stations
Configuration — Dip Switch Configuration” on page 84).

13.5.1 IP DEVICES REPLACEMENT

For these devices, the procedure is composed by the following steps:

1) Installation of the new device instead of the old one.
2) Automatic identification of the new device by the IPervoice server.

3) Replacement with FrontEnd.

The first step concerns the physical replacement of the device, included wiring operations.

The installer is not involved in the second step, except for the VolP telephone 4501/5 or VolP-ATA
4501/30, that need a preliminary operation in order to be identified by the server as new devices to be
included in the system (for further details, see “VolP Telephone Configuration” on page 118).
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The third last step concerns the procedure to be performed with the IPervoice FrontEnd and allows to
transfer the configuration from the old device to the new one just replaced.

¥ Note: The following example will describe the procedure to be used with the FrontEnd,
assuming that a call module must be replaced. Note that this procedure is the same
as in case of replacement of other IP devices.

The list of new devices detected by the IPervoice server is displayed by the FrontEnd'%, by selecting the
item “New device”, as shown in Figure 225. In the centre of the page there is the list of all the new IP
devices identified by the server; near each one there are information about device type, IP address,
MAC address, firmware version and its status.

¥ Note: The IPervoice server automatically detects the new IP devices when these require
the assignment of the address. However, the list can be manually updated, by
pressing the button “Detect new devices” under “New Device”.

With the fields Device Type and MAC address the device to be replaced can be uniquely identified, in
the example a call module; press the button “Replace” to start the replacement procedure.

REFRESH  STARTUP WIZARD  DIAGNOSTIC MAINTENANCE SRV LOG SEARCH  SOFTWARE USER FW UPGRADE REBUILD REBOOT  LOGOUT

*$* Tochnical Guide System -~ = New Device

B Time Profiles Detect new devices Add new devices

§§ Primary call module

© = primary entry panel Device Type IP address Macaddress  FWversion  Device status

E:Eé :ﬁ:g Call module 19216822  O00:IEED00:0BA9  0.4.2-8  UNKNOWN | Replace

@] Key readers

8 e Special decoders

D Suicnboards

G vor phone g
& @ Video segfers

B £ Extergdl person groups

= New device
e
& 1‘? Zones

Figure 225: System maintenance — List of new IP devices

1% 15 access to the IPervoice FrontEnd, see the chapter “The Frontend” on page 47
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The FrontEnd shows the user a new page, where information about the new device are displayed
(section 1 of Figure 226) and the list of call modules with DEAD status (section 2) that must be replaced.
In case of call module replacement, there are two lists, the first for main modules and the second for the
secondary ones. The user must select the module to be replaced from the right list; the system can not
automatically choose. Once the device has been identified, press the button “Replace” to execute the

procedure.
. = New Device : Replace a Call module
fe -~~~ "~""—""""~""~""~"""~""™""~""™"">"™""™>"™""™>"™""™7 |
I New Device inf |
: IP address 192.168.2.2 {
I FW version 0.4.28 |
: Device status  UNKNOWN :
2y, l.__::::::::::::::::::::::::::::
"|' ~@  Expand Primary Call module List |
|
I Name IP address FW version Device status |
| g5 == -
| R S gh a0 210 (0428 DEAD : (Replace
: Westcrkance C 102488213 0429 DEAD | [Replace]
|
: [7] Expand Secondary Call module List |
| Name IP address FW version Device status Block = Stair :
e p—
Figure 226: System maintenance — Selection of the call module to be replaced
¥ Warning: After the replacement and the new configuration have been performed, the

IPervoice server checks the consistency of the firmware version installed in the new
device and updates it automatically, if necessary. During this time, the device will be
out of order, as described in the paragraph “IP devices automatic upgrade” on page
270.

FURTHER NOTES ABOUT IP DEVICES REPLACEMENT

In case of replacement of IP Gateway 1039/50 or column power supply units 1039/20, it could be
necessary to repeat the procedure for adjusting the video signal, as described in the paragraph “Video
Signal Adjustment” on page 83.
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13.5.2 COLUMN DEVICES REPLACEMENT

The procedure for replacing a column device, as for example a 4-user decoder (1039/34), consists in the
following steps:

1) Installation of the new device instead of the old one.
2) Download of system configuration data to a SmartPhone or another mobile device.
3) Programming with SmartPhone through Bluetooth interface.

4) Checking of system data download to the column device

The first step concerns, as in the previous case, the replacement of the device, included wiring
operations.

To download system data (file config.dat) to the mobile device, refer to paragraph “System Data
Download to PDA and Smartphone device” on page 168.

The programming procedure of the 4-user decoder with the Bluetooth interface is described in the
paragraph “Download of system data to column devices” on page 170.

The last step concerns the checking of system data downloaded to the replaced device. This operation is
described in the paragraph “Checking of parameters downloaded to the column device” on page 178.

13.6 ADDING NEW DEVICES

As in the previous case, the operation for adding devices is different, according to device type (IP or
column devices). The two procedures are the following:

> IP devices

— The operation for adding a device and downloading the configuration is exclusively
performed with the FrontEnd.

» Column and apartment devices

— The operation for adding a device and setting configuration data is performed with
the FrontEnd; a Smartphone or a Netbook is used to download data.

The above described procedures are, in brief, the same used during the first phase of system
configuration, described in the following chapters:
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» The “StartUp Wizard” on page 97
» IPervoice Devices advanced Configuration on page 127

» Column Devices Configuration on page 165

So, instead of describing every single case, two examples will be detailed, one for IP devices and the
other for column devices, in order to highlight the differences between the two procedures. In both
cases, the first step to add a new device is the button “Add ...” in the related list page, under the title.

The Figure 227 shows some examples.

4]

S8  Primary Call Module List |

S50 LY 5 A
it secon all Module List XL Decoder list |
Add a decoder
1P VolP phone lis | fﬁj Door phone list |

A Add a door phone
—e—

phone

Figure 227: System maintenance — Access to the function for adding devices

13.6.1 ADDING NEW IP DEVICES

In the example an IP key reader (1039/88) is added, but, as already said, the procedure is the same as
for the other IP devices. From the devices tree select the item “Key Readers”'®: the FrontEnd shows
the list of existing devices (Figure 228); by pressing the button “Add a key reader”, the user is redirected
to the page “New Device”*™ (Figure 229), already described for replacement, where the device to be

added must be selected.

@)'_J Key reader list

Add a key reader

Name Address IP MAC

Parking Access

Reader 192.168.2.12 00:1E:E0:00:10:C1 Delete

Figure 228: System maintenance — Adding a new IP reader

1991t is also possible to directly access to the item “New Device” from the devices tree and then select the device to be

added.
"%The current FrontEnd version allows to add IP devices only if they are already included in the list “New Device”.
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= New Device
Detect new devices Add new devices
Device Type IP address Mac address FW version Device status
Key reader 19216827  00:1E:E0:00:10:C0  0.0.0-1  UNKNOWN [Configure] [ Replace |
Figure 229: System maintenance — Selecting a device to be added
¥ Warning: the list always shows all the devices detected by the system. The user must select the

device to be added by considering the “Device Type”, but first of all the “MAC
Address”, that is the unique identifier of each IP device.

Press the button “Configure” near the IP key reader to be added and access to data entry page. This

page contains, as shown in

Figure 230, the data already described in Table 26 on page 116, the chapter

about the Startup Wizard. To execute the operation, press the button “Add Device”.

¥ New Device : Configure a Key reader

Name

IP address

192.168.2.7

MAC address 00:1E:E0:00:10:C0

FW version

0.0.0-1

Device status UNKNOWN

Add Device | Backto New device
Figure 230: System maintenance — Entry of IP key reader data
¥ Note: The status of all the new IP devices in the list “New Device” remains UNKNOWN until

the device is added to the system and configured.

277



|Per

VoICE

13.6.2 ADDING NEW IP DEVICES USING THEIR MAC ADDRESS

IPervoice FrontEnd allows to add new devices also by MAC address. This mode is the only that can be
used if DHCP module has been configured in “Blocked” mode (see paragraph 12.8 - “Server
Configuration” on page 251 and following) and allows to achieve the operation by entering the device
type and its MAC address. To use this feature, click on the button “Add new device” near the summary
page title “New Device”.

.= New Device

new devices Add new devices

=
/j Device Type | Soft Touch Call Module (1039.13) [+
) ; Mac address  00:1E:E0{00:21:C3

Confirm ' [ Cancel |

Figure 231: System maintenance - Adding new devices by MAC address

Figure 231 displays the Popup window used to enter data, the following table shows the fields and their
meaning.

Device Type Device type value can be selected from a pull-down menu that contains
the list of IP devices available in IPervoice system.

Mac Address Device MAC address, required field.

¥ Warning: address hexadecimal digits pairs must be separated

“w,n

by the character “:

278



|Per

VoICE

13.6.3 ADDING NEW COLUMN OR APARTMENT DEVICES

To add a new column device, in the following example a 4-user decoder (1039/34), first of all identify
the IP Gateway to which the decoder must be associated; to do this, search in the devices tree the block
and the stair where the gateway has been installed, select it and expand the item “Decoders”: the
FrontEnd displays a page as shown in Figure 233. Press the button “Add a decoder” to enter data.

"§°' Technical Guide System = E Decoders list
8 ) 1ime Profies Add a decoder
B 22 primary call module

B E Primary entry panel

B |imsiocks Name Number
B |3 east slock Decodert 1 Delate
& Rluain srocx Decoder2 2 Dslste
Phiga e e

5
a8 .r'/ West Stair
=2
@ =3 Secondary call module
H-% Secondary entry panel
a "': Gateway West Tower
8 .eoimecocers
B € y Decodert
B S, pecoderz
L}
a8 505 Decoder3

B O, pacoders

] Lm Interface

Figure 232: System maintenance — Adding a new Decoder

Also in this case, the data to be entered are the same as those described during the configuration phase
with the Startup Wizard in Table 42 on page 184. To execute the operation, press the button “Confirm”.

o Adda decoder

4

Decoder name

Decoder number

(Confirm | Cancel

Name Code

Figure 233: System maintenance —Entry of Decoder data

¥ Warning: after adding a column device, the system data must be downloaded to the device, if
required, using a Netbook or a SmartPhone, as described in the chapter “Column
Devices Configuration” on page 165.
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13.7 DELETING DEVICES (AND OTHER SYSTEM COMPONENTS)

Differently from devices replacement and adding operations, there are no different procedures to
delete IP devices or column devices. The same procedure is also used for other system components that
are not hardware devices, but are used to describe the IPervoice system structure. These are, in this
case, blocks, stairs, floors and apartments.

13.7.1 DELETING IP AND COLUMN DEVICES

The first step is performed by selecting the device to be deleted from the devices tree of IPervoice
FrontEnd: in Figure 234, as an example, there is the list of decoders associated to the “Gateway West
Tower”.

A

3 i
“%" Technical Guide System O, Decoders list
) [~k ]
Time Profiles Add a decoder
=0
=2 primary call module
85 Primary entry panel

B limeiocks Hame Number
& EI"-\E&SI Block Decodert 1 Delste
&) Elfll.lam Block Decoder2 2 Delete
Al Decoder3 a Delete
B lakwest Block
e Decoderd 4 Detete
B West Stair

=0
=2 Sacondary call module
— Secondary entry panel
B (& Gateway west Tower
A
= {oiaD‘ecoders
B8 ‘.,O.‘ Decodert
nA
:O:J‘DELUUEQ
& »'05- Decoder2
Lot
«~wDecoderd

E’;‘] Lift interface

Figure 234: System maintenance — Selection of a device to be deleted

To delete a device, click on the button “Delete” near the device: the system will require a confirmation
(Figure 235), if the answer is “Yes”, the device will be deleted.

@ Do you confirm to delete the decoder ?

Yes! [ No

Figure 235: System maintenance — confirmation to delete a device
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If in the system there are other devices or components connected to the device to be deleted, IPervoice

informs the user that the operation is impossible, explaining why the deleting operation has not been

performed.

¥ Warning:

the FrontEnd provides details only about the direct cause that prevents from deleting

the device. For example, a decoder deleting depends on the presence of apartments

associated to it, where there could be other devices, as video door phones or

intercom interfaces and also residents associated to that apartment. The user must

first of all delete all these devices in the right sequence and then delete the main

device.

13.7.2 DELETING OTHER SYSTEM COMPONENTS

The procedure is the same: select from the devices tree the component to be deleted and click on
“Delete” to delete it. To verify if other devices depend on that component, follow the above described

rules.

"é“ Technical Guide System
®Tme Profiles
§§ Primary call module
L. Primary entry panel
8 [kgiocks
fesstsioc
%1 Main Block
B |3 west Block
5] .r"’r‘.'.'est Stair
=1 Secondary call module
L Secondary eniry panel
B & Gateway west Tower
SRS Floors
@ Floor1
‘@ Floor2
G o
@ Floord
< Floors
@ Roof Floor

Figure 236: System maintenance — Selection of system component to be deleted

&3 Floor List

Floor name

Floor1
Floor2
Floor3
Floor4
Floors
Roof Floor

Add a floor

Floor code

F1
F2
F3
F4
F5
F§

Delgte
Delete
Relete
Delete
Delete
Delete
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13.8 TEMPLATE EXPORT

The two functions described below allow the installer to load residents and externals data by importing
data from a text file. This feature is very useful if many data must be entered or the same information
must be entered many times (for ex., the assignment to an access profile).

111

Before importing data, it is needed to export the template™". To do this, select the item “Export

template” in the menu “Maintenance”, as shown in Figure 237.

| MAINTENANCE SRV LOG  SEARCH
| | CONFIGURATION

restore Write to mobile Import Data Export template

Figure 237: System Maintenance — Template export

The user will be asked to save the file with the template, which will be used later to import data to the
PC. The name suggested by the system is ipervoice_import.csv''%; select the desired folder and save the
file. The file structure is as follows:

Resident/External Imported name type. Available values: Resident, External. Required field.

Topo code/Group ID Imported name identifier. Available values: Topo Code*?, Group ID. The
first one is always associated to the Resident type and identifies the
resident apartment, the second one the External type and identifies the
External person group where to add the name. Required field.

Last Name Imported resident or external surname, required field. Max. length: 32
characters.
First Name First name of the resident or external to be imported, required field. Max.

length: 32 characters.

Visibile Resident visibility: if set to Yes, the name (last name and first name) will be
displayed on call modules. Allowed values: Yes, No. Default value, if no
specified: Yes.

Phone number Telephone number associated to the resident. Optional field. Max. length:
16 numeric characters.

Forward phone number Not used. For future purposes.

Door code Door lock release numeric code. Min. length: 4 characters, max. 8
characters.

m Exported template is a csv (comma-separated values) standard file.

Import process doesn’t care about the file name; if needed, the file can be renamed.
The assignment must always be made using the apartment topological code, even if the system addressing mode is
“Logical Code”.

112
113
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Key code Proximity key identification code. Required field in hexadecimal'**. Fixed
length: 8 characters
Access profile ID Identification code assigned by the system to the access profile. Required
field, if Door Code or Key Code data have been entered
Table 58: System maintenance— Resident and External data import log
¥ Warning: the template export doesn’t generate a static model, but a log file that represents the

system configuration. For this reason, it is necessary to perform the export procedure
each time it is needed to enter new names or update previously loaded data.

Open the file with a generic text editor; the structure is shown in the following figure:

ipervoice_importcsy - Blocconote TG, o

|Ei-le Meodifica Formato  Visualizza 1

Resident/External,Topo code/Group ID,Last Name,FIRST Name,visible,Phone Number,Forward phone number,Door code,Key code,Access profile ID .
|Resident ,B2S1F111,,,,,44
iResident.B?SlFllz ........
resident ,B251F1A1,,
Resident,B251F1A2,,
rResident ,B251F1A3,,
Resident,B251F1Ad,,
rResident ,B251F2A1
Resident,B251F5A5
External ;s Lisorunns
External,2,,,yvr1s

Figure 238: System maintenance— Export file

For “Resident” group, the system exports a row '** for each system apartment; for “External” a row for
each “External persons groups” member configured during the installation.

13.8.1 COMPILING THE IMPORT FILE

Open the file and enter data, according to structure and limits shown in Table 56. If more than one
resident must be added in the same apartment, enter data of the first name, then duplicate the row and
change data (for ex, name and surname, Key code, etc.).

When the editing phase is ended, save the file and close it to proceed with import phase.

¥ Warning: if a csv editor is used for file editing, check that the editor doesn’t change any data.
For ex., the hexadecimal Key code field could contain “zeroes”. These could appear
not significant, but if these data are considered as numeric values, they could be
deleted, generating a code different from the original one.

1% The format is hexadecimal. Letter case doesn’t matter.

The first row of the file must not be changed or deleted; it is used by the system to describe the imported log file. The

“n

fields are separated by the character “,” (comma).

115
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13.9 DATA IMPORT

The import process is guided by a two steps Wizard. To start the process, select the item “Import data”
in “Maintenance” menu. In the displayed page, the user can select the previously compiled file to be
imported to the system (Figure 239).

g Import data

Select the CSV file | | |Sfoglia. _]

Figure 239: System Maintenance — Data import, file selection

After this operation, press the button “Next” to start the import process; the user will be asked for a
confirmation:

Do you confirm to start import data.
If resident or external exists, it will be updated 7

Yes '_" No

Figure 240: System Maintenance — Data import, import confirmation

Confirm the operation by pressing the button “Yes”; if there are names already present, they will be
updated with the new data of the import file. This procedure doesn’t perform any deletion operation,
but it is only possible to add new names or update the existing ones. This is important, because it is
possible to perform incremental import and split this operation by building or area.

At the end of the procedure, a page will inform the user about the result of the operation, as shown in
Figure 241.

i Import data

Importation report

| Import resident Mancini Henry : Checked ok to adding data

| Import resident Spielberg Steven : Checked ok to adding data
| Import external Malcovich John : Checked ok to adding data
| Import external Travolta John : Checked ok to adding data

/| All data has been successfully imported in database
(Backiomainpags
Figure 241: System Maintenance — Data import result

¥ Warning: If during the import process there are one or more rows with wrong data, the system
will notify the user about wrong rows and fields without making any change in the
system.
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13.10 SYSTEM L0OG

IPervoice system records operating information in an event log. To see this information by the FrontEnd,
select the item “Log” from the main menu. Figure 242 displays an example of the summary page, that
shows the contents.

2011-10-26 14:15:22
2011-10-26 14:11:00
2011-10-21 11:45:16
2010-12-07 17:4T:32

2010-12-07 17:15:15

FW UPGR COMPLETED WITH REBOOT
FW UPGR REQUESTED

FW UPGR COMPLETED

FW UPGR COMPLETED WITH REBOOT

FW UPGR REQUESTED

Figure 242: Utility functions — System Log management

-'E| Log
—_— Log Search — Delete log — Export log ——t Quit log B e ——
Page number | 0[+] [<< (<] [>][>>]
Date/Time Event Type Source Destination Data Type Data  Reason
2012-01-02 21:51:36 FE login Soft user: sysadmin
2012-01-02 21:42:00 FW UPGR COMPLETED -
2012-01-02 17:01:43 FW UPGR COMPLETED
2012-01-02 16:59:42 FW UPGR COMPLETED WITH REBOOT -
2012-01-02 16:55:11 FW UPGR REQUESTED
2012-01-02 16:53:30 FW UPGR REQUESTED -
2012-01-02 16:40:15 FE login Soft user : sysadmin -
2011-11-14 08:52:42 FE login Soft user : sysadmin
2011-11-14 08:46:31 FE login Soft user: installer
2011-11-13 23:01:15 FE login Soft user : sysadmin
2011-11-13 19:48:30 FW UPGR COMPLETED
2011-10-26 14:17:36 FW UPGR COMPLETED

The list shows some events stored by the system; for each one, there are all specific data, useful to
identify it. Some data are always present, as Date and Time or event type, while others are saved
coherently with the information type. Click on the top of the column to change the order. Default sort
key is date and time of the event.
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In the menu bar there are some buttons used for the following functions:

» Log Search It shows search fields used to “filter” the events list saved by IPervoice;
for details, see paragraph 13.10.1 on page 286

» Delete Log It deletes all the records in the system log. The FrontEnd asks the user for
a confirmation before deleting.

» Export Log This function allows to export the events log in CSV format (Comma
Separated Values), which can be easily read by programs as Excel or
similar ones

» Quit Log Used to exit from log management and return to FrontEnd main menu

13.10.1 CUSTOMIZED LOG SEARCH

After pressing the button “Log Search”, the page shows some fields, that can be used to perform specific
searches in the event log. The user can enter search keys in the page shown in Figure 243.

Search by

7| Date/Time StartDate: 2011-11-15 | (rryv-um-00) Start Time : [HH mm)

End Date : 2011-11-15 | (vvyy-aum-00) End Time : (HH:mm)
Event Type
Source
Destination
Data Type

Key code

Search...

Figure 243: Utility functions — Customized search in system log
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The following table describes the fields available to create the search filter and their meaning:

Date/Time

Event Type

Source

Destination

Data Type

Key code

If selected, it allows to set a date interval where to search the event; it is
also possible to enter start time and end time

With the pull-down menu it is possible to set a filter for the event type.
Some of the available values are: Call request, Door Opening,
Authentication error or Alarm reset

Some events are originated by a device or a specific function; they can be
selected with the pull-down menu, for instance: Call Module, Apartment
or Switchboard

The same as above for event destination

Some events have additional data; the type changes according to the
event. The pull-down menu is used to limit the search to a specific type,
for instance: Badge Code, Coercion Alarm

This field is used to search a specific Key Code. The data can be entered
also in a driven mode, using the “Encoder 125” device. For further
information, see the paragraph “Automatic Key Code Wizard” on page
192.

After selecting the desired search methods, press the button “Search”; the FrontEnd will query the

IPervoice server for the events that meet the configured filter criteria.
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13.10.2 SEARCH IN THE SYSTEM L0G IN MULTI-SERVER MODE

In Multi-Server system, the summary page of IPervoice system log is extended to include the logs of all
the system servers. In this way the user can easily perform searches, configure filters on all the present
servers without changing the window. Figure 244 shows a typical example of search page in Multi-
Server mode.

g Log
: 44 Log Sl 1] Delete log 1 B Export log T Quit log I

Page number |0[+] (<< [<| [>] [>>] Site name | Atletes VilageN10 [+
ey Date/Time Event Type Source Destination Data Type Data Reason

2011-12-28 09:19:18 Device status Call Module : CM Plot N10 Alive -

2011-12-28 09:18:18 Device status Gateway : GW Plot N10 Alive -

2011-12-28 09:17:18 Device status Key reader : KR Plot N10 Alive -

2011-12-28 09:16:18 Device status Switchboard : SWI_N07 Alive -

2011-12-28 09:15:18 Device status Switchboard : SWI_N15 Alive -

2011-12-28 09:14:18 Device status Switchboard : SWI_N10 Alive -

2011-12-28 09:08:18 Device status Call Module : CM Plot N10 Alive -

2011-12-28 09:07:18 Device status Gateway : GW Plot N10 Alive -

2011-12-28 09:06:18 Device status Key reader : KR Plot N10 Alive -

Figure 244: Multi-Server mode — Utility functions — System Log management

As shown in the figure, in the upper side of the page, near the navigation buttons, a pull-down menu
allows to select the site used to display system logs a fianco dei pulsanti di navigazione, un menu a
“tendina” permette di selezionare il sito dal quale visualizzare i log di sistema (the server selected in the
example is the Plot N10). Filter methods described in paragraph 13.10.1 “Customized log search” on
page 286, are the same; the FrontEnd will automatically query all the system servers.
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13.11 SEARCH

In the FrontEnd main menu, select the item “Search” to access the search page, as shown in Figure 245.

o, Search
Search by Person lastname :'
Search
[ Search... J

Figure 245: Utility functions — Search

This function allows to search system users and devices in different modes. These can be selected from
the pull-down menu called “Search by”. The available search modes are shown below, with the result of
the search performed. If the system is configured in Multi-Server mode, see paragraph 13.11.8 “Search
in Multi-Server Mode” on page 293.

13.11.1 SEARCH BY ACCESS PROFILE

This is the default search mode, performed by selecting the item “Access Profile” from the pull-down
menu “Search by”, then the profile name from the menu “Search”. Figure 246 shows all the extracted
names with “Door Access Profile 01” access profile. Click on a name of the list, IPervoice will show the
respective page where data can be changed.

Search by Access profile name v
Search Door Access Profile 01 | =
Search...
if Lastname First name
Johnny Brown
Patterson Mark
Smith Sara

Figure 246: Utility functions - Search by Access Profile
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13.11.2 SEARCH BY LAST NAME

To use this search, select the item “Person last name” and enter the name in the text box near “Search”.
The user can enter only some letters of the name, IPervoice will show all users with the name starting
with these letters. In the example (Figure 247), there are all the names starting with “s”118 Click on the

name to access the page used to change data.

Search by Person lastname >

Search s
Search j

il Lastname First name
Siver Paul
Smith Wikbur

Spieberg Steven

Figure 247: Utility functions - Search by last name

13.11.3 SEARCH BY ToPoLOGICAL CODE

Use this search mode to find the list of “objects” with a topological code matching with the selected
criteria. As shown in Figure 248, four text boxes are available. Each one can be used to specify a code

part (block, stair, floor, apartment).

Searchby | Topologic code >

Search B2 s F1

| Search |

i Object type Name Topologic code
Apartment Apartment1 B2 S1F1 A1
Apartment Apartment2 B2S1F1A2
Apartment Apartmentd B2S1F1 A2
Apartment Apartmentd B2S1F1 A4
Apartment Apt1 B2S1F1I 11
Apartment Apt2 B2S1F112
Block West Block B2
Floor Fioort B2S1F1
Star West Star B251

Figure 248: Utility functions - Search by topological code

Topological search returns also the objects that are hierarchically over the found ones. The example
shows that besides the apartments, also belonging floor, stair and block are returned.

116 . .
The search is not case sensitive
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13.11.4 SEARCH BY Locic CobE oR NUMERIC CODE
This search is used instead of topological code mode when the system is configured to operate in Logic
or Numeric addressing mode. In the text box enter the code to be searched or part of it.

Search by Logic code v

Search

Search...

i\ Object type Hame Logic code

Switchboard Concierge

Figure 249: Utility functions — Search by logic code

13.11.5 SEARCH BY TYPE AND DEVICE NAME

This search is useful to find one or more devices of a specific type, for ex. call modules, video server, lift
interfaces, decoder and so on. A specific mask used to enter data guides the user to enter the device
type with a pull-down menu and enter the name in the text box. Figure 250 shows an example:

Search by Device type and device name |« |

Device type Name
SeAER) Decoder -
Search... |

I Device type Name
Decoder Decoder!

Decoder Decoder2
Decoder Decoder3
Decoder Decoderd

Figure 250: Utility functions — Search by type and device name
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13.11.6 SEARCH BY DooR CoDE

This option allows to search a user by using the associated door lock release code. To search the user,
input all the door lock release code in Search field.

Search by Door code =]

Search 12345678

[ Search... ]

it Lastname First name

Patterson Mark

Figure 251: Utility functions — Search by door code

13.11.7 SEARCH BY KEY CODE (BADGE CODE)

This search mode allows to find one or more users by the proximity key code. In order to perform this
search, enter the hexadecimal key code in the field Search.

Search by Badge code '
Search
1 LastName First name
Brown John
Rotten John
Siver Paul

Figure 252: Utility functions — Search by badge code

¥ Note: The search by key code can also be performed in a guided mode, with the “Encoder
125”. For further information, see paragraph “Automatic Key Code Wizard” on page
209.
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13.11.8 SEARCH IN MULTI-SERVER MODE

When iPervoice is configured to operate in Multi-Server mode, the search page shows on the right the
list of the servers where to perform search operations; Figure 253 shows a typical example.

o, Search

Available sites
Search by Person last name ¥ -

/| Athietes Village NO3 /FW3.0
| Athletes Village NOT /| FW3.0
J Athletes Village N10 /FW3.0
J Athletes Village N15/FW 30
| Plot NO1

| Plot NO2

| Plot NO3

| Plot NO4

" 7 Plot NO9

L Seach. | 7IPIotN10

< PlotN13

JIPlotN14

J PlotN15

1 Plot N26N

VI Piot N26S

Search

Figure 253: Multi-Server mode — Utility functions — Search

The user can select one or more servers where to perform the search, according to requirements.

Regardless of the search type, the results will show the list of selected servers; expand them to see
retrieved data.

For instance, the search by last name “Security”, as name of an external present in more than one
system, could provide a result as shown in Figure 254: the pre-defined server is the one accessed by the
FrontEnd (in this case, “Plot NO1”).
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b

Available sites

Searchby | Personlastname [+] Clan

‘ [¥] Athletes Village NO3 / FW3.0

e Wl | (V] Athletes Village NO7 / FW3.0
[7] Athletes Village N10 / FW2.0

[V] Athletes Village N15/FW 3.0

[¥] Plat NO1

[¥] Plot NO2

] Plot NO3

[¥] Plot NO4

[¥] Plot NO9

( Search.. | [ PlotN10

[ Plot N13

[V Plot N14

[¥] Plot N15

[VIPlot N26N

[ Plot N26S

[ Athletes Village NO3 / FW3.0 (no result)
> Athletes Village NO7 / FW3.0 (no result)
[» Athletes Village N10 / FW3.0

> Athletes Village N15 / FW 3.0 (no result)
¥ Plot NO1

4} Lastname First name
Security Key20

> Plot NO2

> Plot NO3

Figure 254: Multi-Server mode — Utility functions — Search by last name

For servers without results, the text “(no result)” appears on the right of the server name (see Figure
255).

P Athletes Village NO3 / FW3.0 (no result)

Figure 255: Multi-Server mode — Utility functions - No result found
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14 STAND ALONE-FRONTEND USAGE (IPERVOICE SA-FE)

IPervoice allows to configure the system and its devices using the FrontEnd. This can be used in two
different modes: the first one, called Server mode, is described in the previous chapters; the second
one, called Mobile mode, will be treated in this chapter.

For Mobile mode, it is necessary to use Stand Alone — FrontEnd*' (or “IPervoice sa-fe”), a dedicated
software application, provided with the system. Its main characteristics are the following:

» All operations concerning system configuration can be performed “off line”, without being
connected to the system and then transferred to IPervoice server.

» User interface accessible by Internet browser, compatible with the interface used by the
FrontEnd in Server mode.

» Bluetooth programming of column devices embedded in the applicationm.
» Addition and configuration of new IP devices in offline mode.

» System database synchronization at each operating mode switching (Server or Mobile).

Even though it is not mandatory, it is suggested to install “IPervoice sa-fe” application on a laptop
(notebook or Netbook), in order to have on the same PC the FrontEnd features used to configure the
system and the SmartPhone features used for column devices programming (see chapter “Column
Devices Configuration” on page 165 and following).

71t can be freely downloaded also from URMET Internet site www.urmet.com

In order to use the embedded programming functions for column devices, the PC must be provided with Bluetooth
interface and use Internet Explorer 8 or higher.

118
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14.1 HARDWARE AND SOFTWARE REQUIREMENTS

Before installation, check that the PC is provided with the following minimum requirements:

» Processor: 1 GHz 32-bit (x86 Core Duo) compatible with Microsoft Windows Vista 32-bit
(Home Premium) or Microsoft Windows 7 32-bit (Home Premium, Professional or Ultimate)

» RAM and disk space: 1 Gbyte RAM and 250 Mbyte of available disk space

» Video card: compatible with Microsoft Windows Vista 32-bit (Home Premium) or Microsoft
Windows 7 32-bit (Home Premium, Professional or Ultimate) 1024 x 768 pixel min. resolution

» USB Port: 1 (optional) for the connection of encoder 125
Ethernet Interface: 10 / 100 Mbit/s.

Bluetooth Interface: (suggested), to use embedded programming functions for column
devices '*°.

> Internet Browser: Microsoft Internet Explorer 8 or higher

It is important to check settings of Windows Vista and Windows 7 UAC*®®

must be configured as follows:

module protection, which

» Microsoft Windows Vista: UAC disabled

» Microsoft Windows 7: UAC in standard configuration (default)

% The Bluetooth interface on the host PC must support “Stack Bluetooth Windows” in order that SA-FE can use it. It is

suggested to check compatibility before buying it.
20 uAc - Acronym for User Access Control, Microsoft protection module for Windows Vista, which manages PC users rights,
in order to avoid the execution of dangerous software or system data or components damages.
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14.2 PRE-INSTALLATION CHECKS / UPDATES

Before starting the installation procedure, described below, check that on the PC there is not any
previous installation of “IPervoice sa-fe” application. In this case, remove the old version before
installing the new one and remove manually the installation folder.

Antivirus'*! software could compromise the result of installation procedure, so it could be necessary to
disable the antivirus software during installation.

12
|

It is suggested to disable or configure properly firewall'®* software, if present, in order to use properly

IPervoice sa-fe. In case of problems during access with Internet browser, the firewall must be disabled.

IPervoice sa-fe software uses an Active-X control inside Internet Explorer browser to communicate with

123 controls in

Bluetooth devices, so it is needed to enable download and execution of unsigned Active-X
order to make the application operate properly. To enable this function, from Internet Explorer main
menu select the item Tools ->Internet options ->Security, then Local Intranet and Custom level;

activate the option Download unsigned Active-x controls (Figure 256).

Connession: | Programm | Avanzate
[— Sicurerzs Privacy Contenuto

Selenonare fares d cu visuslizzare o modificare e impostazion.

0 & 4 Impostazioni di sicurezza - Area Intranet locale e
. v R — =
Internet  Intranetlocale St attendbd Impostazoni
Mosta v eb - A
sy e é ‘M:!, :eo & animazioni nelle pagine Web che non utizzano un
Area riservata & tutt | it Web suls & Daattva
- rete Intranet,

Livello d sicurezza per [area
Livell consentitl per quests area: Tutt
Medio-bassa

- Impostanone sooropnats per
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-E dells magoor partlll

richeesta d conferma
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o Attva
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¥ Scarica controll ActiveX con firma elettronica
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© Chedi conferms
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¥ Scarica controll ActiveX senza firma elettronica
o [mm
Cheed confltrma
Dasattva
¥ Download

2 Puverndnnd clad pe ubbue

*Richiede un riavivio di Internet Explorer
Impostazion personalzzate
Remposta a: Medo-bassa (predefinita) - Remposta...

Figure 256: Stand Alone FrontEnd usage - Internet Explorer settings

121 .. .
It depends on antivirus software in use.

122
123

See firewall instructions concerning configuration/disabling procedures.
Abbreviation of Active Extension, Microsoft technology used to extend application functions.
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14.3 |IPERVOICE SA-FE INSTALLATION

To start the installation software, execute the setup file in installation package. The name of this file
depends on the application version. For example, if the released version is 2.0.1, the name will be 2.0.1-
37_1039_sa-fe_Build_073_10.exe. Figure 257 is the typical window shown to the user.

@ Setup - IperVoice SA-FE [E=RNCR =

Welcome to the IperVoice SA-FE
Setup Wizard
o This will install lperVoice SA-FE 2.0.1-37 on your computer.

k is recommended that you close all other applications before
continuing

Click Next to continue, or Cancel to exit Setup.

e [ o)

Figure 257: Stand Alone FrontEnd usage — Installation process splash screen

During installation phases, follow the indications displayed in interface windows.

¥ Warning: To correctly perform the installation procedure of IperVoice sa-fe application, the
user must access the PC with System administrator rights, otherwise the installation
will not be properly performed.

14.4 PoOST INSTALLATION CHECKS

When the installation has been completed, check that the folder where the application has been
installed (for ex., C:\Urmet\IperVoice sa-fe), allows the user a complete access to the application. To
check this:

» Start “File manager” and find the IperVoice sa-fe application folder
» Click right and select the menu item “Properties”

» Select the tab “Security” and check that the user or the group have the “Full control” of the
folder
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For its proper operating mode, IperVoice sa-fe uses two applications which operate as Windows
services. The first one is a dedicated web server allowing navigation in pages with Internet Explorer
browser; the second one allows to store IPervoice system data. If one or both have not been started, the
Stand Alone FrontEnd will not be able to work. Services are the following:

» safe_httpd: dedicated web server

» safe_mysqld: database server

¥ Warning: safe_httpd service uses the port 80 (http), normally used for navigation on web sites.
It is important to check that on the PC, where IperVoice sa-fe has been installed,
another web server is not active on the same port, as for example Microsoft IIS. In

this case the application will not work properly.

To check that the two services have been correctly started, access the list of Windows services. Start
Windows control panel, select the item Administrative tools and then the item Services**; scroll the
list to find the two IperVoice sa-fe services and check that the status column is “Started”, as shown in
Figure 258.

Figure 258: Stand Alone FrontEnd usage — Checking service status

124

Eile Action View Help
o cz=Hml v»anmw
Services (Local) | || Name : Description Status Startup Type  Log On As

Program Compatibility Assistant Service This service provides support for the Pro... Manual Local Syste...
Protected Storage Provides protected storage for sensitive ... Manual Local Syste...
Quality Windows Audio Video Experience Quality Windows Audio Video Experienc... Manual Local Service
Remote Access Auto Connection Manager Creates a connection to a remote netwo... Manual Local Syste...
Remote Access Connection Manager Manages dial-up and virtual private net... Manual Local Syste...
Remote Desktop Configuration Remote Desktop Configuration service (.. Started Manual Local Syste...
Remote Desktop Services Allows users to connect interactively to .. Started Manual Network 5.
Remote Desktop Services UserMode Port Redire...  Allows the redirection of Printers/Drives...  Started  Manual Local Syste...
Remote Procedure Call (RPC) The RPCSS service is the Service Control ... Started Automatic Metwork 5...
Remote Procedure Call (RPC]) Locator In Windows 2003 and earlier versions of ... Manual MNetwork S...

«: Remote Registry Enables remote users to modify registry ... Manual Local Senvice
Routing and Remote Access Offers routing services to businessesin ... Disabled Local Syste...
RPC Endpoint Magper Resolves RPC interfaces identifiers to tra...  Started Automatic Network S...
safe_apache V Apache/2.2.11 (Win32) PHP/5.29-2 Started Automatic Local Syste...
safe_mysqld Started  Automatic Local Syste...
Secondary Logon Enables starting processes under altema... Manual Local Syste...
Secure Socket Tunneling Protocol Service Provides support for the Secure Socket T... Manual Local Service
Security Accounts Manager The startup of this service signals other s.. Started Automatic Local Syste...

« Security Center The WSCSVC (Windows Security Center)... Started Automatic (D... Local Service
Server Supports file, print, and named-pipe sha... Started Automatic Local Syste...

This procedure refers to Windows 7 operating system, for other Windows operating systems it could be different.
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14.5 STARTING THE APPLICATION

If all previously described steps have been successful, IperVoice sa-fe is ready to be used. There are two
different ways to start the application:

> Select the item “SWITCH TO MOBILE” from IPervoice FrontEnd main menu

» Double click on the icon “Urmet” on desktop

The first way must be used in Server mode to switch to Mobile mode; the second one when in Mobile

mode and operating without being connected to IPervoice server %>

. After starting the application using
these two ways, the user will see the following screens shown in Figure 259. mostra le videate che si
presentano all’operatore avviando |'applicazione nei modi indicati. In the first case, the user can
automatically access the system main page, because username and password are sent to IperVoice sa-
fe; in the second case, the user must access from the “login” page, because the application has been

manually launched.

x [ G

R IR e S

Per
S VOICE

uuuuu

@

AmBHG i aPANADAT

e W brtrnean Lot | Lhkeias prsnoms dewmeses = Wi - > S, Jotvmnt L e | heckats pronats dsriests

Figure 259: Stand Alone FrontEnd usage — IperVoice sa-fe application launched from FrontEnd and manually

12> This is the only option available without being connected to the system, because the FrontEnd can’t be accessed and the

previously indicated menu item could not be selected without accessing IPervoice server.
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14.5.1 SWITCHING TO MoBILE MoDE (LocAL MODE)
After selecting from the FrontEnd menu the item “SWITCH TO MOBILE”, IPervoice asks the user to
confirm operating mode change (Figure 260). If the answer is yes, it starts all operations needed to

launch IperVoice sa-fe.

The application will be switched to Local Mode. In Local Mode, you will be able to unplug
your PC from the Ipervoice Network, and use the Configuration Application locally.
In Local Mode you will be able to:

bring your PC away for the configuration of Decoders, Intercom Interfaces and Lift
Interface of your System via Bluetooth

keep configuring locally the system, and bring the configuration later on the Server.

Are you sure you want to switch in Local Mode?

Figure 260: Stand Alone FrontEnd usage — Window used to confirm switching to Mobile mode

The first operation is a consistency check, in order to perform data synchronization from IPervoice

server to IperVoice sa-fe local database.

Switch to mobile

O

|/ Synchronization started
| Application check need update

e

Figure 261: Stand Alone FrontEnd usage — Switching to Mobile mode, consistency check

If an inconsistency is detected between the two databases, the user will be asked about the way to

operate (Figure 262).

Switch to mobile

Data synchronization is ded before conti
Do you want to start synchronization now?

[ Goto sernver ] [ Goto mobile ]

T SYNCHronIZaton Started

Figure 262: Stand Alone FrontEnd usage — Switching to Mobile mode, data synchronization request
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The user can choose among the following options:

» OK the system will start data synchronization, which will transfer IPervoice
server data on the local database

> Goto server no data will be synchronized, the system will return to Server mode without
any operations (IperVoice sa-fe will not be activated)

» Gotomobile no data will be synchronized, but the system will go to Mobile mode
(IperVoice sa-fe will be activated)

However, after synchronization, it is possible to access FrontEnd on IPervoice server; to avoid losing

changes performed with IperVoice sa-fe, IPervoice server database will be read only. This condition is
indicated by the following message:

@ This database it's read only. You can’t update, insert or delete datas.

o<

Figure 263: Stand Alone FrontEnd usage — Read only database

¥ Warning: If it is necessary to change server data, the operation can be “forced” by selecting the
item “EDIT DATA” from the FrontEnd main menu, which is visible only when the
system is in Mobile mode (see Figure 264). Consider that in this case, local changes
will be lost (Figure 265).

Figure 264: Stand Alone FrontEnd usage — Read only database

A data conflict has been detected.
If press OK, LOCAL DATA WILL BE OVERRIDDEN

| Goto senver J Goto mobile

Figure 265: Stand Alone FrontEnd usage — Data conflict, local data will be overwritten

¥ Note: “EDIT DATA” menu item is visible only when IperVoice sa-fe is directly started
without synchronization with the server; also in this case, the previously described
warnings are valid.
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14.5.2 BACK T0 SERVER MODE (ON-LINE MODE)

When all configuration operations in Mobile mode (Local Mode) have been completed, to make changes
effective follow the reverse procedure and go back to Server mode. To do this, select the item “SWITCH
TO SERVER MODE” from IperVoice sa-fe main menu. The user must confirm by pressing the button
“Yes” in the dialog window shown in Figure 266.

The application will be switched to Server Mode. In Server Mode, all the Ipervoice’s configuration
modification are applied directly on the Server.
@ Before switching to Server Mode, all local configuration will be synchronized on the server.

Are you sure you want to switch in Server Mode?

Yes No ]

Figure 266: Stand Alone FrontEnd usage — Back to Server mode confirm

IPervoice performs some preliminary consistency operations (Figure 267).

Switch to server

Synchronization started

/| Application check need update
A already updated

|| Database updated

"J‘ ._\t'

AL

“

Figure 267: Stand Alone FrontEnd usage — Return to Server mode, consistency check

Also in this case, the user will be asked to confirm data synchronization or change mode switching without any
modifications'*®. The dialog window (Figure 262) and options are the same described in paragraph 14.5.1 on page
301.

1267 temporary return to server mode without data synchronization can be necessary if operations requiring the connection

to IPervoice server must be performed (diagnostic, log reading, etc.).
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14.6 THE MAIN MENU

IperVoice sa-fe main menu is a subset of the one available on IPervoice FrontEnd. The following table
describes the available functions and their meaning.

REFRESH It executes the forced update of page contents.

SEARCH It activates the search functions available in IPervoice, for example:
search of a resident or a device by topological or logic code, by key code
and so on.
¥ Warning: the search is performed in IperVoice sa-fe local

database

SWITCH TO SERVER MODE Back to Server mode (On-line Mode)
EDIT DATA It forces system data editing when the database is read only
LOGOUT Exit from FrontEnd Stand Alone

14.7 APPLICATION STRUCTURE AND FUNCTIONS

Stand Alone FrontEnd is a version of the FrontEnd described in chapter “IPervoice Configuration - The
Frontend” (on page 89 and following), It operates independently from IPervoice system server. For this
reason, the user that already knows the FrontEnd application, the use with Internet browser, the user
interface and the available functions can use the Stand Alone FrontEnd easily. As shown in Figure 268,
the structure is the same already described in this manual.

This chapter will not treat functions already described in previous chapters. For example, for search
functions use, see paragraph “System Maintenance and Utility Functions - Search” on page 289, for call
module configuration see paragraph “IPervoice Devices advanced Configuration - IP Call Module” on
page 128.
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Common Devices “I*
Name
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Figure 268: Stand Alone FrontEnd usage — Application structure

The following special characteristics of Stand Alone version will be described:
» Addition and configuration of new IP devices

» Column devices configuration via embedded Bluetooh interface

14.8 ADDING AND CONFIGURING NEW IP DEVICES

Local mode (or Mobile) allows to add and configure IP devices even if these are not yet detected and
identified by the system. In Server mode, the new IP device to be added must be connected to the
system and detected by IPervoice system.

In IperVoice sa-fe only device type (call module, VoIP telephone and so on) and MAC'*’ address are
required.

Follow the procedure below:

From the devices tree, select the item “New device”; the Stand Alone FrontEnd will show a page similar
to Figure 269, which contains the previously added devices or an empty list, if no additions have been
performed yet.

27 The MAC address, which identifies uniquely an IP device, is written on the back side of all IPervoice devices.
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+ Technical Gude System =

— New Device
. @'rg Profie Access Add new devices
+ g Access Profies
* G Door Profies Device Type IP address Mac address FW version Device status

2 a Prmary cal module
4 ! Primary entry panel
-t &B:;n

s Beus

¥ @-\'ey'u:e':

t1 0D Special decoders
£, ‘m Swichboards

*. E. Vol phones

X g Video servers

2 mirxr.—a person groups

=
= lew device

Figure 269: Stand Alone FrontEnd usage — Adding new IP devices

By clicking on “Add new devices”, the user will be asked to select, in the dialog window shown in Figure
270, the device type and to enter the MAC address. When the system goes back to Server mode, this
MAC address will allow the system to find the new module and configure it as specified.

In the example, a new VolP telephone (4501/5) is added.

/.ﬂ Device Type Voip phone ok
| ; Mac address  00.1E:E0.00:08.2F

Confirm Cancel

Figure 270: Stand Alone FrontEnd usage— Identification data of the new IP device

Press the button “Confirm” to go back to the previous list, where the VolP telephone has been added.
Click on the button “Configure” to access the configuration page, where to enter information needed to
operate, as shown Figure 271.
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/‘-‘ New Device : Configure a Voip phone
Type Stand-alone -
Last Name Pool
First name Swimming
IP address 0.0.0.0

MAC address 00:1E:E0:00:08:2F

FW version

Device status UNKNOVYN

Voip Phone code Block code: B0 | » Add a block
Staircode: S2|w Add a stair | (Stair will be a0ded on current block
Fioorcode: F1 = Add a ficor | (Floor will be added on curment stair
Voip Phone code : V1
Confirm Back to New device

Figure 271: Stand Alone FrontEnd usage — Configuration of a new IP device

14.9 CoLUMN DEVICES CONFIGURATION USING IPERVOICE SA-FE

One of the most useful functions of IperVoice sa-fe is the capability to configure column devices without
using an external PDA device (See chapter “Column Devices Configuration - System Data Download to
PDA and Smartphone device” on page 168 and following). In order to use this feature, the PC where the
Stand Alone FrontEnd is installed must be equipped with a Bluetooth interface, used to communicate
with the dongle 1039/56 connected to the column devices to be programmed. In order that the
application can use the 1039/56, when it is used for the first time, perform the pairing procedure, as
described in chapter 14.9.2.

14.9.1 SELECTING THE DEVICE TO BE CONFIGURED AND TRANSFERRING SYSTEM DATA

128 The example

To configure a column device, this must be selected as usually from the devices tree
shows the configuration of a 4-user decoder (1039/34). The display will show a page as the one in Figure
272, where there are two additional buttons compared to FrontEnd in server mode. The two buttons
Program via BT and Read via BT are used to transfer configuration data to the decoder and vice versa,

using the Bluetooth interface.

128 . .
This procedure can also be used to add a new device.
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Decoder name m

Decoder number | 1

Device status ALIVE

(Confirm| | &) ProgamviaBT | | §) Read fom BT | (Cancel

e e —

Hame Code

Apartment1 Al Delete
Apartment2 A2 Delete
Apartment3 A2 Delate
Apartments Ad Delete

Figure 272: Stand Alone FrontEnd usage — 4-user decoder configuration page

By pressing the button “Program via BT”, a new dialog window will appear (shown in Figure 273). If the
Bluetooth device has not been acquired yet, press the button “Search” to start the identification
procedure (“Bluetooth Programming Interface identification” on page 309).

Connect il g

Search |

[1039/56 Programming Device JIEd

| Connect |

Figure 273: Stand Alone FrontEnd usage — Bluetooth interface selection

If the Bluetooth device has already been acquired, its name will appear in the pull-down menu; by
clicking on the button “Connect”, data will be transferred to the 4-user decoder. If the procedure has
been successful, the dialog window will show:
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0 Device it's initialized by bluetooth has succeeded.

Figure 274: Stand Alone FrontEnd use — Bluetooth programming result

14.9.2 BLUETOOTH PROGRAMMING INTERFACE IDENTIFICATION

If the Bluetooth device 1039/56 is used for the first time, the identification procedure is automatically
activated. Figure 275"%° shows the procedure to be used in this situation: the user will be informed that
a new Bluetooth device has been detected and asked to confirm if this one can be added to the list. If
the answer is “yes”, the user must enter the “passkey” 0000, then press the button “Next” to complete
the identification procedure. From this moment the interface 1039/56 is known by the host PC and the
identification will not be requested any more™°.

[ A |

S—— -
) L Aggiungi un dispositivo.
< gl A —————

Immettere il codice di associazione per il dispositivo 1l dispositivo & stato aggiunto al computer
Verra controllate che la connessione sia eseguita con il dispesitive Ein corso la verifica della disponibilita dei driver, che verranno

corretto. :— | installati se necessanio. Per utilizzare il dispositivo pud essere :I
0000] | 'H | dere il completamento dell operazi 'Ui]
il
¥ & di | Per verificare se l'install del dispesitivo & stata pletata, | |

1l codice & visual sul disp o & disponibile tra le =
fornite con il dispesitive. cercare il dispositivo in Dispositivi e stampanti.

1039/56 Programming K 1039/56 Programming
Device Per proteggere il computer da accessi non , Device

Findividuazione solo quando si desidera che venga rilevate da un
disp Bl Di laf di
quando non & necessaria.

| |

f

Senon & possibile trovare il cedice di associazions
f
wrmjrsl | o,
=

Figure 275: Stand Alone FrontEnd usage — Bluetooth device 1039/56 identification

2 The figure shows the procedure to be used in case of Windows 7 operating system; in case of another Windows operating

system, the procedure could be different.
B%f the interface 1039/56 is replaced, the identification procedure must be repeated. It is suggested to use only one
programming interface: the operating system can’t identify uniquely different units of the same type and the transfer could

not work properly.
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14.9.3 CHECKING CONFIGURATION DATA

As already mentioned in paragraph “Column Devices Programming - Checking of parameters
downloaded to the column device” on page 178, the application confirms that configuration parameters
have been transferred. To check data sent to the device, press the button “Read from BT” in the detail
page of the selected column device. The application will ask to connect to the Bluetooth interface using
the same procedure previously described; when read operation is completed, a page will appear, shown
in Figure 276.

R
:O\ Decoder1
(Taut Y]

Decoder number : 1 T1: 60 T2: 30 2nd Audio channel :
Apt No | Code | Alarm | Master DP | Button 1 | Button 2 | Button 3 | Button 4 | Button 5 | Button 6 | Button 7
1 F1A1 ] F
2 F1A2
| 3 F1A3
L 4 | Fag

Close

XXX Different value than that of current device

Figure 276: Stand Alone FrontEnd usage — System data reading via Bluetooth

If read information are different from IPervoice sa-fe local database, the user will be informed and
inconsistent parameters will be underlined in red. Figure 277 shows a typical example.

R A
o Decoder1

Qmmmwm

Decoder number : 1 T1: 60 T2: 30 2nd Audio channel :
Apt No | Code | Alarm | Master DP | Button 1 | Button 2 | Button 3 | Button 4 | Button 5 | Button 6 | Button 7
1 Fa1| B /E‘
E 2 Fiaz | [] )
HEREANYNDY.,
4 —

- XXX Different value than that of current device

Figure 277: Stand Alone FrontEnd usage — Highlighting of programming data differences
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